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1	Overall description
SA3 thanks CT4 for the LS (C4-211662/S3-211380) on Header Enrichment for HTTPS in PFCP. SA3 would like to provide answers to the questions asked by CT4 as below.
Q1: When encapsulating header fields and values in TLS packets during initial TLS handshake procedure, whether security sensitive information is allowed or forbidden to be included?
A1: Security sensitive information should not be included in the initial TLS packets without encryption.
Q2: If security sensitive information is potentially encapsulated in initial TLS packets, whethere.g. application layer encryption method is sufficient? If not, does SA3 intent to define corresponding security mechanism for this scenario, or does SA3 have suggestion of candidate security mechanism?Does SA3 agree that operator can select security mechanisms?
A2: If security sensitive information is potentially encapsulated in initial TLS packets, it shall be encrypted using other security mechanisms, e.g. application layer encryption method. SA3 doesn’t intent to define such security mechanisms, as it is out of 3GPP scope.
2	Actions
To CT4 group
ACTION: 	SA3 would like to kindly ask CT4 to take the answers above into account. 

3	Dates of next TSG SA WG 3 meetings
[bookmark: OLE_LINK53][bookmark: OLE_LINK54]SA3#103Bis-e	5 - 9 ~July 2021		Electronic meeting (TBC)
SA3#104-e	16 - 27 August 2021	Electronic meeting



