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1
Decision/action requested

Conclusion on KI3 provided. Request for approval.
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Rationale

In case of UE-UE TSC communication (key issue #3), the PDU session is established via the same UPF, but one or more SMFs can be involved. Thus the respective gNBs may be instructed to secure communication over the air (UE-gNB) by different SMFs. However, whether both legs have the same or different security established is up to operator policy. Thus, existing security mechanisms for enabling confidentiality and integrity protection of user plane data over the air at each leg are sufficient and no normative work is needed for this key issue.
4
Detailed proposal

************** START OF CHANGES

7.3
Conclusions on Key Issue #3: Protection of UE-UE TSC communication
No normative work is needed for key issue 3. Existing security mechanisms are sufficient to enable at each leg confidentiality and integrity protection of user plane data in UE-UE TSC communication over the air. Whether the same algorithms are use at both legs is up to the operator policy and out of scope of this specification.
************** ENF OF CHANGES

