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1	Decision/action requested
It is proposed to add new solution in TR 33.839. SA3 is kindly requested to approve this contribution.
2	References
[1]	3GPP TR 33.839, v0.3.0
3	Rationale
In the current TR 33.839, several solutions are based on the secondary authentication and authorization method. However, the secondary re-authentication is not specified in TR 33.839 .
This pCR proposes to reuse the current secondary re-authentication procedure for edge computing network.
4	Detailed proposal
******	FIRST OF CHANGE *********
[bookmark: _Toc54103968][bookmark: _Toc27138698][bookmark: _Toc27403895][bookmark: _Toc28713230][bookmark: _Toc45100359]6.X	Solution #X: Re-Authentication between the Edge Enabler Client and the EES/ECS
[bookmark: _Toc54103969]6.X.1	Introduction
The following solution addresses the security requirement for the key issue#1 and #2 on Authentication and Authorization between the EEC and the ECS/EES.
EAP based re-authentication method is supported in both for the secondary authentication or slice-specific authentication. In the current TR 33.839, several solutions reuse the secondary authorization.  So EAP based re-authentication should also be supported for edge computing scenario.
[bookmark: _Toc54103970]6.X.2	Solution details 
This procedure concerns both scenarios that the Edge Configuration Server is deployed by the MNO and by the ECSP. The SMF and the EES/ECS may initiate the re-authentication for the EEC.  When the Edge Configuration Server is deployed by the MNO, the EES is the authentication server in the Edge Data Network. When the Edge Configuration server is deployed by the ECSP, the ECS is the authentication server in the Edge Data Network.



Figure x: EAP Re-Authentication between the EEC and the EES/ECS
1-2. Secondary Authentications has been established specified in clause 6.5 and 6.6.
3-3a. The SMF or the EES/ECS may decide to initiate Secondary Re-Authentication.
4. The EES/ECS may send a Secondary Re-Authentication request to the UPF and the UPF forwards to the SMF.
5. The steps are the same as steps 5-11 in clause 11.1.3 of TS 33.501[7].
6. The steps are the same as steps 12-14 in clause 11.1.3 of TS 33.501[7].
[bookmark: _Toc54103971]6.X.3	Solution Evaluation
TBD

*********END OF CHANGES*********
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