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1
Decision/action requested

This document proposes and evaluation to solution #6.
2
References

[1]
3GPP TR 33.857 Study on enhanced security support for Non-Public Networks; (NPN); (Release 17)
3
Rationale

This contribution provides content to the system impacts and evaluation sections of Solution #6.

4
Detailed proposal

Begin of 1st Change

6.6.3
System impact

Editor’s Note: Each solution should clearly list which entities need new functionality and what functionality they need for the provided solution to work.
The AAA server is 5GS aware and takes the most significant 256 bits of EMSK as the KAUSF, no key derivation as such is required.
If there are multiple subscription profiles per realm, the UDM needs to be preconfigured with the NAIs of the UEs and the mapping to the corresponding subscription profiles.

The SBI-DIAMETER interworking functionality is collocated with the AUSF. The AUSF receives the KAUSF from the AAA-Server.
6.6.4
Evaluation

Editor’s Note: Each solution should motivate how the potential security requirements of the key issues being addressed are fulfilled.

Subscription is owned by the AAA-Server, i.e. SUPI and authentication credentials.
The AAA-Server does not need to provide a private key to the UDM for SUCI deconcealment.

End of Changes

