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***	BEGINNING OF CHANGES ***
[bookmark: _Toc35533735][bookmark: _Toc26887097][bookmark: _Toc19783313][bookmark: _Toc19783252][bookmark: _Toc26887036][bookmark: _Toc35533674][bookmark: _Toc54024153]K.2.X	Threat related to Security for 5G CIoT
K.2.X.1	Failed Verification of UE Identity during RRC Reestablishment Procedure for CP CIoT 5GS Optimization
-	Threat name: failed Verification of UE Identity during RRC Reestablishment Procedure for CP CIoT 5GS Optimization
-	Threat Category: Denial of Service.
-	Threat Description: If veritification of UE using CP CIoT 5GS Optimization during RRC Reestablishment procedure fails, a user identity cannot be verified. This can result in waste of system resources and deny a legitimate user access to the system. In addition, if the AMF does not correctly indicate the ng-eNB result of veritication, an unlegal UE may successfully re-establish on the ng-eNB, and result in waste of system resources.
-	Threatened Asset: Sufficient Processing Capacity.
***END OF CHANGES***
