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1	Decision/action requested
This contribution discusses conclusion for TR 33.840.
2	References
[1]	3GPP TR 33.840 v0.2.0, “Study on security aspect of the disaggregated gNB architecture”
[2]	3GPP TR 38.823 v16.0.0, “Study of further enhancement for disaggregated gNB”
3	Rationale
In the course of advancing the study on security aspect of disaggregated gNB architecture during the last few meetings, SA3 has looked at the architectural aspect of the disaggregated gNB from security point of view. SA3 has consistently come to the same agreement (or disagreement) that the scenarios described in clause 6 of TR 38.823 should be in the same security domain based on the architectural and potential deployment assumptions and that there is no need to treat the disaggregated gNB any differently. Regardless of how the gNB-CU-CP, gNB-CU-UP, and gNB-DU are located or distributed, they are all in the same security domain, i.e. a single operator’s security domain.  It was also agreed during the SA3#101-e conference call slotted for this study that the study should conclude. The existing security mechanisms pertaining to all aspects of gNB security as specified in TS 33.501 apply to all gNB architecture, whether there is disaggregation or not. 
It is proposed that SA3 to conclude the study as proposed in contribution S3-210062 and send LS to inform RAN3 as in S3-210063 the outcome of the SA3 study. 
4	Detailed proposal
1.  approve the conclusion as proposed in contribution S3-210062. 
2.  approve and send LS in S3-210063 to RAN3 to inform them the outcome of the SA3 study. 

