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1 Decision/action requested 
This contribution proposes to add some text for source of user consent for eNA for TR 33.867
2 References
3 Rational
As discussed in S3-210901, the contribution proposes to add some text for source of user consent in use case#1 “UE Related Analytics of NWDAF”.
4 Detailed proposal
*************** Start of 1st Change ****************
5A.1 Use Cases #1: UE Related Analytics of NWDAF
5A.1.1 Use Case details

NWDAF can provide UE related analytics services. The NWDAF collects UE related data, e.g. from UE, NFs, 3rd party, and outputs related analytics result, e.g. UE mobility analytics, UE mobility analytics, expected UE behavioural parameters related network data analytics and abnormal behaviour related network data analytics as depicted in clause 6.7 in 3GPP TS 23.288 [4].
The NWDAF can process UE related data as the following:

· Collect UE related data to provide UE related analytics for the user, e.g. UE mobility analytics.

· Share analytics result to NF consumers, e.g. internal NF or 3rd AF.

The PLMN NFs or AFs can process UE related data as the following:

· Collect and store UE related data.

· Share UE related data to NWDAF.

Since the UE related data may contain personally identifiable information, thus, processing of those data should consider user consent aspects. The analytics service is provided by PLMN to a specific subscriber. The key point is that the NWDAF in the PLMN only collects network data which is bound to a subscriber ID, i.e. SUPI, and the analysis output is also bound to that SUPI. Even in case that another user borrows the subscriber’s phone, the PLMN cannot output an analysis result bound to that user because the PLMN just knows current collected data is from the subscriber identified by the SUPI. The PLMN does not output any analysis bound to that user who are using the phone, instead, the output is still bound to subscriber because the collected data is identified by the SUPI, not the user’s ID. The only issue is that the analysis may not be precious enough for the subscriber. Since the PLMN does not output any analysis bound to the user who are using the phone, the user’s privacy is not disrupted, so, it is also aligned with regulation. Thus, for this use case, since the service is provided to the specific subscriber, user consent should be collected from subscriber.
5A.1.2 Individual Architecture
For this use case, the architecture and framework as specified in TS 23.288 [4], TS 23.501 [5] are regarded as the baseline. The solutions shall build on the 5G System architectural principles as in TS 23.501 [5], including flexibility and modularity for newly introduced functionalities.

Moreover, the individual architecture is shown in figure 5A.1.2-1.
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5A.1.2-1 Individual Architecture for data analytics

The UE related data is derived from the UE. 

The NFs, for example, AMF, SMF, OAM, AF, etc., collect and store UE related data derived from the UE. Thus, the legal entity of those network entities is data controller. In case that the AF is outside of 3GPP network, the legal entity of the AF is another data controller.

The NWDAF collects UE related data from the NFs, and processes data for UE related analytics to provide UE related analytics services. Thus, the legal entity of the NWDAF is data processor. In case that the NWDAF is NF of data controller, the legal entity of the NWDAF is also data controller.

NOTE: Roaming architecture for NWDAF is not considered in R17.
*************** End of 1st Change ****************
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