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1	Decision/action requested
It is proposed to add use case mapping part for Key Issue #1. SA3 is kindly requested to approve this contribution.
2	References
[1]	3GPP TR 33.867, v0.3.0
3	Rationale
This pCR proposes to add use case mapping part for Key Issue #1.
4	Detailed proposal
******	START OF CHANGE *********
[bookmark: _Toc3556802][bookmark: _Toc49174584]6.1	Key Issue #1: User's consent for exposure of information to Edge Applications
6.1.0	Use case mapping
As defined in clause 6.6 and 8.6 in TS 23.558 [2], the EES can expose some service capability APIs to the EAS(s). The exposed service capability APIs include EES capabilities and exposed 3GPP Core Network capabilities. Some APIs provided by the EES are related to user's consent such as UE location API specified in clause 8.6.2 in TS 23.558 [2] and UE Identifier API specified in clause 8.6.5 in TS 23.558 [2].
[bookmark: _Toc49174585][bookmark: _Toc3556803]6.1.1	Key issue details
[bookmark: _Toc3556804]The EES exposes UE Identifier API to the EAS in order to provide an identifier uniquely identifying a UE. Further, the Edge Enabler ServerES exposes the UE location API to the Edge Application ServerAS in order to support tracking or checking the valid location of the UE. In order to expose such user related private information to the Edge Application servers, consent from the user is needed.
EES capability exposure to the EAS as defined in TS 23.558 [2], mandates the end user's consent for reporting UE's information, particularly for UE Identifier API and UE location API. Also as suggested in TS 23.558 [2], whether and how user's consent is obtained to share the UE identifier with a particular EAS is covered in this key issue.

*********END OF CHANGE*********
