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1
Decision/action requested

This contribution proposes to conclude the KI #9.
2
References

 [1] TR 33.839 v040

3
Rationale

The potential security requirements described in Key issue #9 are as follows, i.e.,

The interaction message between the SMF and LDNSR shall be confidentiality, integrity, and replay protected. Secure discovery of EDGE Services should be supported.

For the first requirement, it is suggested to use SBI based security defined in solution #21 to provide the required protection.

For the second requirement, it is suggested to use solution #1 to protect the discovery of EDGE services.

4
Detailed proposal

It is suggested to approve the following changes.

*************** Start of the 1st change ****************

7.9
Conclusions for Key Issue #9
Solution #21 that was proposed to reuse the SBI based security for interaction message protection between the SMF and LDNSR, is endorsed for normative phase to include the security requriement of the new interface.

NOTE: The name of LDNSR may be revised according to the final decision of SA2 definition.

To address the security requirement of the secure discovery of EDGE services, Solution #1 that proposes to reuse security aspects on DNS for 5G defined in TS 33.501 [7] informative annex P.2, is endorsed for normative phase. No new normative work is required.

*************** End of the 1st change ****************

