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1	Overall description
SA3 has discussed the following case related to secondary authentication for the Session Breakout connectivity model. A new PDU session is established that does not require secondary authentication. Later, a new Anchor Point is added that connects the UE to a data network that requires secondary authentication. Currently, the handling of such a situation does not seem to be explicitly described in the specifications of secondary authentication. 
However, existing procedures already allow re-authentication during the lifetime of a PDU session. Hence SA3 has discussed the following solution: The SMF triggers secondary authentication (not re-authentication) at the addition of the new Anchor Point, during the lifetime of the PDU session. This solution has minimal impact on SMF behaviour and does not seem to have impact on UE behaviour.  
2	Actions
To SA2 
ACTION: 	SA3 asks SA2 to inform SA3 whether SA2 agrees with the proposed solution and intends to perform the necessary changes to specifications under SA2's remit.
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