3GPP TSG-SA3 Meeting #102Bis-e 
S3-211045
e-meeting, 1 - 5 March 2021










Revision of S3-20xxxx
Source:
Ericsson
Title:
New Key Issue: Roaming case for token-based authorization in indirect communication
Document for:
Approval 

Agenda Item:
2.20
1
Decision/action requested

It is proposed to add the Key Issue below to TR 33.875 [1].
2
References

[1]
3GPP TR 33.875 "Study on enhanced security aspects of the 5G Service Based Architecture (SBA)"
[2]
3GPP TS 33.501 "Security architecture and procedures for 5G System"
3
Rationale

In Rel-16, token-based authorization for indirect communication scenarios was added to TS 33.501 [2]. However, the description of the roaming case is still missing.
4
Detailed proposal

*** BEGIN CHANGES ***

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[x]
3GPP TS 33.501: "Security architecture and procedures for 5G System".
*** NEXT CHANGE ***
5.X
Key issue #X: Roaming case for token-based authorization in indirect communication scenarios
5.X.1
Key issue details

Token-based authorization in indirect communication scenarios is specified in clause 13.4.1.3 of TS 33.501 [x]. However, only the non-roaming case is specified, the roaming case is still missing.

Solutions to this key issue should describe procedures for the roaming case for token-based authorization in indirect communication scenarios, taking into account the non-roaming case as specified in clause 13.4.1.3 of TS 33.501 [x].  

5.X.2
Security threats

Not applicable.

5.X.3
Potential security requirements

Not applicable.

*** END CHANGES ***

