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1	Decision/action requested
It is proposed to add a new solution in ProSe TR 33.847.
2	References
[1]	3GPP TR 23.752: " Study on system enhancement for Proximity based Services (ProSe) in the 5G System (5GS)"
3	Rationale
This solution provides a method to help target UE to choose a new UE-to-UE Relay which can meet both target and source UE’s security policy. 
4	Detailed proposal
[bookmark: definitions][bookmark: clause4][bookmark: _Toc37790918][bookmark: _Toc42003867][bookmark: _Toc42176676][bookmark: _Hlk47268233]****START OF CHANGES ***
[bookmark: _Toc62576220][bookmark: _Toc62576536][bookmark: _Toc62595900][bookmark: _Toc62596342][bookmark: _Toc62637721][bookmark: _Toc63067471]6.X	Solution #X: Security procedure during the reselection via UE-to-UE relay
[bookmark: _Toc62576221][bookmark: _Toc62576537][bookmark: _Toc62595901][bookmark: _Toc62596343][bookmark: _Toc62637722][bookmark: _Toc63067472]6.X.1	Introduction
This solution addresses the KI #6. 
This solution provides a mechanism to enhance the re-selection procedure based on Solution #50 in SA2 TR 23.752, which is agreed as the basis for normative work for UE-to-UE reselection (TR 23.752 Clause 8.4).
In the original solution, when Source UE decides to send the Relay UE reselection request, it shall include the list of the candidate relays to the Target UE. This solution proposes to include additionally the security capabilities of the candidate UEs in the Relay reselection for the target UE to make decision. 
The confidentiality and integrity protection of the relay UE reselection request can reuse other solutions in this document. 
[bookmark: _Toc62576222][bookmark: _Toc62576538][bookmark: _Toc62595902][bookmark: _Toc62596344][bookmark: _Toc62637723][bookmark: _Toc63067473]6.X.2	Solution details
In this solution, it is assumed that Source UE and Target UE already performed the discovery procedure and established the connection via Relay 1. 
This solution reuses the call flow in the Soluton#50 in the TR 23.752. 
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Fig 6.x.2.1 UE-to-UE Relay reselection procedure
Step 1. Connection between Source UE and Target UE via Relay 1 is setup.
Step 2. The Source UE decides to perform UE-to-UE Relay reselection and perform the new candidate relay discovery procedure. 
NOTE 1: This may be triggered by receiving the relay discovery message from another UE-to-UE Relay, and the signal quality with this UE-to-UE Relay is better than that with Relay 1. Alternatively, the Source UE will initiate the discover message to find candidate UE-to-UE Relays which can provide a better connection, when it finds that the signal quality with Relay 1 is not good enough.
When source UE is discovering a new UE-to-UE Relay, it also checks the security capabilities of the candidate UEs. Only the new Relay UEs that fulfil Source UE’s security policy will be included into the candidate relay UE list of the Source UE. 
Step 3. After the Source UE identifies the candidate UE-to-UE Relays, the Source UE sends the UE-to-UE Relay reselection request to the Target UE using the connection via Relay 1, and the Relay reselection request message includes the candidate UE-to-UE Relay ID(s), and the security capability of each candidate UE-to-UE Relay should also be included. Those candidate UE-to-UE Relay ID(s) are ordered by the Source UE's preference based on e.g. the signal quality, security capability, etc.
Step 4. The Target UE decides whether to change from Relay 1 to a new UE-to-UE Relay. The new UE-to-UE Relay is chosen from the candidate UE-to-UE Relay ID(s) list included in the Relay UE reselection request. This decision can be based on a new UE-to-UE Relay providing the best signal quality, additionally based on the order of candidate UE-to-UE Relay ID (s) received from the Source UE. The decision should also be based on the security capability of each candidate UE-to-UE Relay in the list, e.g. the target UE only pick the ones meeting its security policy. If there is no candidate UE-to-UE Relay meeting target UE’s security policy, target UE may decide not to change relay path. If the Target UE has not received a relay discovery message from a candidate UE-to-UE Relay or does not connect to the candidate UE-to-UE Relay, the Target UE may perform the UE-to-UE Relay discovery procedure with a candidate UE-to-UE Relay ID in discovery message. 
Step 5. The Target UE sends a response to the Source UE via Relay 1 that includes the picked new UE-to-UE Relay ID. If no new UE-to-UE Relay is chosen, the Target UE may not respond to Source UE or send a response indicating Relay reselection failure.
Step 6. [Optional] If the Target UE choses a new UE-to-UE Relay in step 5, the Source UE initiates the connection setup procedure via the new UE-to-UE Relay, and also releases the connection via Relay 1.

[bookmark: _Toc62576219][bookmark: _Toc62576535][bookmark: _Toc62595899][bookmark: _Toc62596341][bookmark: _Toc62637720][bookmark: _Toc63067470]6.19.3	Evaluation
TBD.
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