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1	Decision/action requested
This contribution proposes to add potential difference in monitoring due to virtualization for the virtualized network product security assurance study.
2	References
[1] S3-210774,  3GPP TR 33.818 v0.a.0, " Security Assurance Methodology (SECAM) and Security Assurance Specification (SCAS)”
3	Rationale
Given the difference in components that potentially comprise a GVNP, it is proposed to capture the potential differences due to virtualization when comparing to physical network product.
4	Detailed proposal 
[bookmark: _Toc57018866][bookmark: _Toc57022536][bookmark: _Toc63357307]6.4	Monitoring
Editor's Note: This clause will describe monitoring for 3GPP virtualised network products based on the clause 6.4 in the TR33.916 and gap analysis in the clause 4. This clause will also focus on resolving the identified gap if any gap is identified.
SECAM monitoring process monitors two kinds of accredited actors, namely the vendor’s development and product cycle processes and test laboratories. Given that virtualization layer and hardware layer may not have been provided by the vendor that implements the 3GPP virtual network functions, the following gap is identified due to potential new actor that comes into play:
-	virtualization-layer-only vendor and/or hardware-layer-only vendor: products from these vendors are assumed to have achieved the required security assurance prior to delivery of such layer(s) to the vendors as described in Clause 6.4 of TR 33.816. 
Editor’s Note: It’s FFS whether monitoring of the above actor is within the scope of the accreditation body. 
