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1 Decision/action requested 

This contribution proposes that source of user consent should be identified case by case
2 References
3 Rational
In the last SA3#102 meeting, source of user consent was discussed. The potential options and arguments for each option are shown in the table:

Table 1 Source of User Consent
	Option
	Main Argument

	User consent is from subscriber
	1. Align with other group (RAN2/RAN3/SA2/SA5)

	User consent is from user
	1. Address regulation issues (e.g. GDPR) because current user of the UE may not be subscriber


However, the options above may not be exclusive, because they may cater for different use cases separately.

· Use Case #1 UE related analytics of NWDAF
The analytics service is provided by PLMN to a specific subscriber. The key point is that the NWDAF in the PLMN only collects network data which is bound to a subscriber ID, i.e. SUPI, and the analysis output is also bound to that SUPI. Even in case that another user borrows the subscriber’s phone, the PLMN cannot output an analysis result bound to that user because the PLMN just knows current collected data is from the subscriber identified by the SUPI. The PLMN does not output any analysis bound to that user who are using the phone, instead, the output is still bound to subscriber because the collected data is identified by the SUPI, not the user’s ID. The only issue is that the analysis may not be precious enough for the subscriber. Since the PLMN does not output any analysis bound to the user who are using the phone, the user’s privacy is not disrupted, so, it is also aligned with regulation. Thus, for use case #1, since the service is provided to the specific subscriber, user consent should be collected from subscriber, not user.

· Use Case #2 UE information exposure for mobile edge computing
The MEC service is provided by stakeholder of the EAS (e.g. 3rd party) to a specific subscriber. The key point is that the EAS in the 3rd party can identify the specific user who is using the MEC application. If the EAS requests for the user’s sensitive information from PLMN, e.g. location, GPSI, etc., user consent from the user may be needed because the user’s sensitive information is transferred between different data controllers, i.e. PLMN and 3rd party. Thus, for use case #2, since the service is provided to the specific user, user consent should be collected from user, not subscriber.
· Use Case #3 MDT/SON
The use case is similar with use case #1, because it is also a PLMN service, can only identify the subscriber, and cannot identify the user.
Proposal 1: Source of user consent should be identified case by case. 
Proposal 2: For use cases where PLMN provides service for the user, and the service identifies the user using subscriber ID, the user consent shall be collected from the subscriber.

Proposal 3: For use cases where 3rd party provides service for the user, and the service identifies the user using a specific user ID, the user consent shall be collected from the user.
4 Detailed proposal
The contribution has the following proposals for endorsement: 
Proposal 1: Source of user consent should be identified case by case. 

Proposal 2: For use cases where PLMN provides service for the user, and the service identifies the user using subscriber ID, the user consent shall be collected from subscriber.

Proposal 3: For use cases where 3rd party provides service for the user, and the service identifies the user using a specific user ID, the user consent shall be collected from the user.
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