3GPP TSG-SA3 Meeting #101e 
S3-202867
e-meeting, 9 - 20 November 2020












Revision of S3-20xxxx
Source:
SA3 Chair
Title:
New template for the Terms of Reference (ToR)
Document for:
Information

Agenda Item:
7
1
Decision/action requested

Updates to the SA3 ToR to fit the new templates are provided for information in clause 4.
2
References

[1]
SP-200858, Status report of TSG CT#89-e
3
Rationale

TSG has triggered an update of the ToR for all Working Groups. The process was suspended due to current circumstances, but now has been resumed as announced at CT/SA#89 [1] and PCG#45. The goal of this process is to work on a common description and a common template across all the groups.
As shown under clause 4, the new ToR template contains two clauses. The overview clause will include the content shown in the Working Group webpage. The Scope of Responsibilities clause will provide more details and will not be shown in the webpage but rather available indirectly through a link to the approved document.
In order to align our ToR with the current template, it is proposed to include what is currently under the ToR clause of the webpage under the Scope of Responsibilities clause and replace it with a link to the approved documents. There are no updates to the actual content.
4
Detailed proposal

The proposal below is hereby provided for discussion and information. It will be submitted for approval to TSG SA in SA#90-e. 
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Security and privacy
Overview

SA WG3 is responsible for security and privacy in 3GPP systems, determining the security and privacy requirements, and specifying the security architectures and protocols. The WG also ensures the availability of cryptographic algorithms which need to be part of the specifications.

The sub-WG SA3-LI provides the requirements and specifications for lawful interception in 3GPP systems.

Scope of Responsibilities
SA WG3 has the overall responsibility for security and privacy in 3GPP systems. The WG will perform analysis of potential threats to these systems. Based on the threat analysis, the WG will determine the security and privacy requirements for 3GPP systems, and specify the security architectures and protocols. The WG will ensure the availability of any cryptographic algorithms which need to be part of the specifications. The WG will accommodate, as far as is practicable, any regional regulatory variations in security objectives and priorities for 3GPP partners. The WG will further accommodate, as far as is practicable, regional regulatory requirements that are related to the processing of personal data and privacy.

The subworking group SA WG3-LI will detail the requirements for lawful interception in 3GPP systems, and produce all specifications needed to meet those requirements. This work shall be performed in conjunction with the regional standards bodies.

Annex (informative):
NA
The following is what will be shown in the group webpage and is included only for illustration.
Home

SA WG3 is responsible for security and privacy in 3GPP systems, determining the security and privacy requirements, and specifying the security architectures and protocols. The WG also ensures the availability of cryptographic algorithms which need to be part of the specifications.

The sub-WG SA3-LI provides the requirements and specifications for lawful interception in 3GPP systems.

Terms of Reference

The latest terms of reference were approved at SA#90-e in document SP-20abcd.

�No changes with repsect to the current content under the home clause � HYPERLINK "https://www.3gpp.org/specifications-groups/sa-plenary/sa3-security/home" �https://www.3gpp.org/specifications-groups/sa-plenary/sa3-security/home� 


�No changes with respect to the current content under the ToR clause � HYPERLINK "https://www.3gpp.org/specifications-groups/sa-plenary/sa3-security/home" �https://www.3gpp.org/specifications-groups/sa-plenary/sa3-security/home� 





