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Decision/action requested

It is proposed to endorse this discussion paper deciding no validity timer is needed
2
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Rationale

During numerous SA3 meetings there has been discussion on the need for introducing a validity timer for the result of a network slice specific authentication and authorization procedure. Where the discussion has evolved around differentiating between failure reasons. In particular, failure due to congestion in the connection between UE and AAA-S and the case where the credentials are not valid. 

RFC 4137 [1] defines EAP codes which can help to differentiate between the two cases. 
In case there is congestion the EAP state is set to “TIMEOUT_FAILURE” or “TIMEOUT_FAILURE2” due to timeout and it sets eapTimeout variable to TRUE. No error message is sent to the UE/peer.
On the UE/peer side RFC 4137 also specifies timeout behaviour 

“ClientTimeout (integer)

      Configurable amount of time to wait for a valid request before

      aborting, initialized by implementation-specific means (e.g., a

      configuration setting).”
Which means the UE can include the corresponding S-NSSAI again at a later registration to attempt authentication again.
The behaviour is then different for the case when the authentication fails due to invalid credentials. In this case an EAP failure message is sent to the UE/Peer
Observation 1: With RFC 4137 it’s possible to distinguish between the different errors.

Clause 5.4.7 of TS 24.501 [3] defines how the NSSAA procedure complies with RFC 3748[2]. Further clause 5.4.7.2.4 defines how the UE should act in cases the NSSAA procedure does not go as planned.
In addition, under clause 4.6.1 of TS 24.501[3] the following Note can be found

NOTE 1:
Based on local policies, the UE can remove an S-NSSAI from the rejected NSSAI for the failed or revoked NSSAA when the UE wants to register to the slice identified by this S-NSSAI.
Observation 2: TS 24.501 already deals with cases where the NSSAA deviates from the normal flow.

4
Detailed proposal

Proposal 1: It is proposed to end the discussions on the need for a validity timer in SA3.
