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1
Decision/action requested

This contribution contains a discussion on specifying some of the existing Ua protocols for use with AKMA.
2
References

[1]
3GPP 33.222
3
Rationale

So far there is an AKMA specification but not protocols specified that use AKMA derived keys. This contribution proposes that profiles of the Ua protocols for shared key-based UE authentication with certificate-based NAF authentication (clause 5.3 of TS 33.222 [1]) and shared key-based mutual authentication between UE and NAF (clause 5.4 of TS 33.222 [1])) should be adapted for use with AKMA.
There seems to be 3 possible ways to capture the necessary changes:
1. Add the necessary changes directly in 5.3 and 5.4 of TS 33.222

2. Add the necessary changes in an Annex of TS 33.222

3. Add the necessary changes in an Annex of the AKMA TS.

All the approaches will require some additional changes as well, but it seems as though the technical changes could be limited to one specification (e.g. for options 1 or 2 a reference to the changes in TS 33.222 is probably needed and vice versa for option 3). An attachment to this contribution (in the form of a draft CR) shows how the changes might look if the third option was chosen. This is provided as an example of the sort of changes that might be needed but no conclusion on the best way forward should be implied by this choice. Clearly such changes should be accompanied by a new WID for the work.
Feedback is requested (after SA3#101-e) from companies interested in this work so a WID and associated CRs can be worked on.
4
Detailed proposal

This contribution requests offline feedback on the support for a WID on amending existing Ua protocols for use with AKMA and also on the possible approaches to achieve this. 
