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[bookmark: _Toc45275093][bookmark: _Toc45274506][bookmark: _Toc45028841]*** BEGIN CHANGES ***
[bookmark: _Toc45028854][bookmark: _Toc45274519][bookmark: _Toc45275106]13.4.1.3.2	Authorization for indirect communication with delegated discovery procedure
This clause covers the scenario where the NF Service Consumer use the SCP to discover and select the NF Service Producer instance that can process the service request.
[image: ]
Figure 13.4.1.3.2-1: Authorization and service invocation procedure, for indirect communication with delegated discovery  
1.	The NF Service Consumer sends a service request to the SCP. The service request may include the NF Service Consumer client credentials assertion as defined in clause 13.3.8. If a valid access token is available at NFc for the service request (e.g. if NFc received an access token from the SCP in a service response creating a resource and a new service request is sent targeting the same resource), the service request should also include this access token. If no valid access token is available at the NF Service Consumer, the NF Service Consumer includes the parameters required for the access token request as described in clause 13.4.1.1.
2.   The SCP may perform a service discovery with the NRF. If NFc included a valid access token in step 1, or if the SCP has a valid cached granted access token, the SCP may reuse the corresponding access token and proceeds at step 6.
3. 	The SCP sends an access token request (Nnrf_AccessToken_Get Request) to the NRF. The access token request includes parameters as defined in clause 13.4.1.1. The access token request may include the NF Service Consumer client credentials assertion if received in Step 1.
4.	The NRF authenticates the NF service consumer using one of the methods described in clause 13.3.1.2. If cNF authentication is successful and the NF Service Consumer is authorized based on the NRF policy, the NRF issues an access token as described in clause 13.4.1.1. The NRF uses the NF Service Consumer instance ID as the subject of the access token. 
5.  The NRF sends the access token to the SCP in an access token response (Nnrf_AccessToken_Get Response).
6.	The SCP sends the service request to the NF Service Producer. The service request includes a valid access token (i.e. received in Step 5, received in Step 1, or previously cached), and may include the NF Service Consumer client credentials assertion if received in Step 1.
7.	The NF Service Producer authenticates the NF service consumer by one of the methods described in clause 13.3.2.2 and if successful, it validates the access token as described in clause 13.4.1.1. 
8.  If the validation of the access token is successful, the NF Service Producer sends the service response to the SCP.
9.	The SCP forwards the service response to the NF Service Consumer. The SCP may include the access token in the service response to NFc for possible re-use for subsequent service requests.

*** END CHANGES ***
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