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[bookmark: _Toc45275093][bookmark: _Toc45274506][bookmark: _Toc45028841]*** BEGIN CHANGES ***
[bookmark: _Toc51168349]13.3.6	Authentication and authorization between SCP and network functions
The SCP and network functions shall use one of the following methods described in clause 13.1 to mutually authenticate each other before service layer messages can be exchanged on that interface: 
-	If the PLMN uses protection at the transport layer, authentication provided by the transport layer protection solution shall be used for mutual authentication of the SCP and the network functions. 
-	If the PLMN does not use protection at the transport layer, mutual authentication of the SCP and network functions may be implicit by NDS/IP or physical security.
Authentication between the SCP and the Network Function may be implicit by co-location.
SCP and network functions authorize each other based on local policy, e.g. by configuration.
Editor's Note: Authoriziation between SCP and NFs is ffs.
NOTE 1: Local configuration at IP level can e.g. be done by ACL. SCP domains as specified in TS 23.501 [2] is a means to follow the local configuration. 
[bookmark: _Toc51168350]13.3.7	Authentication and authorization between SCPs
SCPs shall use one of the following methods as described in 13.1 to mutually authenticate each other before service layer messages can be exchanged on that interface: 
-	If the PLMN uses protection at the transport layer, authentication provided by the transport layer protection solution shall be used for mutual authentication of the SCPs. 
-	If the PLMN does not use protection at the transport layer, mutual authentication of the two SCPs may be implicit by NDS/IP or physical security.
Editor's Note: Authorization between SCPs is ffs.
SCPs authorize each other based on local policy, e.g. by configuration.
NOTE 1:	Local configuration at IP level can e.g. be done by ACL. SCP domains as specified in TS 23.501 [2] is a means to follow the local configuration.

*** END CHANGES ***

