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1. Overall Description:
SA3 has been studying the security aspects for eNPN for some time. However, there is some confusion for the scope of this study. Based on SP-200620 which was agreed in SA#88-e, the objective of UE onboarding and remote provisioning for SNPN and PNI-NPN has stated as: “Study potential solutions for the secure provisioning of non-USIM credentials taking into account different deployment scenarios”. 

SA3 has reviewed the conclusion for key issue #4 “UE onboarding and remote provisioning” in TR 23.700-07 v1.1.0. It clearly defined conclusion for remote provisioning for SNPN and PNI-NPN, and many editor’s notes related to SA3 are kept. 

SA1 has defined service requirements in TS 22.261 v17.4.0 for NPNs, which includes the following requirement:
“The 5G system shall support a secure mechanism for a network operator of an NPN to remotely provision the non-3GPP identities and credentials of a uniquely identifiable and verifiably secure IoT device.”
SA1 also has confirmed in LS S1-202109 that the term NPN in the above mentioned requirement not only covers SNPN, but also PNI-NPN.

Based on the above progress and information, it is the consensus of SA, SA1 and SA2 that the SNPN and PNI-NPN provisioning part shall be covered in the current eNPN study. Thus, security aspects of provisioning should be considered, SA3 would like to check with SA whether the following security aspects shall be considered:
1. Design a new credential provisioning protocol.
2. Reuse existing credential provisioning protocol with security protection:
a) Authorization issues between UE and PS.
b) Credential protection between UE and PS.


2. Actions:
To SA group.
[bookmark: _GoBack]ACTION: 	SA3 requests SA to give feedback on the questions.

3. Date of Next TSG-SA WG3 Meetings:
SA3#101bis-e                  		18 - 22 January 2021                             	    	e-meeting
SA3#102-e        		22 Feburary – 5 March 2021                 	    	e-meeting
