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1
Decision/action requested

This document proposes text of architecture and security assumptions of AMF re-allocation to the TR 33.864. SA3 is kindly requested to approve this document.
2
References

 [1]
3GPP TR 33.864, v 0.1.0.
3
Rationale

The architecture and security assumptions highly depend on different levels of slice isolation. This contribution proposes a text of architecture and security assumptions of AMF re-allocation.
4
Detailed proposal

***
BEGIN OF CHANGE
***
4
Architecture and security assumptions of AMF re-allocation
The architecture and security assumptions highly depend on different levels of slice isolation. In some deployment scenarios with slice isolation requriments, the Target AMF in a slice is unable to communicate with other AMFs which are not in that slice. In some deployments scenarios with stricter slice isolation requirements, the Target AMF in a slice is unabler to communicate with other NFs which are not in that slice.
Editor’s Note: This clause contains some introductory text on the problem of AMF re-allocation, i.e. what is already specified in SA2 and SA3 specifications.
Editor’s Note: A clear definition of levels of slice isolation is needed, including its service requirements, which need to be specified by SA1, as well as its architecture impacts and security implications, which need to be specified by SA2.
***
END OF CHANGE
***
