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Decision/action requested

It is proposed to approve the pCR
2
References
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3GPP TR 33.840 V0.0.3, Study on Security aspects of the disaggregated gNB architecture  
3
Rationale

A new solution is proposed that supports multiple CU-UPs while ensuring separate security keys among different PDCP termination points.
4
Detailed proposal

**** START OF CHANGES ****

6.X
Solution #X: CU-UPs supported by DC
6.X.1
Introduction

This solution addresses the key issue #XX of the present document and aims to support multiple CU-UPs while ensuring separate security keys among them.
6.X.2
Solution details

In this solution, Dual Connectivity (DC) is used to ensure that multiple CU-UPs have separate security keys. See Figure 6.X.2-1. 
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Figure 6.X.2-1: CU-UPs supported by DC
The CU-CP shall configure DC with MCG and SCG with different DUs with connections to separate CU-UPs for MN and SN bearers respectively such that some UP traffics are sent to one CU-UP and other are sent to another CU-UP. 
Thus, each CU-UP terminates respective PDCP security towards UE and it is ensured that multiple CU-UPs have separate security keys.

Security handling of DC shall be according to clause 6.10 of 3GPP TS 33.501.
Editor’s Note: This solution introduces an architecture restriction of one to one mapping between gNB-DU and gNB-CU-UP. A generic solution which addresses the general RAN architecture is FFS.

6.X.3
Evaluation

TBD

**** END OF CHANGES ****

