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2.1
1
Decision/action requested

This pCR proposes to add the conclusion of key issue#5.
2
Rationale

This pCR proposes to add the conclusion for key issue#5 with solution#15 as the base for the normative work since it helps in enhancing the detection of authentication relay attacks as described in the evaluation part. 
3
Detailed proposal

SA3 is kindly requested to agree to the below pCR to TR 33.809.
********************** First Change ****************************

7
Conclusions

7.1
Conclusions on Key Issue #1
Following conclusions are made on Key Issue #1 "Security of unprotected unicast messages":

-
It is concluded that no additional normative work is required for the protection against tampering of RRC UE CapabilityInformation messages.
7.3
Conclusions on Key Issue #5
Following conclusions are made on Key Issue #5 " Mitigation against the authentication relay attack":

-
It is concluded that Solution#5 and Solution#15 are taken as the base for the normative work for detection of authentication relay attacks in the AMF and UDM where the attacks are performed within the same PLMN or between different PLMNs. 
-
The solution details could be done in the normative work.   
********************** End of pCR********************
