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1	Decision/action requested
Approve this contribution to add clause 4 in TR33.840
2	References
NA	
3	Rationale
The document proposes clause 4.
4	Detailed proposal
***	BEGINNING OF CHANGES ***
[bookmark: _Toc48752398][bookmark: _Toc48666462][bookmark: _Toc49255925]4	Security aspects of disaggregated gNB architecture
Editor’s note: This section holds security requirements which have to be considered or addressed by any of the proposed solution.
Architecture for separation of gNB-CU-CP and gNB-CU-UP is specified in TS 38.401[xx] and shown in Figure 4.1. 


Figure 4.1 Overall architecture for separation of gNB-CU-CP and gNB-CU-UP
The gNB-CU-CP selects the appropriate gNB-CU-UP(s) for the requested services for the UE. It was agreed from the beginning of 5G that CP/UP separation is not invisible to other nodes, i.e. UE and 5GC, this principle is inherited in this document. 
Based on this, this study will consider whether security enhancements are needed inside a disaggregated gNB architecture. 
***END OF CHANGES***
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