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1
Decision/action requested

This document proposes some text to Clause 4 in the TR 33.864. SA3 is kindly requested to approve this document.
2
References

 [1]
3GPP TR 33.864, v 0.0.0.
3
Rationale

During the work on Release 16, SA2 and SA3 tried to address the issue on AMF re-allocation via RAN re-routing. Unfortunately, they failed in agreeing on a solution, mainly because of lacking common understanding and definition of requirements. In order to facilitate the work on Release 17, the Study on the security of AMF re-allocation is aiming at collecting requirements to this issue and studing potential enhancements.
Since there are large number of network equipments and UEs deployed based on Release 15 and Release 16, any potential enhancements on AMF re-allocation in Release 17 shall be backward compatible with the existing deployments. Thus they shall impact the existing security architecture as little as possible. Especially they shall not impact UE.

This contribution proposes some text to Clause 4 in the TR 33.864.
4
Detailed proposal

***
BEGIN OF CHANGES
***
4
Architecture and security assumptions of AMF re-allocation
In order to ensure backward compatilbity, the potential enhancements on AMF re-allocation in Release 17 shall not impact UE.
Editor’s Note: This clause contains some introductory text on the problem of AMF re-allocation, i.e. what is already specified in SA2 and SA3 specifications.

***
END OF CHANGES
**
