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1
Decision/action requested

This contribution proposes to add a new solution for key issue#6 type B interface protection.
2
References

[1]


3GPP TR 33.839 v0.1.0

3
Rationale

As specified in TS 23.558[2], EDGE-2, EDGE-7, EDGE-8 reference point reuses 3GPP reference points or interfaces of EPS or 5GS considering different deployment models.
4
Detailed proposal

**** START OF CHANGES ****

6.X
Solution #X: Using CAPIF for type B interface protection
6.X.1
Introduction

As specified in TS 23.558[2], EDGE-2, EDGE-7, EDGE-8 support access to 3GPP Core Network functions and APIs for retrieval of network capability information.
6.X.2
Solution details

As specified in TS 23.558[2], EDGE-2, EDGE-7, EDGE-8 reference point reuses 3GPP reference points or interfaces of EPS or 5GS considering different deployment models,e.g. via SCEF and NEF APIs and with the EAS acting as a trusted AF in 5GC.
For different deployment models, the reused 3GPP reference points maybe different. If CAPIF is used, the security aspects of reference points  are specified is TS 33.122 [x] 
6.X.3
Solution Evaluation

**** END OF CHANGES ****

