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T1P1.5 has continued the work on MS based E-OTD and Network Assisted GPS positioning methods. Revised signaling flows for these methods can be found in T1P1.5/99-427r1, which is attached with this liaison. The basic principles are same as indicated in an earlier liaison to SMG10 (T1P1.5/99-385r1) and in the document Tdoc AP99-020 (T1P1 contribution number T1P1.5/99-159r0). The latter was presented in SMG10 meeting in Stockholm by Nokia. 

This revised version proposes to use the standard 56-bit DES as the cryptosystem for broadcast messages, as suggested by SMG10. The revised version also proposes storing the decryption key and decrypting the broadcast information in the ME. T1P1.5 LCS SWG is going to generate the necessary phase 2 CRs based on this document for approval by SMG #30.

Currently, the broadcast messages specified in T1P1.5/99-193r2 and T1P1.5/99-402 are of variable length. Does the DES algorithm supports variable length messages ciphering?

Currently in LCS Phase 2, three types of Location Measurement Units (LMU) are evaluated. Type A and type B LMUs communicating over the air interface, while type C LMUs are integrated in or wire connected to the BTS. The type B LMU is a simplified LMU (e.g. possibly no authentication and ciphering) and reduced NSS support with a BSS based SMLC. 

T1P1.5 asks SMG10 to comment on the issue whether authentication and ciphering should be mandatory, optional or not supported by a Type B LMU. So far, the view has been that ciphering of RTD and TOA measurements serves a limited purpose (e.g. illicit positioning of a target MS by intercepting TOA measurements requires reception from at least 3 LMUs unless reception of both AOA and TOA measurements is possible from a single LMU, or malicious interference to network positioning by an intruder). Even in this case the subscriber's identity (MS-ISDN, IMSI or TMSI) is not revealed, only the used channel and time slot are known. If authentication and/or ciphering needs to be supported by a type B LMU(mandatory or optional), please advice the possible techniques to that may be employed.

T1P1.5 is kindly asking SMG10 to provide comments and suggestions at your next meeting related to the issues mentioned above.

Attached are following documents:

T1P1.5/99-427r1 Combined Architecture for LCS Phase 2

T1P1.5/99-193r2 Point-to-Multipoint Messages for E-OTD MS

T1P1.5/99-402 Point-to-Multipoint Messages for GPS MS

