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Liaison Statement








From: SMG9





To: SMG10, SMG





Subject: Possible security issues with handsets supporting a user input storage mechanism.





It has come to SMG9's attention that there are MEs that store recently entered information in the ME to be offered to the user when new user input is required.





SMG9 are concerned that this will prevent sensitive information entered from within Execution environments such as SAT from remaining secret.  SMG9 therefore ask SMG10 to consider the implications of this feature, particularly with reference to application environments and suggest the level of support allowable for this feature.





SMG9 ask SMG to recommend that no such feature is enabled during execution environments until SMG10's recommendations are available.


