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The above contributors propose to add a definition of the Provisional Connectivity ID to the Definitions.
** start of changes**

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [x] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [x].

Definition format

<defined term>: <definition>.

Example: text used to clarify abstract rules by applying them literally.

Trusted Environment. The Trusted environment (TRE) with the M2ME provides some hardware and software protection and separation for the provisioning, storage, execution and management of MIDs. A TRE can be validated at any time by an external agency that is authorised to do so.

Manageable Identity: a provisioned and managed module that is capable of representing a certain identity claim. A Manageable Identity (MID) used in the context of M2M equipment may consist of a security policy, a set of credentials and files, a package of executable code that makes use of these credentials and files. 
MID Credentials: e.g. user identifiers, permanent cryptographic keys and algorithm customisation parameters. 

MID Engine: The executable part of a MID. 
Provisional Connectivity ID (PCID): A temporary private identity that identifies each M2ME. The PCID, where required, needs to be installed in the M2ME by the supplier in order to allow the M2ME to register in a 3GPP network without being associated yet with any specific future selected home operator. The PCID follows the same format as the IMSI.
** end of changes**

