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Abstract of the contribution:

This contribution analyzes the preventing UTRAN/GERAN->eUTRAN inter-RAT HO for UE with SIM access.

1 Introduction

It has been decided by SA3 that it shall not be allowed to grant SIM access to E-UTRAN system. The initial access to eUTRAN by a SIM can be prohibited by mandating USIM-based AKA mechanism. However, such mechanism does not exclude the possibility that a SIM user moves from GERAN/UTRAN to eUTRAN. Running AKA after GERAN/UTRAN ->eUTRAN HO is not the best solution since it may cause interruption to the ongoing service. This contribution aims to find a better solution.   
2 Discussion
In SA3#50, the same issue has been discussed in the contribution S3-080053[1]. As described in S3-080053: 
“If a UE authenticates in GERAN or UTRAN, it is allowed to use a SIM. The result of this authentication is that the UE will have a GSM security context (as opposed to a UMTS security context, which would be the result if it was using a USIM).

When a UE with GSM security context changes RAT from GERAN/UTRAN to E-UTRAN, the net effect is that a SIM was used to access E-UTRAN, which is explicitly disallowed by SA3. ”
To solve the above problem, SA3 has accepted the suggestion that AKA should run both at IDLE mode IRAT mobility and after IRAT handover as soon as possible. Such mechanism can work well to prevent a SIM from using EPS service.

However, the interruption to the ongoing service is inevitable since the HO to eUTRAN is rejected after UE has already released the connection with the original network. If no proper mechanism is used, such interruption will happen for all SIM users moving to the place overlapped by GERAN/UTRAN and eUTRAN. Such interruption is obviously unacceptable to Users.
For example, when a user moves to an area covered by both GERAN/UTRAN and eUTRAN coverage, source network (BSS or RNC) may select eUTRAN cell as preferential target cell either because of the better signal quality or the requirement of the ongoing service. Generally, RNC/BSS does not know the SIM type of the UE, so RNC/BSS may hand over a SIM user to eUTRAN. But according to SA3 decision, the connection will be terminated by AKA mechanism after completion of inter-RAT handover.
So to avoid such interruption, it will be preferred if the HO to eUTRAN can be prevented before the SIM users release connection with source network. That is, if a SIM user moves to the edge of the source cell, the eUTRAN cell is not selected as a target cell candidate. Instead of that, the GERAN/UTRAN cell has the highest priority for the SIM user even if the signal quality is not so good. 
3 Solutions 

According to analysis in section 2, there is a requirement to prevent the Handover to eUTRAN for a SIM user. As handover decision is made by source RNC/BSC, it is natural to let source RNC/BSC prohibit SIM user handing over to eUTRAN cell. To achieve that, RNC/BSC needs to know the User’s SIM type (USIM or SIM) (That is, whether HO to eUTRAN is allowed for this user) before making handover decision.
There are 3 possible approaches as follows:
1) Users SIM type comes from UE during RRC connection procedure. If UEs can report its SIM type in RRC message i.e., RRC connect request/complete, RNC can store this information for an active UE and thus to know wether HO to eUTRAN is allowed for a specific User. 

However, this solution has the shortcoming that its RRC message has to be extended to carry such information. And whether this feature is implemented is too dependent on the terminal manufacture. What’s more, the information which comes from UE is not as trustable as that comes from Core network.
2) Users SIM type comes from core network (SGSN) i.e., carried in RANAP Security Mode Command message. SGSN indicates in information to RNC, and RNC can store this information along with other UE context. When mobility happens, RNC can decide whether to select an eUTRAN cell as a target cell. 

In this solution, RANAP Security Mode Command message needs to be extended to carry User SIM type/subscription type. It also requires that SGSN should be able to know User SIM type. 

The simplest way that SGSN can know the user SIM type is from the Authentication Vector type acquired from HSS/HLR during AKA procedure. If a triplets AV is returned, it means that the User is a SIM User. Otherwise, it is a USIM user.
It can be assumed that pre-rel98 SGSN can not know user type. However, no backward compatibility problem is caused and the worest consequence is that RNC can not know user type from pre-rel98 SGSN and the handover optimization is not applied for that case.
3) “Handover service” IE carried in RAB assignment request or relocation request is reused to indicate whether HO to eUTRAN is allowed for this user. In current 25.413 Specification, this IE is used to indicate whether HO to GSM is allowed or not as the following:

” 
9.1.3
RAB ASSIGNMENT REQUEST

This message is sent by the CN to request the establishment, modification or release of one or more RABs for the same UE.

Direction: CN ( RNC.

Signalling bearer mode: Connection oriented.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	RABs To Be Setup Or Modified List
	O
	
	
	
	YES
	ignore

	>RABs To Be Setup Or Modified Item IEs
	
	1 to <maxnoofRABs>
	
	
	
	

	>>First Setup Or Modify Item
	M
	
	
	Grouping reason: same criticality
	EACH
	reject

	>>>RAB ID
	M
	
	9.2.1.2
	The same RAB ID must only be present in one group.
	-
	

	>>>NAS Synchronisation Indicator
	O
	
	9.2.3.18
	
	-
	

	>>>RAB Parameters
	O
	
	9.2.1.3
	Includes all necessary parameters for RABs (both for MSC and SGSN) including QoS.


	-
	

	>>>User Plane Information
	O
	
	
	
	-
	

	>>>>User Plane Mode
	M
	
	9.2.1.18
	
	-
	

	>>>>UP Mode Versions
	M
	
	9.2.1.19
	
	-
	

	>>>Transport Layer Information
	O
	
	
	
	-
	

	>>>>Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>>>>Iu Transport Association
	M
	
	9.2.2.2
	
	-
	

	>>>Service Handover
	O
	
	9.2.1.41
	
	-
	

	>>Second Setup Or Modify Item
	M
	
	
	Grouping reason: same criticality
	EACH
	ignore

	>>> PDP Type Information
	O
	
	9.2.1.40
	
	-
	

	>>>Data Volume Reporting
Indication
	O
	
	9.2.1.17
	
	-
	

	>>>DL GTP-PDU Sequence Number
	O
	
	9.2.2.3
	
	-
	

	>>>UL GTP-PDU Sequence Number
	O
	
	9.2.2.4
	
	-
	

	>>>DL N-PDU Sequence Number
	O
	
	9.2.1.33
	
	-
	

	>>>UL N-PDU Sequence Number
	O
	
	9.2.1.34
	
	-
	

	>>>Alternative RAB Parameter Values
	O
	
	9.2.1.43
	
	YES
	ignore

	>>>GERAN BSC Container
	O
	
	9.2.1.58
	
	YES
	ignore

	RABs To Be Released List
	O
	
	
	
	YES
	ignore

	>RABs To Be Released Item IEs
	
	1 to <maxnoofRABs>
	
	
	EACH
	ignore

	>>RAB ID
	M
	
	9.2.1.2
	The same RAB ID must only be present in one group.
	-
	

	>>Cause
	M
	
	9.2.1.4
	
	-
	


	Range bound
	Explanation

	maxnoofRABs
	Maximum no. of RABs for one UE. Value is 256.

	
	


9.2.1.41
Service Handover

This IE tells if intersystem handover to GSM should, should not, or shall not be performed for a given RAB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Service Handover
	M
	
	ENUMERATED (Handover to GSM should be performed, Handover to GSM should not be performed, Handover to GSM shall not be performed, …)
	


“
So it seems natural that this IE can be reused to indicate whether HO to eUTRAN is allowed or not.
Since solution 3 has the least impact to current specification and can have well efficiency, it is proposed solution 3 is selected as a final solution. 
4 Proposal 

It is proposed SA3 agree the solution 3 described in section 3 as the solution for preventing SIM Users being Handover to eURAN and agree the related CR. 
5 Reference 
 [1] S3-080053 “Mandating AKA at inter-RAT mobility” Ericsson








































































































































































































































































































































































































































































































































































