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1. Introduction 

In clause 4.1.1 “IMS media plane security overview ( Introduction ( General” of TS 33.328 v0.1.1, a misleading sentence may leave a wrong impression with the reader about the use of the various key management mechanisms. We propose a more neutral formulation. 
2. Proposal 

We propose the following changes to TS 33.328 v0.1.1 (all marked using MS-Word revision marks in the following):


**********************START OF CHANGE***************************

4.1.1
General

IMS media plane security is composed of two more or less independent key management solutions. The first solution, SDES, is for protecting media over IMS access networks and for end-to-end media protection. The solution relies on the security of the SIP infrastructure and in particular on SIP signalling security. 

The second solution is for e2e protection and aims for high security independent of the signalling and transport network. It is based on use of a Key Management Service (KMS) and a "ticket" concept. The security offered is anchored in the KMS and the functionality used for user authentication key generation towards the KMS. 

Irrespectively of key management solution used, SRTP [9] is used as the security protocol to protect RTP based traffic. Specifically, the key(s) provided by this specification are used as the so-called SRTP master key.
**********************END OF CHANGE***************************










