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=====================Start 1st Change=====================
9.1.2
Idle mode procedures in E-UTRAN

This subclause covers both the cases of idle mode mobility from UTRAN to E-UTRAN and of Idle Mode Signaling Reduction, as defined in TS 23.401 [2]. 
The TAU Request and ATTACH Request message shall include the UE security capabilities. The MME shall store these UE security capabilities for future use. The MME shall not make use of any UE security capabilities received from the SGSN.
NOTE 1: TS 23.401 states conditions under which a valid GUTI or a GUTI that is mapped from a valid P-TMSI is inserted in the Information Element “old GUTI” in the Tracking Area Update Request.The value in the “old” GUTI IE informs the MME, which SGSN/MME to fetch the UE context from. 
Case 1: P-TMSI not included in “old GUTI” IE in TAU Request

This case is identical to that described in clause 7.2.7.
Case 2: Mapped P-TMSI included in “old GUTI” IE in TAU Request
The UE shall include in the TAU Request:

-
the KSI with corresponding P-TMSI and old RAI to point to the right source SGSN and key set there. This allows the UE and MME to generate the mapped security context, as described below, if current EPS security context is not available in the UE and network. The KSI shall correspond to the set of keys most recently generated (either by a successful AKA run or mapping from an EPS security context).

-
a P-TMSI signature, if the UE was previously connected to UTRAN where the SGSN assigned a P-TMSI signature to the UE. 
-
a 32bit NONCEUE (see clause A.11 for requirements on the randomness of NONCEUE).

If the UE has a current security context, then it shall include the corresponding GUTI and eKSI value in the TAU Request. The TAU Request shall be integrity-protected, but not confidentiality-protected. The UE shall use the current security context algorithms to protect the TAU Request message. 
If P-TMSI is included in “old GUTI” IE in TAU Request, i.e., TIN value is “P-TMSI”, TAU Request message is integrity-protected with the mapped EPS security context. Otherwise, if P-TMSI not included in “old GUTI” ,i.e.,TIN value is “GUTI” or  “RAT-related TMSI”, TAU Request message is integrity-protected with the native EPS security context.
NOTE 2:
The current EPS security context may be of type "mapped", and hence the value of the eKSI be of type "KSISGSN". This value of KSISGSN may be different from the KSI pointing to the set of keys most recently generated in UTRAN as an AKA run may have happened in UTRAN after the current mapped EPS security context indicated by the eKSI with the value KSISGSN was generated

NOTE 3: The UE has a current native EPS security context in the following scenario: a UE established a current native EPS security context during a previous visit to EPS, then moves to UTRAN/GERAN from E-UTRAN and storing the current native EPS security context. When the UE moves back to E-UTRAN there is a current native EPS security context.
If a current EPS security context is not available in the UE, the UE shall send the TAU request unprotected. 

If the MME received a P-TMSI signature from the UE, the MME shall include that P-TMSI signature in the Context Request message sent to the SGSN. The SGSN shall transfer CK || IK to MME in the Context Response/SGSN Context Response message. In case the MM context in the Context Response/SGSN Context Response indicates GSM security mode, the MME shall abort the procedure.
In case the TAU Request was protected and the MME has the indicated security context it shall verify the TAU Request message. If it is successful, the UE and the MME share a current native security context. In case the TAU Request had the active flag set or there is pending downlink UP data, KeNB is calculated as described in clause 7.2.7.. 

If the MME wants to change the algorithms, the MME shall use a NAS security mode procedure (see clause 7.2.4.4).

If the USIM supports EMM parameters storage then the new native EPS NAS security context shall be stored on the USIM.
If the MME does not have the nativecontext indicated by the UE in the TAU request, or the TAU request was received unprotected, the MME shall create a new mapped security context (that shall become the current security context). In this case, the MME shall generate a 32bit NONCEMME (see clause A.10 for requirements on the randomness of NONCEMME). and use the received NONCEUE with the NONCEMME to generate a fresh mapped K'ASME from CK and IK, where CK, IK were identified by the KSI and P-TMSI in the TAU Request. See Annex A.11 for more information on how to derive the fresh K'ASME. The MME initiates a NAS Security mode command procedure with the UE as described in clause 7.2.4.4 including the KSISGSN, NONCEUE, and NONCEMME in the NAS Security mode command. The uplink and downlink NAS COUNT for mapped security context shall be set to start value (i.e., 0) when new mapped security context is created in UE and MME.
If the TAU Request had the active flag set or there is pending downlink UP data, the uplink NAS Count which is set to zero shall be used to derive the KeNB in MME and UE as specified in Annex A. MME shall deliver the KeNB to the target eNB on the S1 interface. 
The TAU Accept shall be protected using the current security context.

=====================End 1st Change=====================
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