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1 Introduction 

The companies co-signing this contribution submitted a CR to 33.203 addressing the co-existence of authentication schemes in Tdoc S3a071026. A rationale for the changes with respect to TR 33.803 was given in S3a071025.

Huawei submitted contributions S3a070940/941, which were updated in S3a071008/1009. 
In addition, Huawei submitted S3a071010 commenting on S3a070930/931.
 

2 Analysis
1. Error in Huawei’s updated CR: S3a071009 still contains an error (in P.4 c) ) and a few questionable statements. This is pointed out in attachment att1 to this contribution (in the same zip file).


2. Huawei’s comments on S3a070931 made in S3a071010 are not justified; cf. attachment att2 to this contribution (in the same zip file).


3. Comparison with TR 33.803: Our CR in S3a071026 is as close as possible to TR 33.803, which was agreed by 3GPP SA3 during Rel-7 after extensive discussions, while Huawei’s CR deviates from its formulations significantly. This makes checking for correctness harder. Wherever we deviate from TR 33.803 we give a rationale for the deviation in the commented CR S3a071025. 


4. Terminology: A property of P-CSCFs is called "TISPAN-enabled" in our CR while the same property is called "PANI-aware" by Huawei. We do not feel very strongly about this naming issue.


5. Property "TISPAN-enabled"/”PANI-aware” to be optional or mandatory: Our proposal implies that the property "TISPAN-enabled"/”PANI-aware” to be optional for implementation as, in the context of IMS authentication, the PANI header is only needed for NASS bundled authentication (NBA), and not all operators are interested in NBA. Huawei seems to propose this property to be mandatory for implementation for all P-CSCFs in 3GPP Rel-8, cf. also next bullet. We would like to point out that the decision on this issue does not affect the rest of the CR. Therefore, it would be possible to approve our CR in S3a071026 now, and change the decision on this issue later if so desired by SA3. 


6. Further arguments in favour of trusted PANI header: Huawei argues in S3a070942 that a trusted PANI header is also needed for non-security purposes, such as charging, pointing to an SA2 decision. It is not clear now, however, that the SA2 decision mandates P-CSCFs to be “TISPAN-enabled” ”PANI-aware” in the sense discussed here. As this is about PANI header use for non-security purposes, this issue should be progressed by SA2 and CT1. If required SA3 can update TS 33.203 later based on the outcome of the discussions in SA2 and CT1.


7. Fine grained distinction among authentication schemes in step 3 of P.4 needed? Our approach is based on the assumption stated in NOTE_p9 of the CR in S3a071026 "that a user always uses either NBA or SIP Digest, but not sometimes NBA and sometimes SIP Digest". 
With this assumption, it is fine that the S-CSCF lets the HSS decide whether to use Digest or NBA. Huawei wants the S-CSCF to give more specific information to the HSS whenever the S-CSCF has enough information to make a decision between Digest and NBA, which is sometimes, but not always the case. This further complexity in the S-CSCF for step 3 of clause P.4.2 would be technically possible, but we see no use case for it. Such a finer distinction would only make sense when a user used NBA over TISPAN NASS and Digest over cable access with the same IMPI. But why should a user not always use Digest then? Digest is more flexible as it is bound to the user, not the DSL line, and has no problems with NATs. 
We would like to point out also here that the rest of our CR in S3a071026 is independent of this question, so our CR could be approved while Huawei’s approach to let the S-CSCF perform a finer distinction in step 3 of clause P.4.2 could still be introduced at SA3#50 without affecting the rest of the CR provided a valid use case for this distinction is presented at SA3#50. 
3 Conclusion
For reasons mentioned in 1, 2, and 3 above, our CR in S3a071026 should be approved by SA3. 
The issues mentioned in 5, 6, and 7 are independent of the rest of the CR. Currently, there seems not enough justification for the stricter requirements proposed by Huawei, but if such justification is presented to and accepted by SA3#50 text could be added to satisfy these stricter requirements without affecting the rest of the CR. 
 























































