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Discussion

The large number of the MTC devices may cause the congestion at eNB, MME and SGW/PGW in EPS. The congestion may degrade the service quality to the normal UE and hence the congestion from the MTC devices has been pointed out to be an urgent issue that network operators are currently facing. In order to prevent the impact on the normal UE, the network operators shall restrict the MTC devices’ network access and allow the normal UEs’ network access when the network load becomes larger than the predefined threshold for the MTC devices.
The network load includes the control load on SGSN/MME/HSS or the data load on GWs as captured in the uses cases in TS 22.368 Annex A. 
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Figure 1: Signalling network congestion.

One solution to solve the overload status is to perform access control at SGSN/MME by accepting/rejecting an attach /service/tracking(routing) area update/ActivatePDPContext request. For this approach, SGSN/MME rejects the MTC device’s request after the MTC devices establishes RRC connections and transfers the first NAS message. This means that the MTC device consumes the network resource for being rejected. The network resource consumption for being rejected can be avoided by extending RAN mechanism- Access Class Barring (AC-barring) or Service Specific Access Control (SSAC), and S1AP signalling – Overhead start and stop messages from MME. 
In the current LTE specification, AC-barring & SSAC works as seen in figure 1-(a). The RAN broadcasts the barring factor and the barring time with the identifier for the UE class or service. The UE trying to access the network checks whether it or its service is under the category. If the UE is under the category, the UE generates the random value and compares the generated random value with the received barring factor. If the random value is larger than the broadcasted barring factor, the UE tries to access network. Otherwise, the UE is barred for the computed barring time based on the received barring time, i.e. (0.7 + 0.6* random number) * broadcasted barring time. In case of UMTS specification, the barring factor is 1 or 0, and hence all UEs under the barred UE class or the barred service category are barred. 
Also, in the current LTE specification, MME load balancing mechanism works as seen in figure 1-(b). When a MME is experiencing the congestion, the MME sends the overload start message to eNB in order to prevent the additional load on the MME. On receiving overload start message from the MME, the eNB rejects any request from the UE to the MME, i.e. RRC message including NAS message and the overloaded MME id for the overloaded MME in S-TMSI. Also, in MME selection, the eNB excludes the overloaded MME. 
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Figure 1 Operations for AC barring and Overload signalling
We extend the existing solutions (AC-barring or SSAC, and MME overload control mechanism) in order to discriminate the service for the normal UE and for the MTC device. 
For the RAN’s load, we define the lower threshold of RAN’s load to start the MTC device barring than the threshold to start the normal UE barring. In addition, the RAN includes the MTC device indication in barring information to indicate that the barring is only for MTC devices. 
The solution for RAN’s load can also be used for the SGSN/MME’s load as seen in figure 2. For the SGSN/MME’s load, we define the threshold of SGSN/MME’s load to start the MTC device barring. When the SGSN/MME’s load is larger than the defined threshold, the MME sends the specific OVERLOAD start message for MTC devices, i.e. OVERLAOD start message including MTC device indication, barring factor and barring time. On receiving the OVERLOAD start message for MTC devices, the RAN starts the MTC device barring. The barring factor and the barring time in the broadcasted barring info are decided base on the received information from the SGSNs/MMEs. Precisely, when there is only one SGSN/MME connected to the RAN for MTC devices, the RAN just copies the received information. When there are several SGSNs/MMEs connected to the RAN for MTC devices, the RAN selects the info from the SGSN/MME that has the shortest barring time. It is because when one of the SGSNs/MMEs is not overloaded, the RAN can select the un-overloaded SGSN/MME for the MTC devices. If one of the SGSNs/MMEs sends the OVERLOAD stop message, the eNB stops broadcasting the MTC device barring information. 
Note 1: In case of UMTS, the barring factor is 0 or 1, hence it will always be 1. 
Note 2 : When not all but some SGSNs/MMEs are overloaded to serve the MTC devices, the RAN does not broadcast the MTC barring information. For this case, the RAN rejects only the request (i.e. including the MME id as a part of S-TMSI in the RRC message) to the overloaded SGSN/MME by releasing RRC connection. When the RRC connection is released, the RAN can give the barring time to prevent the additional trial of the UE based on the received barring time from the SGSN/MME. 

Note 3 : If there is a way for MME to obtain the current load status of GW’s and the threshold of GW’s to start the MTC device barring, the above solution for MME’s load (AC-barring or SSAC + S1AP: Overload Start/stop messages) might be used for GWs’ load as well. But, For GWs’ load, the DNS-based solution is currently used and the DNS-based solution might not guarantee the obtained information is sufficiently up to date. Hence, whether to apply the above solution of MME’s load for GWs’ load is FFS. 
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Figure 2 : AC-barring and SSAC to MTC devices for controlling load of RAN and SGSN/MME
Proposal
It is proposed to capture the solution using Access Control by RAN to the clause 6 of the TR23.888.
Start of Change

6.X
Solution – Access Control by RAN 

6.X.1
Problem Solved / Gains Provided

See clause 5.12, “Key Issue – Signalling Congestion Control.”
6.X.2
General

For controlling load, the RAN can use Access Class Barring (AC-barring) or Service Specific Access Control (SSAC), or reject the RRC connection request in order to control congestion. This RAN function also can be used for conrolling the load of the SGSN/MME by being triggered by the overloaded SGSN/MME. 
MTC device Access Control for RAN’s load 
The solution to solve the overload status is to perform access control at SGSN/MME by accepting/rejecting an attach /service/tracking(routing) area update/ActivatePDPContext request. For this approach, the SGSN/MME rejects the MTC device’s request after the MTC devices establishes RRC connections and transfers the first NAS message. This means though that the MTC device consumes the network resource for being rejected. 
The network resource consumption for being rejected and can be avoided by extending RAN mechanism- Access Class Barring (AC-barring) or Service Specific Access Control (SSAC), and S1AP signalling – Overhead start and stop messages from MME. 

In the current E-UTRAN specification, AC-barring & SSAC works as seen in figure X1-(a). The RAN broadcasts the barring factor and the barring time with the identifier for the UE class or service. The UE trying to access the network checks whether it or its service is under the category. If the UE is under the category, the UE generates the random value and compares the generated random value with the received barring factor. If the random value is larger than the broadcasted barring factor, the UE tries to access network. Otherwise, the UE is barred for the computed barring time based on the received barring time, i.e. (0.7 + 0.6* random number) * broadcasted barring time. In case of UMTS specification, the barring factor is 1 or 0, and hence all UEs under the barred UE class or the barred service category are barred. 
Also, in the current E-UTRAN specification, the MME load balancing mechanism works as seen in figure X1-(b). When a MME is experiencing the congestion, the MME sends the overload start message to eNB in order to prevent the additional load on the MME. On receiving overload start message from the MME, the eNB rejects any request from the UE to the MME, i.e. RRC message including NAS message and the overloaded MME id for the overloaded MME in S-TMSI. Also, in MME selection, the eNB excludes the overloaded MME.  
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Figure X1 Operations for AC barring and Overload signalling

In this solution it is proposed to extend the existing solutions ( AC-barring or SSAC, and MME overload control mechanism) in order to discriminate the service for the normal UE and for the MTC device. 

Usually the threshold of RAN’s load to start the MTC device barring is expected to be lower than the threshold to start the normal UE barring. In addition, the RAN includes the MTC device indication in barring information to indicate that the barring is only for MTC devices. 
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Figure X2 : AC-barring and SSAC to MTC devices for controlling load of RAN and SGSN/MME

The solution using the MTC device barring can also be used to avoid SGSN/MME’s load as seen in figure X2. For the SGSN/MME’s load, we define the threshold of SGSN/MME’s overload to start the MTC device barring. When the SGSN/MME’s load is larger than the defined threshold, the MME sends the specific OVERLOAD start message to the RAN (NodeB/eNodeB/RNC/BSC) specifically for MTC devices, i.e. OVERLAOD start message including MTC devices indication, barring factor and barring time. On receiving the OVERLOAD start message for MTC devices, the relevant RAN node (e.g. NodeB/eNodeB/RNC/BSC) starts the MTC device barring. The barring factor and the barring time in the broadcasted barring info are decided based on the received information from the SGSNs/MMEs. When there is only one SGSN/MME connected to each RAN node (e.g. NodeB/eNodeB/RNC/BSC) for MTC devices, the RAN just copies the received information. When there are several SGSNs/MMEs connected to the same RAN node (e.g. NodeB/eNodeB/RNC/BSC) for MTC devices, the RAN node selects the info from the SGSN/MME that has the shortest barring time. It is because when one of the SGSNs/MMEs is not overloaded, the RAN node can select the non-overloaded SGSN/MME for the MTC devices. If one of the SGSNs/MMEs sends the OVERLOAD stop message, the eNB stops broadcasting the MTC device barring information. 
Note 1: In case of UMTS, the barring factor is 0 or 1, and hence for the solution it will always be 1. 

Note 2 : When not all but some SGSNs/MMEs are overloaded to serve the MTC devices, the RAN node does not broadcast the MTC barring information. For this case, the RAN rejects only the request (i.e. including the MME id as a part of S-TMSI in the RRC message) to the overloaded SGSN/MME by releasing RRC connection. When the RRC connection is released, the RAN can give the barring time to prevent the additional trial of the UE based on the received barring time from the SGSN/MME. 

Note 3 : If there is a way for MME to obtain the current load status of GW’s and the threshold of GW’s to start the MTC device barring, the above solution for MME’s load (AC-barring or SSAC + S1AP: Overload Start/stop messages) might be used for GWs’ load as well. But, For GWs’ load, the DNS-based solution is currently used and the DNS-based solution might not guarantee the obtained information is sufficiently up to date. Hence, whether to apply the above solution of MME’s load for GWs’ load is FFS. 
6.X.3
Impacts on existing nodes or functionality
6.X.4
Evaluation

End of Change
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