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1 Introduction

This contribution discusses about the UE-Initiated Tunnel Reference architecture and proposed to revisit the non-roaming and roaming reference models in order to update them with the UE-Initiated reference point namely Wu_p, it also describes the Wu_p reference point functionality.

2 Discussion

During the last meeting there has been discussions about the tunnel endpoints in the UE-Initiated protocol.

Reasons for the need of end-to-end UE-Initiated Protocol with endpoint in PDGW 

· Follows the VPN logic of all UE-Initiated Protocols.   All UE-Initiated tunnel are established between the UE and the network entity that is going to act as gateway to the services requested by the UE, therefore the tunnel end-points are the UE and the HPDGW 

· Proposes a smooth and simple migration from scenario 2 to scenario 3, by defining a End-to-End VPN solution over scenario 2. 

· UE/user should not be aware of the existence of a network entity in the VPLMN that is not providing any service (e.g. BGW) and that is there just due to “local agreement” to enforce traffic between WLAN AN and the local PLMN.

· End-to-End UE-Initiated tunnel between UE and PDGW makes easier the mobility that will be needed in higher scenarios.  There is no need to disconnect/reconnect two set of tunnels every time. The architecture that we define for Rel6 and scenario 3, should have in mind future scenarios, in order to perform a smooth migration to when mobility is required.

· UE-Initiated tunnel allows full 3GPP operator control. If such tunnels are used for accessing an operator service (behind the Wi reference point of PDGW), then the PDGW is obviously exclusively an operator service, as a third party cannot set up Wi connections to an operator's network. Moreover, the 3GPP operator e.g. VPLMN can make the PDGW only reachable over its network, e.g. by BGW means.  UE-Initiated tunneling allows VPLMN and HPLMN to perform per-user charging and to apply policy control rules.
On the other hand, the UE-Initiated tunnel protocol should provide means to signal user authentication and authorisation information (e.g. W-APN) during the tunnel set-up, in order to perform the tunnel authorisation.

3 Conclusion

We propose to include in TS 23.234 v.1.8.0 the following changes:

*** Start of changes to Section 6.1.1  and 6.1.2 ***

6.1.1 Non Roaming WLAN Inter-working Reference Model

The 3GPP-WLAN Interworking reference model in the non-roaming case is shown in Figure 6.1
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figure 6.1 Non Roaming Reference Model.

6.1.2 
Roaming WLAN Inter-working Reference Model

 Figure 6.2 shows the 3GPP-WLAN interworking reference model in the roaming case.
The home network is responsible for access control. Charging records can be generated in the visited and/or the home 3GPP networks.  The Wx and Wo interfaces are intra-operator. The 3GPP network interfaces to other 3GPP networks, WLANs, and intermediate networks via the Wr and Wb interfaces.

The 3GPP proxy AAA relays access control signalling and accounting information to the home 3GPP AAA server.     

It can also issue charging records to  the visited network CGw/CCF when required.
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Figure 6.2   Roaming Reference Model. 

*** End of change *** 

*** Start of change (new section 6.3.10) ***

6.3.10 Wu_p
The Wu_p reference point is located between the UE and the Packet Data Gateway. It represents the UE-initiated tunnel between the UE and the Packet Data Gateway. Transport for the Wu_p reference point protocol is provided by the Wn reference point, which ensures that the data is routed via the WLAN Access Gateway where routing policy enforcement may be applied.
The functionality of the Wu reference point is to enable:

· UE-initiated tunnel establishment 
· User data packet transmission within the UE-initiated tunnel
· Tear done of the UE initiated tunnel
*** End of change  ***
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