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1 Introduction and Proposal

Following from service selection principles mentioned in the TS and working assumptions adopted from the Seoul SA2 #31 meeting.  It is appropriate to show a sequence flow of a service authorisation procedure preceding a UE-initiated tunnel set up for a non-roaming case.  

Section 2 shows a sequence flow and necessary information that needs to be passed to achieve an effective service authorisation procedure.  Such information flow includes APN, UE’s home IP address and security information.

It is proposed that Section 2 be adopted into the TS (in Section 7) and used as a working assumption for future improvements of the same topic.

2 Authorisation procedure (non-roaming case)
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1. UE has successfully completed WLAN access authentication and has been assigned a local IP address by the WLAN.

2. The user decides to use a particular service and initiates this request to the 3GPP AAA server, where service selection is identified by an APN and Protocol Configuration Options.

3. The APN is checked against the user’s subscription.  If successful, the 3GPP AAA Server selects a PDGW to provide the user with the requested service.

4. The 3GPP AAA Server authorises the selected PDGW and forwards the requested APN along with necessary security information for a secure UE connection to this PDGW.

5. The PDGW receives the APN and passes the home IP address of the UE to access this particular service.  It also replies to the 3GPP AAA Server with tunnel attributes.

6. The 3GPP AAA Server receives the above response of the PDGW and proceeds to complete the service authorisation procedure.  This message will carry the UE’s home IP address, tunnelling attributes and nsecurity information needed for the UE to set up a connection with the selected PDGW with an UE-initiated tunnel.

7. The UE then proceeds to set up a tunnel with the PDGW using information derived from the service authorisation procedure.
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