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Introduction

Much of the attentions of recent technical discussions have focused on the UE and the WLAN aspects of the network.  This contribution shifts the focus to the GGSN, Packet Data Gateway (PDG), and other Internet facing network elements.  Different configurations proposed, and discussed, especially in regard to how they will migrate to Scenario 4.

Background
The WLAN system, in order to be useful, will have to be able to deliver packets to the Internet.  In Scenario 2, this can be done either directly from the WLAN, or the Border Gateway (in a static tunnel situation).    In Scenario 3, it could also be the Packet Data Gateway either in the Home or Visited network.   This situation is shown in Figure 1:











Figure 1: Current data paths to the Internet in Scenarios 2 and 3

If the intent were to simply get the packets to the Internet, these solutions would probably be sufficient.  There is a desire, however, to allow interoperation between the GPRS and WLAN system in Scenario 4.  “Interoperation” can be defined as follows:

1. Packets sent to GPRS can also be received by WLAN system without the source of those packets being aware of any changes.

2. The WLAN is able to send packets anywhere the GPRS system is able to send packets.  For example, if GPRS is able to send packets to a corporate LAN, then the WLAN connection should be able to do the same.

Another requirement occurs when we move to Scenario 5:

3. The GPRS and WLAN system are able to exchange packets quickly in order to allow service to be continued between the system. 

 Quickly in the case of VoIP would be 100 milliseconds.  Video would probably require a maximum handoff of 5 milliseconds (corresponding to the vertical blanking interval).

Ideally, the best solution would be able to achieve all of these goals easily.

One point of interest: the main issue may be only the Internet-to-the-subscriber case, and not the reverse.  This is because the destination within the Internet is generally only interested in the original source of the packet, and not the “last hop” source.  This means that packets originating from a WLAN Packet Data Gateway, and then suddenly from a GGSN should cause no problems with a service.  This may not be the case in situations where some sort of IP security is used, or where QoS setups have occurred.

Several possible solutions exist.  These include:

1. Use of Mobile IP Version 6

2. Use of Mobile IP Version 4

3. Packet Data Gateway/GGSN Interface

4. Re-use of the GGSN

Each of these possibilities is examined in the next section.

Discussion

Mobile IPv6:

In this scenario, the source of the packet is enabled with Mobile IPv6, or a Mobile IPv4 Home Agent (and forwarding system) is used.   The UE is aware of the switches between GPRS and WLAN, and notifies the Internet source to starting sending the packets to correct interface (e.g. the GGSN or the PDG).  This is shown in Figure 2:






Figure 2: Mobile IPv6 Handoff between GPRS and WLAN

Switching from the GPRS system to the WLAN system would occur as follows:

1. The UE decides it is going to switch between the GPRS system and the WLAN system.

2. The UE sends an update to the Ipv6 source giving it a new address to send the packets “care of”.

3. The Source starts sending the new packets to the Data Packet Gateway.

This solution is attractive since it would allow any address to be used for the new “care of” (later scenarios will have restrictions on the address of the Data Packet Gateway).  But it also suffers from some serious disadvantages, including:

1. Assumes IPv6 for the application in the Internet, which is not a given.

2. The “Mobile IP” processing  which is standards based in the interactions between the UE and the Source rapidly becomes “non-standard” in the other network elements.  This is due to the fact that the IP address the mobile is known under in the GPRS system is NOT the address it will hold in the WLAN.  Hence, some network element will have to modify the IP packet in a non-standard way to allow it to be delivered.

Example:  Assume the UE is known by the IP address of 1.2.3.4 in the GPRS network.  When it moves into the WLAN, it is assigned the address 10.10.10.10.    Assume also that the Packet Data Gateway in the diagram above has an address of 20.20.20.20, and the UE sends an update to send packets “care of” 20.20.20.20.  In this case, the Source would generate packets with a “Care Of” field of 20.20.20.20, but a “Destination” field of 1.2.3.4.  One fix for this would be to have the PDG insert the new WLAN address (i.e. replace the “Destination” field value of 1.2.3.4 with 10.10.10.10).  This fix would be non-standard.

Another fix for this would be to use a “dual care of” field, where the first “Care of” would be 20.20.20.20, the second would be 10.10.10.10 (which would actually deliver it to the UE), and a destination of 1.2.3.4.  The UE would then take apart the packet, understanding the 1.2.3.4 would be ignored  (or used internally to map to a specific PDP context).  Also note that use of  Mobile IP to route through the Visited Network would cause yet another “Care Of” field to be populated, for a total of 4 addresses of 128 bits apiece (total 512 bits) per packet!

3. The GGSN may have negotiated QoS for the existing data path, and these would be lost in the transition.

4. Looking forward to fast handoffs, the UE may make a binding update just after the Source send packets.  These “in flight” packets would need to be received over the old interface before packets to new interface are received.   This could be done easily if the UE has two receivers (one for WLAN and the other GPRS), and is able to maintain the GPRS connection until all the packets have been received on that interface. Dual receiver system tend to be more expensive and consume more power in devices which are both price sensitive and battery powered.    Other solutions could be used (such as having the GGSN or SGSN forward packets to the Packet Data Gateway when they are not delivered), but developing a new way to do this would have a large impact on the network.

Mobile IPv4:

In this scenario, the source of the packet could be either IPv6 or IPv4.  The Mobile IPv4 aspect adds a Home Agent which acts as a redirection router at the direction of the UE.  This is shown in Figure 3:





Figure 3: Mobile IPv4 Handoff between GPRS and WLAN

Switching from the GPRS system to the WLAN system would occur as follows:

1. The UE decides it is going to switch between the GPRS system and the WLAN system.

2. The UE sends an update to the IPv4 Home Agent, giving it a new “care of” address.

3. The Source starts sending the new packets to the Data Packet Gateway, which will have to have its own “care of” address to continue forwarding the packet… or switch to IPv6 routing as discussed earlier.

This solution is allows the Source to be either IPv4 or IPv6, and does allow for source to use only a single address for the UE.   It also allows for a slightly better handoff scenario, since the Home Agent could keep track of the packets sent, and make sure enough time elapses (or a notification is received from the UE) to allow the packets over the old interface to be delivered.  QoS may also be able to be preserved.  Such processing, however, would be in excess of the “standard” IPv4 Mobile IP processing. 

This approach has the following disadvantages, however: 

1. Requires a new network element that will need to be coordinated with the existing GGSN and the new PDG.  For instance: The GGSN will need to share the assigned IP address with the Home Agent (or the UE will have to route it back to the Home Agent) so the Home Agent will process packets with that address). 

2. As was mentioned above the standards processing rapidly becomes non-standard.  The IP addresses continue to be complicated by different GPRS and WLAN addresses. 

3. Fast handoffs performed in this manner may have unacceptable latency.

PDG/GGSN Interworking:

In this scenario, the source of the packet could be either IPv6 or IPv4.  The destination is always the GGSN.  The GGSN forwards the packet to the PDG if the UE is on the WLAN.  Packets from the UE would be sent directly from the PDG.   This is shown in Figure 4:




Figure 4: Packet Data Gateway/GGSN Interworking Handoff between GPRS and WLAN

Switching from the GPRS system to the WLAN system would occur as follows:

1. The UE decides it is going to switch between the GPRS system and the WLAN system.

2. The Data Packet Gateway is notified during registration, and the PDG notifies the GGSN.

3. The GGSN allows any old packets to be received, and send new packets to the PDG.

This solution is again allows the Source to be either IPv4 or IPv6, and does allow for source to use only a single address for the UE.   QoS could still be conserved.  It also allows the better handoff scenario, since the GGSN could keep track of the packets in the way the Home Agent did in the prior example. 

This approach has the following disadvantages, however: 

1. Requires fairly extensive modifications to an existing network element. 

2. Path changes between the WLAN and GPRS case (i.e. the addition of the PDG) may change the latency characteristics of the data stream, making it more difficult to have the same QoS as in the GPRS case.

3. Fast handoffs performed in this manner may have unacceptable latency.

GGSN Reuse:

In this scenario, the GGSN is re-used “as-is”.  In this scenario, the Border Gateway terminates a tunnel from the UE, and converts the packet to GTP packet.     This is shown in Figure 5:




Figure 5: Packet Data Gateway/GGSN Interworking Handoff between GPRS and WLAN

Switching from the GPRS system to the WLAN system would occur as follows:

1. The UE decides it is going to switch between the GPRS system and the WLAN system.

2. The Border Gateway is notified during registration, and the BG notifies the GGSN via the existing GTP messages.

3. The prior serving SGSN sends over all information per the existing GPRS methods to the BG.

This approach has some disadvantages:

1. The Border Gateway will be more complicated in this approach than in competing approaches.

2. A Border Gateway will be needed in the Home Network (although this may be desired anyway for the firewall and PDP context activation capabilities which will be needed in any of the discussed scenarios).

3. Existing GGSNs may be at capacity, and new GGSNs are needed anyway.

These disadvantages seem to be outweighed by the following advantages:

1. The existing GGSN can be completely re-used.  The Packet Data Gateway would not need to be developed. 

2. QoS and Go issues are avoided, since the data comes from an unmodified GGSN. 

3. The addressing of the mobile becomes much more straightforward.  The GGSN has an address assigned to the mobile, and uses a GTP tunnel to deliver it to the BG.  The BG in turn places this packet in the IP Tunnel to the UE (in the same way the Base Station uses the PDCP or SNDCP layers of the GPRS stack).  Applications using IP data from the “top” of this stack could use the WLAN interface without even realizing it.

4. The GTP protocols could be reused “as is”, greatly speeding up development of the standards, and greatly reducing time to market.

Another item of benefit deals with the number of new network element which would need to be installed in the network.  In the other scenarios, a Packet Data Gateway would have to be installed for each GGSN in the network, effectively doubling the number of elements in the carrier network.  If a Home Agent or other element was also required, the effect would more than double the elements.  Here, more GGSNs may also be required to handle increased capacity… but initial introduction of the service would not require this.   This should be considered an advantage of this approach. 

Proposal

Prior HP contributions have shown how re-use of the GTP is an option when considering the UE, the WLAN, and that section of the network.  This latest analysis shows the benefits of using this approach verse one using a Packet Data Gateway or Mobile IP.   The Packet Data Gateway cannot simply stand by itself; it must interact with the GGSN or new elements designed to allow smooth interworking with GPRS.  This complexity has largely been ignored until now.  Re-use of the GGSN reduces the number of protocols to be developed, reduces the number of network elements to be developed, and gives a clear migration path from Scenario 3 to Scenario 5.

HP would also note that no work has progressed in the important areas of WLAN “registration”, “deregistration”, “PDP context activation” and “PDP context deactivation”.  Re-use of the GGSN provides a clear path for how each of these is to be accomplished.   Much original work will have to be done if this approach is not used.

It is understood that some companies want a common solution between 3GPP and 3GPP2.  These solutions will not allow GGSN re-use by their very nature.  At this time Mobile IP solutions still have such issues as real-time handoff and interworking between systems; solutions will have to be developed instead of re-used.  As such, this path has much higher risk than reuse of the GGSN.  Increased development times may also miss existing market windows.

It must also be noted that in the last 4-6 months since the idea of GGSN/GTP re-use has been introduced, no contribution has been presented indicating it is has major disadvantages.  It is also one of the few approaches that have a chance of allowing completion of the specification work by our June 2003 deadline.

It is suggested that GGSN re-use be documented as one approach for WLAN, and this approach be completed in TS 23.234 before other methods are documented.   Other methods can then be documented (as time allows) in this release, or in future releases of the specification.
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