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1. Introduction

The sensitivity of the presence information varies significantly. Some of the information can be public i.e. made available for everybody e.g. phone number whereas some of the information can be very private e.g. location. To be able to control the presence information the presentity controls access rules. The access rules define the watcher's access to the presence information. There are number of access rule related requirements in the TS 22.141. This contribution elaborates them and defines rules how they should be treated.

2. Access Lists

The TS 22.141 requires following:

The following management requirements shall be supported for the presence service:-

a)
Access to the presence service

The presentity shall have the ability to accept or reject a request for presence information on a per watcher basis, with the option:-

i)
once only per watcher (e.g. set up access rules for known watcher, groups of watchers, anonymous watcher-subscriptions, etc.), 

ii)
for each presence information request (e.g. for watchers that are unknown or not set up in the current access rules).

iii) it shall be possible for the presence service to make access control decisions on behalf of the presentity (e.g. when the presentity is out of contact) subject to the presentity's privacy

and

These access rules shall define:

· a list of watchers allowed access to the presentity’s presence information. This list can be defined in several ways. For example: watchers x and y are allowed, or every watcher is allowed except watcher z…

Access lists can be divided to three different categories: private access lists (last bullet above), public access lists (iii) and blocking lists (last bullet). To ensure correct operation to fulfil these requirements the evaluation order of the access lists shall be:
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3. Proposal

It is proposed to discuss the issue and decide if the proposed model is acceptable. Nokia is willing to provide a contribution to be incorporated in TR23.841 in next meeting if an agreement is found.
























































































