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Foreword



This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).



The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:



Version x.y.z



where:



x
the first digit:



1
presented to TSG for information;



2
presented to TSG for approval;



3
or greater indicates TSG approved document under change control.



y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.



z
the third digit is incremented when editorial only changes have been incorporated in the document.



1
Scope



The present document describes the architectural solution and functionalities required for the Presence Service.



2 References



The following documents contain provisions which, through reference in this text, constitute provisions of the present document.



· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.



· For a specific reference, subsequent revisions do not apply.



· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.



[1]
3GPP TR 21.905: "3G Vocabulary".



[2]
3GPP TS 22.141: “Presence Service; Stage 1”.



[3]
CPIM Presence Information Data Format, Internet Draft in IMPP WG http://www.ietf.org/internet-drafts/draft-ietf-impp-cpim-pidf-01.txt, October 2001


3
Definitions and abbreviations



3.1
Definitions



3.2
Abbreviations



4
Reference Architecture 



Editors note: This chapter describes the reference architecture, the reference points and interfaces used for Presence Service, and the Presence Service functionality within.
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Figure 1: Reference architecture to support a presence service



4.1 Reference points



4.1.1 Reference point User Agent – Presence Server (Peu)



This interface shall allow a presentity’s presence information to be supplied to the Presence Server. [3] provides guidelines for such an interface. The transport on this interface shall not impose any limitations  on the size of the presence information.



Peu shall provide mechanisms for the User Agent to manage access rules.  



In order to provide all the functionalities required on this interface, a combination of multiple protocols may be used.


4.1.2 Reference point Network Agent – Presence Server (Pen)



This interface shall allow a presentity’s presence information to be supplied to the Presence Server. [3] provides guidelines for such an interface. The transport on this interface shall not impose any limitations to the size of the presence information.



Pen shall provide mechanisms for the Network Agent to manage access rules.  



In order to provide the all the functionalities required on this interface, a combination of multiple protocols may be used.



This interface shall allow the Presence Server to request and cancel the request for presence information and associated updates from the Network Agent.



4.1.3 Reference point Watcher applications – Presence Server (Pw)



This interface shall allow a Watcher application to request and obtain presence information. [3] provides guidelines for such an interface. 



The transport shall not impose any limitations to the size of the presence information.



In order to provide the all the functionalities required on this interface, a combination of multiple protocols may be used.



This interface shall support both presence subscription and fetching operations.


4.1.4 Reference point HSS/HLR – Network agent (Ph)



This interface shall allow the Network agent to query HSS/HLR about the state and status of a subscriber (associated with a presentity) from the Circuit Switched, GPRS and IMS perspective. This interface may also allow the enabling of receiving updates of presence information. 



4.1.5 Reference point S-CSCF – Network agent (Pi)



The S-CSCF may provide IMS-specific presence information (e.g. about ongoing IMS sessions). This interface shall use mechanisms defined for the ISC interface. 



4.1.6 Reference point Incoming Presence Proxy – HSS (Px)



This interface shall assist locating the Presence Server of the presentity.



4.1.7
Reference point Network Agent – GMLC (Pl)



This reference point shall be used to retrieve location information related to a subscriber (associated with the presentity). This reference point is based on the Le interface as defined in TS 23.071.  



4.1.8
Reference point Network Agent – SGSN (Pg)



This reference point shall allow the SGSN to report mobility management related events to the Network Agent (such as attach/detach/routing area update). This capability exists in Release 5 as a MAP interface, where the mechanisms for reporting mobility management events are already defined.


4.1.9
Reference point Network Agent – MSC/MSC Server (Pc)



This reference point shall allow the MSC/MSC Server to report the mobility management related events to the Network Agent (such as attach/detach/location area update). This capability already exists in Release 99, where the mechanisms for reporting mobility management events are already defined.


4.2 Support of OSA in the Presence Architecture



This section describes how an operator could use the OSA API to allow an external application to access the presence service features offered by the Home Network. The application would then be able to register as presentity and/or watcher, to supply presence information, to request presence information, to be notified of subsequent changes, to request watcher information, to manage access rules (c.f. TS 22.127). The interfaces between the Presence SCS (Service Capability Server) and the external applications are introduced in the diagram below as Pem (if the application is acting as a presentity) and Pwm (if the application is acting as a watcher). From the Presence Server point of view, the OSA Presence SCS would then act like a presentity or a watcher.
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Figure 2. Presence Architecture showing support of OSA



4.2.1 Reference point Pwm between OSA application watcher and the Presence SCS



This reference point shall allow the application to register as a watcher, to request a presentity’s presence information and to be notified of changes in the presence information. This shall be based on an Application Programming Interface (API) in line with the architectural principles of OSA 23.127 and shall fulfil the agreed requirements defined in 22.127.



4.2.2 Reference point Pem between OSA application Presentity and the Presence SCS



This reference point shall allow the application to register as a presentity, to publish presence information, to retrieve watcher information and to manage related parameters (e.g. access rules). Presence management may include the setting of user preferences, the update of access rules…etc. This shall be based on an Application Programming Interface (API) in line with the architectural principles of OSA 23.127 and shall fulfil the agreed requirements defined in 22.127.



5 Functional Description of Network Elements



Editors note: This chapter describes the Presence Service specific functionalities of existing network elements and possible new network elements.



5.1 Presence Server



The Presence Server resides in the presentity's home network.



The Presence Server shall manage presence information that is uploaded by the User / Network agents, and is responsible for combining the presence-related information for a certain presentity from the information it receives from multiple sources into a single presence document. 



The mechanisms of combining the presence related information will be defined based on presence attributes, and according to certain policy defined in the Presence Server. The Presence Server is not required to interpret all information, the information that the Presence Server is not able to interpret shall be handled in a transparent manner.


The Presence Server shall also allow users to fetch and subscribe for receiving presence information. 



The Presence Server shall support internetwork operability mechanisms to allow for an interoperable Presence Service across multiple operators' networks and domains (e.g. external Internet). Mechanisms for locating the Presence Server shall be developed, especially with respect to these internetwork operability aspects. 



In the IMS the Presence Server is seen as a SIP Application Server, and is located using SIP URLs, standard SIP and existing IMS mechanisms (SIP routing, HSS query, ISC filtering, etc…). 



The Presence Server shall support authorization and security mechanisms, at least the following levels of authorization are foreseen:



· Providing presence information to any Watcher application that requests it



· Provide presence information to only those Watcher applications in an “allowed” list



The Presence Server may also support authorization and security mechanisms that is based on asking permission from the User agent on a case-by-case basis.



The Presence Server may support rate-limiting or filtering of the presence notifications based on local policy in order to minimize network load.



The Presence Server could be extended to a generic State Agent, supporting subscriptions and notifications regarding other types of events than presence as well. An example for such event is the combined presence of a whole buddy list.



5.2 Outgoing and Incoming Presence Proxy



When a Watcher application intends to access some presence information of a presentity, it first needs to find the Presence Server containing this information. The Outgoing and Incoming Presence proxies provide tools for this process, such as address resolution, routing,  Presence Server identification, authentication and Service Level Agreements.  



The more exact functionalities of the Outgoing and Incoming Presence proxy depend on the relative location and trust relations of the Watcher application and the Presence Server. The following subsections give an overview of these more exact functionalities for some typical cases.



6 Presence attributes 



Editors note: This chapter describes the Presence Service attributes.



6.1 Presence Attributes



Presence attributes describe the presentity. As the type of the presentity can vary significantly the definition of generic attributes is practically impossible. In 3GPP, the only attributes that are defined describe the 3GPP subscriber type of presentity. Other attributes can be defined by the service providers and manufacturers as part of the other presence markup as specified in IETF (e.g. RFC 2778, RFC 2779). The values (and process of generating them) and value ranges for all attributes shall be kept relatively simple. It is necessary for the 3GPP subscriber to understand how the values are set/modified as it may have direct impact to whom the access to presence data is given (as defined by the admission rules).



6.1.1 3GPP Subscriber Presence Attributes and Values



3GPP subscriber is described with attributes: subscriber's status, network status, one or more communication address(es) (containing communication means and contact address), subscriber provided location, network provided location, priority, text. All these attributes shall be able to contain value NULL to enable polite blocking. 



The following Table1 lists the values for the numbers of attributes, which are currently defined by S1. It may be extended in the future dependent on user and operator ‘s requirements.  The values can be setup and modified by user or operator.



Table 1: Presence service attributes for 3GPP subscriber



			Attribute


			Values





			Subscriber's status


			Open,  (* the definition came from S1 which include all wireless devices*)



Closed,



Not Disclosed





			Network status


			CS domain {FFS}



PS domain {FFS} 



IMS domain (2 sets of attributes) {Registered, Not registered}





			Communication means


			Service type (telephony, SMS, email, multimedia messaging service (SIP), instant messaging service etc., NULL), 





			Contact address


			E.164, 



SIP URL, 



Email, 



MSISDN, 



Instant message address e.g. M:name@domain name 





			Subscriber provided location


			Free Format Text, NULL 





			Network provided location


			Last known CGI/SAI and/or geographic co-ordinates and age of location information, NULL 




















			Priority


			Values (FFS), NULL 





			Text


			Free Format Text








6.2 Presence Information Model



Editors note: This information is currently also in the stage 1 specification and in some phase the information has to be deleted either from the stage 1 or stage 2 specification. 



A logical model of a presentity's presence information consists of an arbitrary number of elements, known as presence tuples, as depicted in figure 1. Such presentation enables presence to be independent service and not being dependent on other services. Each tuple consists of status marker, optional communication address (includes communication means and contact address) and optional other presence markup. Presence information for each presentity is identified by a unique identifier furthermore each tuple is uniquely identified.
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 Figure 3: Presence information


-
status



Table 1: Status



			Item


			Explanation





			status


			Indicates the current condition of the presentity represented by the presence tuple 








-
communication address (optional)



consists of a communication means and a contact address 



Table 2: Communication address



			Item


			Explanation





			communication means


			Information indicating a method whereby communication can take place





			contact address


			Information indicating a specific point of contact via some communication means








-
other presence markup (optional)



any additional presence information



7 Information flows



Figure 4 illustrates the message flow for user A requesting presence information for user B in a different network.
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Figure 4: Presence enquiry message flow



1. The A party sends a presence enquiry to Watcher Application A (WA-A). The A party identifies B by B’s address (e.g. MSISDN or URI). The enquiry can be of various types, e.g.:



a)
“tell me the current state of B”



b)
“tell me all state changes of user B for the next x hours”



c)
“tell me when B next changes state”



d)
“stop telling me about B”



2. Watcher Application A ‘authenticates’ A and checks their credit status (details of authentication and credit status are outside scope of this message flow)



3. Watcher Application A sends a “Presence enquiry for B” message to Outgoing Presence Proxy (OPP).



4. The Outgoing Presence Proxy derives B’s network name from B’s address (details of how this is derived is outside the scope of this message flow).



5. The Outgoing Presence Proxy sends a “Presence enquiry for B” message to B’s network’s Input Presence Proxy (IPP).



Note:
Authentication may be necessary between A and B party networks in line with techniques used in other instances of inter operator message flow; precise details are outside the scope of this message flow.



6. The Incoming Presence Proxy derives the address of B’s Presence Server



7. B’s network IPP sends “Presence enquiry for B” message to B’s Presence Server.



8. B’s Presence Server processes the presence enquiry request (e.g. check A is one of B’s buddy’s and B still wants A to watch him/her).



9. B’s Presence Server raises charge record for A against A’s network (precise details are for further study)



10. B’s Presence Server sends B’s status back to Watcher Application A in Originating PLMN (may be returned via IPP and OPP).



11. Watcher application returns B’s presence to use A.



NOTE 1: Steps 10 and 11 are repeated as necessary if B party has been requested to provide regular presence updates.



NOTE 2: In the event that the presence enquiry message is “stop telling me about B” steps 8-11 are just an acknowledgement for watcher application A.
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Foreword



This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).



The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:



Version x.y.z



where:



x
the first digit:



1
presented to TSG for information;



2
presented to TSG for approval;



3
or greater indicates TSG approved document under change control.



y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.



z
the third digit is incremented when editorial only changes have been incorporated in the document.



1
Scope



The present document identifies the charging implications of the IMS architecture, which is described in 23.002 [5] and 23.228 [4]. 



It is expected that the content of this TR will act as a basis for 



· change requests against the architecture specifications [4, 5] of SA2, clarifying the architecture implications on charging,



· change requests against the Charging Principles specification [3] of SA5, which contains the charging architecture and mechanisms. 



· detailed specification of Charging Data Description [6] in SA5.



2
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· For a specific reference, subsequent revisions do not apply.



· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.



[1]
3GPP TR 41.001: "GSM Release specifications".



[2]
3GPP TS 21.905: "Vocabulary for 3GPP Specifications".



[3]
3GPP TS 32.200: "Charging Principles".
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Definitions, symbols and abbreviations



3.1
Definitions



For the purposes of the present document, the following terms and definitions given in TS 21.905 [2] and the following apply.



Billing: The functions whereby charging data are transformed into bills requiring payment. In case of pre-paid, billing means the deduction of an account. As an outcome of the transformation an invoice, including an optional list of detailed charges, has to be delivered to the user. The billing function is located in the appropriated billing domain, which is not a part of the CS domain, PS domain or IMS.



IMS Advice of Charge: A service that provides the IMS subscriber  with information about the applicable charging rates at session establishment or when charging rates change during the session. The IMS provides the capabilities to provide the AoC service to the subscriber. The AoC service itself is not to be standardized. 



Pre-paid billing: Billing arrangement between customer and operator/service provider where the customer deposits an amount of money in advance, which is subsequently used to pay for service usage.



Post paid billing: Billing arrangement between customer and operator/service provider where the customer periodically receives a bill for service usage in the past period. 



Note:  Pre-paid and post-paid are different payment methods for the subscribers. These payment methods could be based on both on-line and off-line charging mechanisms. To get full credit control, pre-paid should be built on on-line charging. If the operator would like to have post-paid subscribers on credit control, these subscribers should be charged with the on-line charging mechanism.



Charging: The functions whereby information related to a chargeable event is formatted and transferred in order to make it possible to determine usage for which the charged party may be billed. This applies for all charging levels (e.g., transport, service, content, etc.). 



On-Line Charging: A charging process where charging information can affect, in real-time, the service rendered and therefore directly interacts with the session/service control. 



Note: Due to the real-time interaction between charging and session/service control, this mode requires real-time interfaces.



Off-line charging: A charging process where charging information does not affect, in real-time, the service rendered.  



Note: No real-time interaction is required between charging and session/service control but charging information may be delivered in real time or near real time.



3.2
Symbols



For the purposes of the present document the following symbols apply:



Rf
Offline Charging Reference Point between an IMS Network Entity and CCF



3.3
Abbreviations



For the purposes of the present document, the following abbreviations apply:



AS
Application Server



BGCF
Breakout Gateway Control Function



BS
Billing System



CCF
Charging Collection Function



CDR
Charging Data Records



CGF
Charging Gateway Function



CPCF
Content Provider Charging Function



CS
Circuit Switched



CSCF
Call Session Control Function 



GGSN
Gateway GPRS Support Node



HPLMN
Home PLMN



ICID
IMS Charging Identifier



I-CSCF
Interrogating-CSCF



IM
IP Multimedia



IM CN SS
IP Multimedia Core Network Subsystem



IMS
IP Multimedia Core Network Subsystem



IMSI
International Mobile Subscriber Identity


IP
Internet Protocol



ISDN
Integrated Services Digital Network



MGCF
Media Gateway Control Function



P-CSCF
Proxy-CSCF



PLMN
Public Land Mobile Network



PSTN
Public Switched Telephone Network



QoS
Quality of Service



RAB
Radio Access Bearer



SCCF
Subscriber Content Charging Function



S-CSCF
Serving-CSCF


SGSN
Serving GPRS Support Node



SIP
Session Initiation Protocol



UE
User Equipment



UMTS
Universal Mobile Telecommunications System



4. General Charging Requirements



 Note: The following requirements are to be reviewed further by SA1, SA2, and SA5. 



The called network can be – depending on regulatory and operational / trust conditions – the same IMS network as calling’s party network or another IMS network or a non IMS network as e.g. Internet / PSTN / ISDN / CS domain of a PLMN.



1. The IMS charging architecture and mechanisms shall allow different charging models as required by regulatory conditions and inter-network policies.  At least  the following charging models shall be possible in a network: 



· The calling party incurs charging entirely for both the IMS session level charging and the transport level charging (e.g. charging done at GPRS) at calling and called party sides. 



· The calling party incurs transport level charging on calling party’s side only and the entire charges related to the IMS session level. In this charging model, a called party incurs the transport level charging associated with that session on called party’s side.



2. If the called party requests additional media components with regard to the initial request from calling party then called party can –depending on operational conditions of the service- be charged for these additional components.



3. The A and B parties home networks shall be able to exchange information on the charging to be applied to the current session or to some media component of the session. The calling party’s home network can then, according to the service and inter-operator agreement, apply appropriate charging. 



4. During session forwarding (e.g. A calls B and is “forwarded to C”), the initial calling party (A) incurs the charges from A to B while the forwarding party (B) incurs charges due to the “forwarded” session  (e.g. from B to C). 



5. In case of roaming  (A calls B that is roaming to IMS network C), the calling party (A) incurs charges up to the home network of B.  The latter incurs  additional charges  due to roaming from home network B to network C. 



6. The IMS charging architecture shall allow the operator to support IMS Advice of Charge.



7. The IMS charging architecture shall allow the operator to charge for the transport and/or for the session service and/or for the content.



8. The IMS charging architecture shall allow the operator to charge per media component (e.g. voice, video).



9. The IMS charging architecture shall allow the operator to provide a single pre-paid account for a subscriber. In this case, that account combines the charges incurred by services in CS, PS, IMS, and other domains.



10. Charging indications received from the called network (such as free of charge) shall be taken into account by the Pre-paid mechanisms. 



11. The IMS charging architecture shall provide means to correlate charging information generated at transport, service and content charging levels by the network entities in PS domain and IMS. 



4
Charging Classification



4.1
Charging Types



Editors note: This chapter gives an overview on prepaid, postpaid and real time postpaid methods.



4.2
Charging Levels



Editors note: This chapter gives an overview on Transport Charging, Service Based Charging and Content Charging.



4.2
Charging Methods



Editors note: This chapter gives an overview on Online and Offline Charging.



5
Architectural Concept



5.1
Network Elements Involved in Charging



5.1.1 Subscriber Content Charging Function (SCCF)



The Subscriber Content Charging Function (SCCF) is located in the operator network where the account of the subscriber is located. This account can be a prepaid or a post-paid account.  The SCCF handles content charging requests that are made when the subscriber accesses the content. Upon such a content charging request, the SCCF may for example check or debit the subscriber’s account. Content charging requests are typically received from the Content Provider Charging Function (CPCF). In particular, the SCCF has the following responsibilities: 



· to handle charging  requests from the CPCF 



· to find the  account of the subscriber. The account may be either a prepaid account or a postpaid account. 



· to initiate a procedure to get a charging confirmation from the subscriber, if such a confirmation is needed.  



· to debit or to credit a certain amount from/to the account of the subscriber.



5.1.2 Content Provider Charging Function (CPCF)



The Content Provider Charging Function (CPCF) is located in the operator network and/or in another network such as for example a Service Provider network that supports  the content server. It is not expected that every content server has a business relationship with every IMS network. The CPCF receives content charging request from the content server, processes them, and  relays them to the Subscriber Content Charging Function (SCCF). Additionally, the CPCF manages the account that is maintained for the content provider.  Upon receipt of a charging request from the content server, the CPCF processes the request and relays it to the SCCF. The CPCF modifies the account of the content provider accordingly. In particular, the CPCF has the following responsibilities:



· to handle charging requests from the content server. 



· to communicate with the SCCF that manages the subscriber’s account. This may imply a request to the SCCF to charge or to credit the account of the subscriber.



5.2
Architecture and Reference Points



5.2.1 Architecture reference model for off-line charging



Figure 5.1 below presents the off-line IMS charging architecture for non-roaming scenario.
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Figure 5.1 Off-line IMS Charging architecture for non-roaming scenario



Note-i: the topological merging of some of the lines representing the Ga or Rf reference points for connecting with the CCF are performed for figure layout purposes only, and do not imply any other logical or physical association.



Note-ii: The interconnection of Application Servers with CCFs is depicted separately below in Figures 5.3 and 5.4.


Figure 5.2 below presents the off-line IMS charging architecture for roaming scenario.
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Figure 5.2: Off-line IMS Charging architecture for roaming scenario



Note-i: the topological merging of some of the lines representing the Ga or Rfreference points for connecting with the CCF are performed for figure layout purposes only, and do not imply any other logical or physical association.



Note-ii: The interconnection of Application Servers with CCFs is depicted separately below in Figures 5.3 and 5.4.



For the interconnection of Application Servers with CCFs there have been two different solutions identified. These two solutions are depicted in Figures 5.3 and 5.4.



1. The Application Server may be directly connected to the CCF via an off-line charging interface (Ra). This alternative is depicted in Figure 5.3 below.
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Figure 5.3: AS and CCF are directly connected via an off-line charging interface (Ra)



2. The Application Server may be connected to the CCF via the S-CSCF (ISC and Rf interfaces). This alternative is depicted in Figure 5.4 below.
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Figure 5.4: AS and CCF are connected via the S-CSCF (ISC and Rf interfaces)



5.2.1.1 Charging Collection Function



The CCF (Charging Collection Function) represented in the Figure 5.1 and 5.2 is a logical function, which will provide charging support for the IMS subscribers. 



For off-line charging the CCF supports the following charging related functionality:



· The CCF has functionalities for IMS network entities equivalent to the CGF's functionalities as described in TS 32.200 [3], clause 4.2, for the PS domain. It also supports the following additional functionalities:



· To enable charging based on different types of  traffic (e.g. service charging, usage charging),



· To enable validating, combining, aggregating and consolidating of the charging information, e.g. access charging information with the respective service (usage) charging information,



· To enable consolidation of the relevant charging information into configurable format(s) to meet the business requirements (e.g. tariffing criteria, usage information, subscriber identifiers and service identifiers), 



· To enable charging information collection and aggregation in a function within each network from all involved charging information generating network entities. Whether this is conducted on a per- subscriber and/or per-session and/or per-service basis is FFS. 



· To perform correlation of charging information delivered from transport, session, service levels



· To enable the removal of duplicated charging data.



It is assumed that there is communication taking place between CGF and CCF. Specification of this communication and an interface between CGF and CCF is for further study. 



5.2.2 Architecture reference model for on-line charging



Editor's note: To be added later on…



5.2.3 IMS charging architecture reference points



 5.2.3.1 Offline Charging Reference Point IMS Network Entity - CCF (Rf)



The Rf reference point supports off-line mechanisms between the CCF and each of the IMS network entities I-CSCF, P-CSCF, S-CSCF, MGCF, MRFC, BGCF.



The Rf reference point shall allow for at least the following features:



· Reliable transfer of Charging Information with acknowledgement mechanisms from the Network Element to the CCF.



· Support redundancy mechanisms.



· Enable re-routing in the event of communication link / node failures, network congestion, or network re-configuration. In addition, network nodes generating and sending CDRs shall support buffering mechanisms.



· Support early detection of congestion at the receiving node in order to activate re-routing.



· Support detection of node / link recovery for re-establishing routing of Charging information.



· Ability of a (the) CCF to advertise to the Network Elements about its CDR receiving capability (e.g. after a period of service downtime).



· Support for multiple payload types to cater for transferring a variety of different charging data.


5.3
Correlation of Charging Information from Different Network Elements and Domains 



5.3.1 Charging Correlation Levels 



The following levels of correlation for IMS charging shall be considered:



1. Correlation within a session. A session may comprise a number of media components. It shall be possible to correlate the charging data of the different media components belonging to a session.



2. Correlation at media component level. For a session comprising several media components (such as audio and video), charging data is generated for each media component and needs to be correlated between network elements. For this, a component identifier shall be unique and shall clearly identify to which media component of a session this charging information belongs to. This component identifier is not exchanged between network elements and is based on the ordering of media flows in the SDP. This ordering is the same as the one used in the binding information passed to the PS Domain.



Correlation between the IMS and the PS domain shall take into account the above described levels.



5.3.2 Charging Correlation Principles 



To support the correlation of charging information, the following principles apply to both offline and online charging:



1. The correlation of charging information for an IMS session is based on the use of IMS Charging Identifiers. 



2. 














3. The first IMS network entity within the SIP signalling path is responsible for assigning an ICID. This ICID shall then be passed along the whole session path in an end-to-end manner. However, this shall not preclude further elements (CSCFs) along the session path generating additional identifiers to be passed along.



4. The ICID is passed to all IMS network entities in the session signalling path. This is performed using SIP signalling. 



5. For the charging correlation between the PS domain and the IMS, one or more GPRS Charging IDs, which identify the PDP contexts of the session [7], are passed from the PS domain to the IMS. More specifically, these identifiers need to be transferred from the GGSN to the P-CSCF.



6. The GPRS Charging IDs are passed by the P-CSCF to the S-CSCF and the AS using SIP signalling. They are not transferred from one Home IMS (e.g. of the A-Party) to another Home IMS (e.g. the one of the B-Party). 



The detailed effects of certain complex scenarios (e.g. forking, multiparty sessions) to these charging correlation principles are for further study.



5.4

Exchange of Charging Information between Networks



5.4.1 Charging information flow between home IMS networks



The Charging information flow may support the following functionalities:



· Indication of who wants to subsidize whom (e.g. "A-party pays" or "reverse charge call") 



· Indication of media resources to be subsidized (e.g. final SDP negotiated between A and B UEs)



The following mechanisms have been identified for charging information flow:



· Pre-arranged mechanism based on secure relation between networks



· Additionally, real-time negotiations on a per-session basis may be conducted:



· Using the session initiatiation protocol 



· Negotiation between the charging domains (CCFs)



5.4.2 Identification of operators for charging



To enable the different operators involved in IMS sessions to identify each other, the Inter Operator Identification concept (IOI) is introduced. Inter Operator Identification allows operators involved with session signalling to identify each other.  The Inter Operator Identification (IOI) concept may help to support inter operator charging.



The following requirements relate to the Inter Operator Identification concept: 



· The Inter Operator Identification concept shall allow operators to uniquely identify each other for the SIP based requests; for example between A’s HPLMN and B’s HPLMN.



· The Inter Operator Identification concept can be used for inter operator accounting identification purposes.



· It shall be possible to prevent the information used for Inter Operator Identification from being passed to the UE.



· It shall be possible to apply the Inter Operator Identification concept on a peer to peer basis between operators. It shall be possible to use different identity values for operator identification between operators involved in IMS sessions.



Note: The format of the identities used for Inter Operator Identification is for further study. 



Note: The allocation of identities used for Inter Operator Identification is for further study



Note: The relationship of the Inter Operator Identification concept with security aspects between operators is for further study.



6
Examples for Charging Scenarios



6.1 Transactions of Content Charging



In the following scenario, we assume that a subscriber (UE-A) accesses content provided by a content server (UE-B). 



Figure 1 shows the transactions that are required between UE-A, SCCF, CPCF, and the content server in order to perform content charging. 
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Figure 1: Transactions for content charging



Description of the transactions between the involved entities: 



1. The session is established. 



2. UE-A requests the desired content from the content server.



3. The content server sends a credit reservation request to the CPCF. The CPCF supervises the transaction and manages the account that is maintained for the content server.



4. The CPCF forwards the reservation request to the SCCF. The SCCF checks the credit balance of UE-A.



5. SCCF initiates a confirmation handling to the UE-A, if such a confirmation is desired.



6. If the credit balance is sufficient, the SCCF reserves the amount of money in advance and sends a reservation response to the CPCF.



7. The credit approval is forwarded to the content server by sending a reservation response.



8. As requested by UE-A, the content server delivers the desired content.



9. The content server sends a credit request to the CPCF. The CPCF supervises the transaction and manages the account that is maintained for the content server.



10. On reception of a debit request, the SCCF debits the subscriber’s account.



11. Optionally, the SCCF may send an advice of debit to the subscriber (UE-A).



12. The SCCF acknowledges the debit request by sending a debit response to the CPCF.



13. The CPCF acknowledges the credit request by sending a credit response to the content server.



14. The session is released. 



7
Charging Message Flows


Annex A:
Message Flows for The Distribution of the Charging Correlation Information during the SIP Session Setup



This Annex describes the distribution of the charging correlation information during the SIP Session Setup. The exchanged charging information enables: (1) the correlation of the Access Charging performed in the PS-Domain with the Service Charging and/or the Content Charging performed in the IMS, and (2) the correlation of the charging information within an IMS and between different IMS’s e.g. between the Home IMS of the A-Party and the Home-IMS of the B-Party. 



A SIP session may include one or more IP Flows carrying for example voice or video. In the example in this section, the correlation can be performed for each IP Flow of the SIP session. This assumes that a separate PDP Context, that differs from the Signaling PDP Context, is activated for each of these flows in the PS-Domain. 



The correlation information transferred from the PS-Domain to the Home IMS consist of: (1) the IMS Charging ID (ICID), and (2) the GGSN address and one or more GPRS Charging ID’s – one for each PDP Context opened e.g. for a voice or video IP Flow in the PS-Domain. Together, this information forms a Charging Correlation Vector. The term GPRS Charging ID is used to denote the Charging ID in the GPRS.  



How the GPRS Charging ID’s are passed to the P-CSCF is for further study. Afterwards, SIP signaling is employed to carry the correlation information from the Visited IMS to the Home IMS and between IMS’s e.g. from the Home IMS of the A-Party to the Home IMS of the B-Party. 



The generation and distribution of the charging correlation information is the same for online charging and offline charging. Furthermore, it is independent of whether the A-Party and/or the B-Party are located in a visited network or whether they are in their home network.



A.1 The Generation and Distribution of the ICID



Figure 2 shows the Message Information Flow for the first part of the SIP session setup. Before the SIP signaling can be performed, a Signaling PDP Context is opened. After the discovery of the P-CSCF, which is not illustrated in Figure 1, a SIP INVITE message is sent from the UE-A to the P-CSCF.  



The IMS Charging ID (ICID) needs to be unique. It is generated in the first network element in the IMS. In Figure 1, this is the P-CSCF. To make the ICID unique, the ICID could for example include a combination of the P-CSCF’s IPv6 address and a local sequence number that is generated at the P-CSCF. 


After the ICID has been generated, it is included into the SIP INVITE message that is forwarded from the P-CSCF to the S-CSCF. The other parts of the Charging Correlation Vector (the part that carries the GPRS Charging IDs) cannot be filled in at this stage. This is because the PDP Contexts for these IP Flows carrying e.g. the voice- and video data have not yet been opened. The ICID is distributed to all network elements which are included in the SIP session setup path in the Home IMS of the A-Party. In Figure 1, the ICID is for example passed to a SIP Appli​cation Server and to the Prepaid Server (PPS). In our example, the PPS is equivalent to the Online-Charging-Function (OCF). Once the ICID has been distributed, it is included in the charging information e.g. the CDR’s generated in the IMS. This for example also allows the correlation of charging information generated by SIP Application Servers that act as SIP Redirect Server. 



Before the SIP INVITE message is passed to the Home IMS of the B-Party, the ICID may be mapped to a different value. The same SIP INVITE message is afterwards also used to distribute the ICID within the Home IMS of the B-Party and to pass the ICID to the P-CSCF in the visited IMS of the B-Party. Both is not shown in Figure 1. Following the charging correlation principles in Section 5.3, the ICID may also be mapped to a different value at the entrance to the Home IMS of the B-Party. Once the ICID has been received at an IMS network element, it is stored such that it can be included in future charging information generated for this session. 



It is for further study whether the ICID is also passed on to Content Servers that are connected to the network like a B-Party. 
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Figure 2: Generation and Distribution of the ICID 
in the Visited- and Home Network of the A-Party. 



Editor’s Note: The way the Correlation Vector is passed to the PPS is still FFS.



A.2 The Retrieval and the Distribution of the GPRS Charging Information



Figure 3 shows the second part of the SIP session setup that includes the retrieval and the distribution of the GPRS Charging Information consisting of the GGSN address and one or more GRPS Charging IDs. After the UE-B has received the SIP INVITE message, the SIP session setup continues in the standard manner. When the media information have been exchanged, the resource reservation is initiated. This leads to the activation of a PDP context from the UE-A and from the UE-B. Figure 3 illustrates the interaction for the PDP Context that is initiated by the UE-A. Figure 4 illustrates the same for the PDP Context that is initiated by the UE-B. 



When a PDP Context is activated for a Prepaid subscriber, the SGSN opens a standard CAP dialogue with the Prepaid Service running on a CSE. In Figure 3 and Figure 4, it is assumed that the CSE is located on the PPS. During the CAP dialogue, the SGSN sends the GPRS Charging ID and the GGSN address to the CSE. This information is used later to correlate the Access Charging on the SGSN with the charging in the IMS. When the CAP dialogue is started, the PPS decides whether Access Charging is applied or not. This decision can be made for each PDP-Context. Later on, upon the receipt of additional information from the IMS, the PPS is able to change this decision. To perform Access Charging, the PPS reserves a certain credit. The Access Charging is carried out against this reservation and not against the actual account of the subscriber. If at a later stage, the access needs to be set free of charge, the PPS is able to renounce the charging order by releasing the reservation and ignoring the charging information received from the SGSN. 



After the PDP Contexts have been activated, the GPRS Charging ID and the GGSN address are passed from the GGSN to the P-CSCF. How and at what time this information is transferred, is for further study. When the network resources have been reserved, the UE-A reports this status by sending a SIP COMET message to the UE-B. Upon receipt of this message, the P-CSCF includes the GPRS Charging ID for each PDP Context that has been opened for media streams into the Charging Correlation Vector. The GGSN address and the ICID are additionally included. The complete vector is afterwards added to the COMET message that is forwarded from the P-CSCF to the S-CSCF. From there, the charging correlation information is passed to the PPS/OCF. This has also been illustrated in Figure 3. 



The PPS/OCF may now apply the charging model because it is now able to correlate the charging information received from the SGSN with the charging information received from the IMS. In the example in Figure 3, the access is set free of charge. This is performed using the standard CAP message: GPRS Cancel. None of the outstanding reports such as e.g. ACRGPRS will be send to the CSE once this message has been delivered to the SGSN. Alternatively, the PPS could also refrain from charging the subscribers account for the access, while still continuing the CAP dialogue with the SGSN. The budgets sent in the CAP Apply Charging operations are then simply not deducted from the subscribers account. 



If charging (with the Standard Model: “A-Party pays”) takes into account the actual duration of the session, the following process is performed in the Home IMS of the A-Party. After the interaction with the PPS/OCF, the standard SIP session setup continues. The duration based charging process for a Prepaid subscriber may be started after the B-Party has picked up the receiver, and the S-CSCF has informed the PPS/OCF about the receipt of the SIP 200 OK message (the response to the initial SIP INVITE message) that reports this event.  



In the case that the session is initiated for a Postpaid subscriber, the charging correlation information is retrieved and distributed in the same way; however without that the PPS/OCF is invoked. Instead, the charging correlation information is written into CDR’s which can then be correlated at a later stage. 



To correlate charging information in the B-Party network, basically the same procedure is applied as described above for the A-Party network. The corresponding message information flow is shown in Figure 4. It only differs in the SIP message that is used to carry the Charging Correlation Vector from the P-CSCF to the S-CSCF in the Home IMS of the B-Party. On the B-side, the Charging Correlation Vector is included in the SIP 200 OK message sent in response to the SIP INVITE that initiated the session setup. 



Beside the SIP COMET message and the SIP 200 OK used in Figure 3 and Figure 4, other messages such as for example SIP INFO messages could also be used for the distribution of the charging correlation information. Whether and which advantages such a solution provides is for further study. 
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Figure 3: The Retrieval and the Distribution of the GPRS Charging Information on the A Side.



Editor’s Note: The way the Correlation Vector is passed to the PPS is still FFS.
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Figure 4: The Retrieval and Distribution of the GPRS Charging Information on the B Side. 



Editor’s Note: The way the Correlation Vector is passed to the PPS is still FFS.
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