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1 INTRODUCTION

The Presence Service is likely to be based on a database which contains user information (such as user status, user location, privacy classes, etc), operator information (such as network status, network location such as cell, etc) and 3rd party information (3rd party status) [see TS22.141]. The information based on the database can be visible or hidden, and can be set-up by user or operator or 3rd party. The Operator needs to have the capability to charge for anyone using the Presence Service. 

2 PROPOSED REFERENCE ARCHITECTURE
Based on the proposed reference architecture that was presented in document S2-012131, we would like to propose the modified presence architecture that is shown below in Fig.1 Presence Architecture.
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Fig 1 Presence Architecture

2.1 Interface between Presence Server and HPLMN applications

All internal HPLMN applications are connected to presence server via the Pe interface. In this case, all applications can share the common presence database and abstract parts of the information (i.e. sub-presence database) to support their individual applications. 

2.2 Interface between Presence Server and 3rd party External Application

External applications are not allowed to connect to the presence server directly. They have to be connected through the “Presence OSA-SCS” node.

The interface between Presence Server and HPLMN applications is identical to that between Presence Server and “Presence OSA-SCS”.

It is expected that the “Presence OSA-SCS” performs minimal interworking between the information sent on the Pe and Pm interfaces. The main function of the “Presence OSA -SCS” is to perform authentication of the 3rd party applications, load control, etc..

Watchers in other PLMNs/networks also use this interface to obtain information on the Presentity.

2.3 Gateway Presence Server

External watchers will not normally know which Presence Server a Presentity is using (eg at least the network operator will not wish to have to tell every watcher in the whole world whenever a new Presence Server is added to the network!). Hence some form of ‘locating function’ is needed between the 3rd party and the Presentity’s actual Presence Server.

In large networks, this functionality is also likely to be needed within the HPLMN. Hence this functionality is logically separate from the “Presence OSA-SCS”.

2.4 Interfaces to Obtain Mobility and Other Status Information

In order to store mobility management and other status for 2G, 2.5G and 3G, the presence server should be able to obtain information that is known by the HLR, HSS, MSC/VLR, SGSN, GGSN and S-CSCF. The interfaces used for this are shown in figure 1, above. 

3 PRESENCE SERVICE TRIGGER MECHANISMS

The Presence Service is deemed to be an enabler and not a service in itself. As such, it is logical (and commercially highly important) that the Presence Service interacts successfully with most existing mobiles.

Hence the means for providing status information to the presence service should be based, where possible, on existing signalling mechanisms.

As the Presence standards are either Release 5 or Release 6, it is proposed that the tools within the Release 5 standard are used as a baseline. We assume that Camel 3 and 4 are available. If necessary, we may also propose to CN 2 the addition of small extra features to CAMEL 4.

A brief consideration of some services shows the need for the Presence Server to be able to handle the following main types of command from a Watcher Application:

a)
“tell me the current state of B”

b)
“tell me all state changes of user B for the next x hours”

c)
“tell me when B next changes state”

d)
“stop telling me about B”

In the following sub-sections the presence service is analysed for these commands:

3.1 One Time Query from Application 

3.1.1 CS domain

In order to report “the current status of B” to an application watcher, the Presence Server can use existing Camel/MAP signalling to determine the state of the mobile in the CS domain. The message flow is shown in Fig.2.



Fig.2 One Time Query Data Flow Diagram

1
The Presence Server appears to act as a gsmSCF and sends an Any Time Interrogate message to the HLR.

2
The HLR sends a Provide Subscriber Information message to the MSC. (If the mobile is not located in any MSC, the HLR will reply straight back to the Presence Server.)

3
If the VPLMN’s MSC has a Gs interface association for the subscriber, an MS Information message is sent across the Gs interface to the SGSN.

4, 5, 6
The subscriber’s status is sent back to the Presence Server.

3.1.2 Packet Switched domain

The current Any Time Interrogate message sent to an HLR does not seem to carry any information as to whether the gsmSSF is interested in the mobile’s Circuit or Packet Switched status. In addition there is no “Provide Subscriber Information” message on the MAP interface between HLR and SGSN.

In order to handle the ‘one off query’, it is proposed that that the CN groups are requested to consider adding this functionality to the Release 5 MAP standards.

The proposed signalling flow is as below:


Fig.3 One Time Query Data Flow Diagram

1
The Presence Server appears to act as a gsmSCF and sends an Any Time Interrogate message to the HLR. This ATI carries a diagnostic to indicate that the information should be obtained from the “MSC” or from the “SGSN” or “both SGSN and MSC” or “either SGSN or MSC”.

2
The HLR sends a Provide Subscriber Information message to the SGSN. (If the mobile is not located in any MSC, the HLR will reply straight back to the Presence Server.)

3, 4,
The subscriber’s status is sent back to the Presence Server. This status information should include information on the PDP contexts that the mobile has and, if known, their IP addresses.

3.2 Monitor Subscriber

This procedure handles both the “tell me all state changes of user B for the next x hours” and the “tell me when B next changes state” commands.

Example: an application watcher makes a query and wants presence status for five hours. 


Fig.4 One off Query Data Flow Diagram

1
The presence server has to activate CAMEL MM and GMM. 

2
The HLR sends Insert Subscriber Data messages to the MSC and/or SGSN. 

3, 4
Response messages are returned to the Presence Server

5
The MSC/SGSN reports attach/detach status and other mobility events back to the Presence Server over the CAMEL interface.

Note: it is not yet clear whether the CAMEL 4 work on GPRS MM accurately reflects all MM states in the SGSN – e.g. the “unreachable for paging state” might (or might not) have been forgotten.

3.3. Stop Monitoring
The Presence Server sends a command to the HLR to deactivate the CAMEL MM and GMM functions.

4 CONCLUSION

In this paper, presence service architecture was proposed. Sample information flows on some of the proposed interfaces are shown. We would like to have an agreement from the discussion.
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