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3GPP TSG-S1 Presence Service Meeting #6

Meeting Report
1 Opening of the meeting

The chairman, Mark Cataldo (Openwave), opened the meeting and welcomed the 20 delegates. (C.f. list of delegates in Annex A)

2 Approval of the draft agenda

Tdoc
Subject
Source

S1-010105
Presence Service agenda
Presence Chairman

The agenda was agreed without any changes.

3 Appointment of a secretary

Christelle Faure (Fujitsu) kindly volunteered to act as a secretary.

4 Call for IPR

Refer to S1-010900 section 3 Call for IPR in  http://www.3gpp.org/ftp/tsg_sa/WG1_Serv/TSGS1_13-Tahoe/Report/ for information and guidance.

5 Results of the previous meeting

5.1 Meeting report

Tdoc
Subject
Source

S1-010703
Report of Presence Service meeting Lake Tahoe, 9th-13th July, 2001
Fujitsu

This report was approved in the last SA1 meeting. Following the Lake Tahoe meeting, the draft TS will be sent for approval to the next SA plenary. The Chairman reminded that all changes to the TS will not be sent to the next SA plenary, but will take the form of CRs submitted to the next SA1 plenary once the TS will have been approved.

S1-010703 was noted.

5.2 E-mail activity

There was little discussion on the exploder list since the last meeting.

5.3 Liaison statements

Tdoc
Subject
Source

S1-PS-010111
Comments on 3GPP’s Presence liaison from IETF 51st meeting
Openwave

No official LS has been received directly. S1-PS-010111 is not an official LS but a personal response from Theodore Havinis  (Openwave) trying to reflect the discussion who took place in the meeting and on the exploder lists. 

It was asked how the distinction could be made between the different tuples. Fujitsu explained that it’s the aim of the <name> attribute proposed within the IETF. There might be a need to add this attribute in the Stage 1 TS, for example because the watcher shall be able to specify which tuple he is interested in. The Chairman welcomed contributions on this issue.

Noted

5.4 Action Items

The statuses of the different action items were reviewed in accordance with the contributions received for this meeting.

Action Item
Description
Company
Status

1
Provide contributions on charging requirements

Operators are requested to provide contributions

2
Provide a contribution on the minimum set of attributes for the presence information. Discussion on e-mail exploder on this issue is desirable.

Closed

3
Provide contribution in order to clarify the meaning of watcher information, to provide use cases where this information can be used and to detail the privacy of watcher.
Ericsson
Closed



4
Review SA2 Technical Report in order to provide them comments on the paragraph related to presence service.

Closed



6 Incoming LS

Tdoc
Subject
Source

S1-PS-010108
LS to TSG-SA1 on TSG-SA Presence Service WID (S2-012434)
TSG-SA2

S1-PS-010109
TSG-SA2 Presence Service WID (S2-012405)
TSG-SA2

S1-PS-010110
Report of TSG- SA2 Presence Service adhoc (S2-012432)
TSG-SA2

S1-PS-010108: 

The Chairman summarised the discussion, which took place in the SA2 Presence meeting. There were discussions on architectures proposed by several companies. There was a general agreement to introduce a presence server. Some concerns were expressed about the important amount of information, which may need to be exchanged between the different network nodes. There was also discussion on the attributes needed in the Presence Information. Contributions were differed to the next SA2 meeting on 11th-12th October in Seattle and discussion on SA2 reflector was encouraged.
Noted

S1-PS-010109:

This document is the Work Item created by SA2 in their last meeting. In the SA2 group, there was discussion about the scope of Presence in R5 and about the opportunity of limiting presence to the IMS domain. The WI will be sent to the SA plenary for approval.

Noted.

S1-PS-010110: Full report of the SA2 meeting
Noted

7 Presence Service requirements (TS 22.141)

7.1 Presentation of current draft

Tdoc
Subject
Source

S1-010841
Presence Service Stage 1 (TS 22.141v200)
Presence Service Adhoc

Noted.

7.2 Revision of current draft

7.2.1 Watcher information

Tdoc
Subject
Source

S1-PS-010116
Use of Watcher Information
Fujitsu

S1-PS-010121
Watcher info
Ericsson

S1-PS-010116:

The importance of watcher information was recognised by the group, however it was commented that the watcher information should be retrieved in the similar way as presence information and that therefore watcher rules should also be stored within the presence server. 

The use of the requirement (already existing in the TS) that offers the possibility for the presentity to withhold its identifier was questioned.

It was asked what the relationships between the watcher information and the buddy’s list are. It was answered that buddy’s list is more at an application level and are not defined in the Presence Server.

After discussion about the document from Ericsson on the same issue, it appeared that there was no consensus on the change proposed by this Tdoc.

Noted.

S1-PS-010121:

It was asked what the content of watcher information would be. It was answered that presence information and watcher information should be considered in the same way, but the content itself does not necessarily need to be same.

It was commented that the proposed changes might introduce useful flexibility, but that it would add complexity to the presence service. It was objected that the watcher information and watched information would need to be published, and this contribution is only trying to avoid them to be published in a non-standardised way.

It was proposed to note the proposal and to keep it as a potential extension in Release 6. It was objected that these requirements might have impacts on the architecture choice done in R5. Another option could be to indicate that other extensions of watcher information are FFS.

It was decided to note the document.

7.2.2 Charging

Tdoc
Subject
Source

S1-PS-010113
Charging and Billing
BT

Not available. To be provided to the next meeting.

7.2.3 Attributes

Tdoc
Subject
Source

S1-PS-010112
Minimum Set of Attributes to be supported within the Presence Service
BT

S1-PS-010115
List of minimum attributes within Presence Information
Fujitsu, Openwave

S1-PS-010117
Minimum set of Presence Information attributes
ETSI

S1-PS-010118
User Status
Comverse

These 4 contributions were first presented, and afterwards the group tried to reach a consensus on the minimum set of attributes.

S1-PS-010112:

It was clarified that all the attributes described in the Tdoc should be mandatory, but for example if location service is not supported in the network, the location field would be null.

The use of the “Presence Information Supported” attribute was discussed. It was explained that this attribute could be useful in order to give to the watcher an indication about the validity/reliability of the status information. (e.g. if the network serving the presentity does not support the presence service, then the presentity is not able to update its status for example)

It was commented that in the presence information proposed in this Tdoc, it was difficult to make the link between the attributes and the tuples. It was answered that the aim of the contribution was to identify the interesting attribute, and not to structure them according to the “tuple- model”.

It was asked if this presence information corresponds to the one exchanged between two presence servers or to the one sent out to watchers. It was answered that this presence Information corresponded to the one sent to the presence server, but this is not the presence information that is going to go the watchers.

It was commented that Presence Information should not be dependent on the fact that the device is connected or not. It was objected that you might be watching the device instead of watching the person.

It was asked why the communication address, defined in the IETF RFC, was not part of the minimum set of attributes. It was answered that this was regarded as a part of the available/non available attribute as a text input, and was not regarded as an attribute on its own.

Concerns were expressed on the fact that if a device is switched off, the access to the availability attribute was no longer possible. This would restrict the implementation possibilities.

It was asked how the presence of the devices and the presence of the user could be related in the proposed model for presence information. It was answered that this model was concentrating on the case where only one device is used, and not on the multi-devices case. 

It was commented that the definition on the minimum set of attributes should concentrate on the need of interoperability between operators.

S1-PS-010115:

The use of contact address could raise some privacy issue.  It might be more appropriate to use a temporary contact address. 

S1-PS-010117:

It was commented that the problem with location was to define what level of accuracy was needed in the location information.

It was commented that it should not be mandatory for the watchers to implement two different interfaces: Presence interface and OSA interface to retrieve location information.

S1-PS-010118:

This contribution proposed a set of values for the status within the presence information. It was commented that this status was not enough in the case where the user is attached to the network and does not want be reachable.

It was added that it was important that the user has some control over the information published to the watcher. (the status proposed is only network controlled).

It was highlighted that the privacy of such an attribute is very important, and access to the presence information is not quite as secure as the OSA interface. 

Step 1: After the presentation of all these contributions, it was decided to consolidate a list of potential attributes with their corresponding range of values.

Attribute
Range of values

User Status
Open, Closed, Not Disclosed

Network Status
CS/PS/IMS attached, detached (3values), status not known

Location
LCS,GPS…. , NULL

Terminal Capabilities
Type, additional equipment, …., NULL

PS Network Capabitlity 
Yes, No

Priority
Values, Null

Text
Free Format Field

Communication means
Sms, tel, mail…, NULL

Contact Address
e.g. MSISDN, NULL

It was commented that user status and network status are orthogonal and should not be interconnected. 

 It was commented that the range of values for location attribute was difficult to define.

It was commented that the terminal capability attribute can only give a hint on what the terminal capabilities are because it’s a dynamic attribute.

The format of the contact address will be specific for each communication means.

Step 2: The group then decided to indicate for each attribute if it is managed by the user and/or or by the network.

Attribute
Range of values
User Manageable
Network Manageable

User Status
Open, Closed, Not Disclosed
Yes
Yes

Network Status
CS/PS/IMS attached, detached (3values), status not known
No
Yes

Location provided by the User
Free Format Text
Yes
No

Location provided by the Network
LCS,GPS…. , NULL
No
Yes

PS Network Capability 
Yes, No
No
Yes

Priority
Values, Null
Yes
No

Text
Free Format Field
Yes
Yes

Communication means
Sms, tel, mail…, NULL
Yes
Yes

Contact Address
e.g. MSISDN, NULL
Yes
Yes

It was decided to split the location information into two parts: a location attribute controlled by the network and another one controlled by the user. The information provided by the user could for example be a postcode, whereas the information provided by the network could by location provided by LCS.

It was commented that there are already mechanisms existing in the network to provide terminal capabilities (e.g. WAP User Agent Profile) and the use of this attribute was not really clear. Therefore it was decided to remove the terminal capabilities attributes.

It was debated if the text attribute could also be network manageable. The network could for example provide information to the watcher (e.g. an alert message). It was commented that the meaning of network manageable would need to be clarified: if the information is provided by the network according to preferences set up by the user, does it mean that the attribute is network manageable? It was commented that the user should have the ultimate control on the value of the text field. It was decided to leave the text attribute user and network manageable for the time being.

The communication means could be provided by the network in accordance with subscription information, therefore it’s mentioned as network manageable.

Step 3:

The group then tried to define for each attribute if it is mandatory for a presence service to implement it. In the following table, if an attribute is mandatory it means that the presence service must support it, but the content of this attribute might be empty. If an attribute is optional, it means that it needs to be standardised, but the presence service does not necessarily need to support it.

Attribute
Range of values
User Manageable
Network Manageable
Mandatory / Optional

User Status
Open, Closed, Not Disclosed
Yes
Yes
M

Network Status
CS/PS/IMS attached, detached (3values), status not known
No
Yes
O

Location provided by the User
Free Format Text
Yes
No
O

Location provided by the Network
LCS,GPS…. , NULL
No
Yes
O

Priority
Values, Null
Yes
No
O

Text
Free Format Field
Yes
Yes
O

Communication means
Sms, tel, mail…, NULL
Yes
Yes
M

Contact Address
e.g. MSISDN, NULL
Yes
Yes
M

It was commented that network status is not useful for services such as Instant Messaging, therefore this attribute should not be mandatory. It was objected that this attribute could provide an indication about the reliability of the user status (e.g, if the user is not connected to the network, it might mean that the user status has not been updated for a long time). However, if the user is connected the network that does not mean that the user status is updated, moreover the expiry time of presence information (required in the current TS) is intended to avoid the user status to stay in the presence information for a too long time.  Therefore, although BT wanted to keep the attribute mandatory, it was decided to indicate the network status as optional.

It was commented that the PS Network Capability attribute could be useful in order to give an indication to the watcher about the reliability of the presence information. However, the potential use of this attribute was unclear for the group. Moreover, it was commented that the most important thing is that the Home Network supports the Presence Service, the Visited Network is only providing the bearer. It was decided to remove this attribute.

Some companies preferred to see the Contact Address and Communication means as optional. But it was commented that the IETF RFC specifies these attributes explicitly and therefore they should be mandated in order to allow interworking with the Internet. Moreover, the user status might not be enough in most of the cases, because the watcher will also expect to receive a contact address. It was objected that because of security issue, the operator may not want to store this attribute in their network. It was decided to keep communication means and contact address as mandatory for the time being.

Step 4: 

The Chairman invited contributions based on this initial working list of the minimum set of attributes for the user presentity for the next Presence meeting (contributions proposing to introduce the attributes as proposed in the table, or contributions proposing modifications to this table). The meaning of “mandatory” might for example need to be clarified. Discussion on the exploder list is more than welcome.

The four input documents were noted.

7.2.4 Others

Tdoc
Subject
Source

S1-PS-010119
Device as presentity merged
Ericsson

S1-PS-010120
Replay attack
Ericsson

S1-PS-010122
Some thoughts how to make the 3GPP Presence Service a success in Release 5
Siemens

S1-PS-010123
Replay attack
Ericsson

S1-PS-010119:

It was asked why “device” is used in the TS instead of “UE”. It was answered that device might include non-wireless devices.

It was commented that it was not clear what the proposed changes were adding or removing from the Presence Service.

It was commented that the user-oriented view might be the most important one, however there could be cases where the device-oriented approach is also useful.

Some companies supported the fact to link the user with only one device, because they do not want to build presence information for different devices. 

There was mostly support of the change, but there was no consensus to know if it was really useful, or if it was not precluding something.

The Chairman invited Ericsson to take the comments into account and to eventually make a new contribution on the exploder list.

The document was noted.

S1-PS-010120  & S1-PS-010123:

It was commented that replay attacks was just an example amongst other attacks. The principle of the contribution was agreed. The Tdoc was reviewed in Tdoc S1-PS-010123, in which replay attacks, eavesdropping and tampering are mentioned just as examples of attacks. Only changes in the last 4 sentences of this Tdoc are needed.
S1-PS-010120 Noted. S1-PS-010123 Noted (principle agreed). Ericsson will need to provide the corresponding CR for the next Presence Meeting.

S1-PS-010122:

It was commented that IMS is optional in UMTS, therefore restricting Presence to the IMS domain would make Presence optional in R5.

It was explained that in SA2, it was already considered to limit Presence Service to the IMS domain.

It was commented that the advantage of limiting the scope to the IMS domain was not obvious. Moreover the amount of work in SA2 will depend on the list of attributes defined by SA1.

The Chairman reminded that the next SA plenary will decide which functionality is going to be part of R5, therefore it was decided to differ any decision until feedback from this plenary is received.

Noted.

7.3 Review of TSG-SA2 Push TR 23.974

Tdoc
Subject
Source

S1-PS-010114
Comments on SA2 Push technical report

Fujitsu

It was commented that the CS/PS attachment could be provided by the presence service to the push server. However, as this is optional for the moment, the Push Service can not rely only on the Presence Service to get this information.

It was explained that the Push TS is currently on hold and therefore there is no urgent need to communicate with SA2. Moreover SA2 has sent a LS to SA1 requiring information on push service, therefore it might be better to wait for the next SA1 plenary to send back a LS

It was decided to postpone the output LS to the next meetings.

Noted.

8 Work plan

Tdoc
Subject
Source

S1-PS-010107
Presence Service work plan
Presence Chairman

It was decided to arrange the next meeting on the 16th October afternoon and on the 17th October morning in Loipersdorf (Austria).

The main objectives of this meeting will be to finalise the list of attributes, to identify charging requirements, to refine security requirement, and to draft LS to SA3 and SA5.

9 Review of agreed output documents and action items

9.1 Output documents

Tdoc
Subject
Source

S1-PS-010106
Report of Presence Service meeting Sophia Antipolis, 17th-18th September, 2001
Fujitsu

The group did not review this output document.

9.2 Action Items and other issues

Action Item
Description
Company
Status

1
Provide contributions on charging requirements

Open

Operators are requested to provide contributions

2
Provide a CR reflecting changes proposed in S1-PS-010123 on replay attacks
Ericsson
Open

3
Provide contributions on the list of minimum attributes

Open

4
Draft LS to SA3 and SA5 in order to inform them of the Presence Service work

Open

10 Close of meeting

The chairman thanked delegates for their contributions and comments.
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NAME
ORGANISATION
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Siemens
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12 Annex B: List of Tdocs

Tdoc
Subject
SOURCE
Decision

S1-010613
Response to SA1 LS on Push
S2
Noted

S1-010703
Report of Presence Service meeting Lake Tahoe, 9th-13th July, 2001
Fujitsu
Noted

S1-010841
Presence Service Stage 1 (TS 22.141v200)
Presence Service Adhoc
Noted

S1-PS-010105
Presence Service agenda
Presence Chairman
Noted

S1-PS-010106
Report of Presence Service meeting Sophia Antipolis, 17th-18th September, 2001
Fujitsu
Not seen by the group

S1-PS-010107
Presence Service work plan
Presence Chairman
Noted

S1-PS-010108
LS to TSG-SA1 on TSG-SA Presence Service WID (S2-012434)
TSG-SA2
Noted

S1-PS-010109
TSG-SA2 Presence Service WID (S2-012405)
TSG-SA2
Noted

S1-PS-010110
Report of TSG- SA2 Presence Service adhoc (S2-012432)
TSG-SA2
Noted

S1-PS-010111
Comments on 3GPP’s Presence liaison from IETF 51st meeting
Openwave
Noted

S1-PS-010112
Minimum Set of Attributes to be supported within the Presence Service
BT
Noted

S1-PS-010113
Charging and Billing
BT
Withdrawn

S1-PS-010114
Comments on SA2 Push technical report

Fujitsu
Noted

S1-PS-010115
List of minimum attributes within Presence Information
Fujitsu, Openwave
Noted

S1-PS-010116
Use of Watcher Information
Fujitsu
Noted

S1-PS-010117
Minimum set of Presence Information attributes
ETSI
Noted

S1-PS-010118
User Status
Comverse
Noted

S1-PS-010119
Device as presentity merged
Ericsson
Noted

S1-PS-010120
Replay attack
Ericsson
Noted. Updated in S1-PS-010123

S1-PS-010121
Watcher info
Ericsson
Noted

S1-PS-010122
Some thoughts how to make the 3GPP Presence Service a success in Release 5
Siemens
Noted

S1-PS-010123
Replay attacks
Ericsson/Castle Consulting
Noted. Principle Agreed. Ericsson tasked to provide a CR







