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Summary

This contribution attempts to bring together aspects from many contributions handled at previous meetings and some recent IETF SIP drafts to derive a simple model that can be built upon and refined as necessary to meet agreed requirements. In particular, it proposes a working assumption back to back User Agent (UA) model for controlling call legs and illustrates two service scenarios using proposed new SIP extensions. 

This work in some way builds upon contribution S2-010528 from Lucent Technologies handled at the Gothenburg Meeting in February 2001 [4], where it was concluded that…
'It is essential that the S-CSCF and other network nodes that incorporate the Call Model should be able to initiate and terminate their own SIP transaction. Hence, the S-CSCF should incorporate the UA capabilities and employ them when communicating with other network elements and UEs.'
Introduction

What is the best way to model a SIP call in the IMS so that an Application Server (AS) based application may control and/or monitor a single call leg or multiple call legs?

This is a key question that needs to be answered so that the architecture for the S-CSCF, Application Server, IM SSF and OSA SCS can be understood and agreed in SA2.

At the SA2 Service Provisioning/Architecture meeting (5th/6th April 2001) a number of contributions were submitted covering many requirements and possible solutions, but none of these appear to describe a simple model that can be considered for adoption as a working assumption in 3GPP for the IMS. 
Discussion

To simplify the problem, it is assumed that OSA SCS based applications and CAMEL IM SSF based applications use the same modelling in the S-CSCF as Application Server based applications use. This seems reasonable if the SCS (in the case of OSA) and IM SSF (in the case of CAMEL) are assumed to handle interworking to the IMS Call Model.

Figure 1 illustrates a simplified architecture with OSA SCS and IM SSF removed.  Using this simplified architecture the key questions seem to be:

a) Is the IMS Call model transaction based or call state based?

b) What is the protocol between the Application Server and the S-CSCF and what is its function?

If the answer to question a) is 'transaction based' then there is no call state modelling, only transaction state modelling. If the answer to question 1 is 'call state based' then a call state model is needed. This leads to a further question: Is the state model located in the S-CSCF, in the Application Server, or is it somehow split across both network entities?

For question b),  the current working assumption is SIP+, but it is unclear exactly what SIP+ is.  Is it:

c) SIP as defined in rfc2453bis-02 (referred to below as 'core SIP')?

d) Core SIP with extensions?

e) Core SIP with encapsulated protocol (or protocols)?

f) Core SIP with extensions and with encapsulated protocol (or protocols)?

At least one company suggests SIP+ is based on SIP and describes it as a 'service control protocol'.

Analysis

Up to this point, the discussion has posed a number of important questions. Answers to these questions may lead to a model that can be considered as the basis for a working assumption. 

Clearly, 3GPP delegates have many different views on the different approaches. At this point it seems important to bring in practical/operational considerations that in some way constrain the problem and make it possible to focus on a specific model from among all of the possibilities.  Keeping in mind the multi-media nature of the IMS (compared to voice or data in the CS world), the following seem important:

Post Payment Charging: Operators must be able to charge, to charge the correct party, and to rate a call appropriately based on e.g. duration, data volume, media type(s) and routeing. It is important to have a single call record produced by a single network entity containing all call specific information. Correlation of call records is unacceptable to operators.

Pre-Payment Charging: Operators must be able to charge in real time, to charge the correct party, to rate a call appropriately (based on e.g. duration, data volume, media type(s) and routeing) to warn the customer when credit is low, to allow the customer to easily buy more credit, to force release calls when no credit remains and to bar new calls when there is no credit.

Controlling Call legs: Operators must be able to manipulate originating legs and terminating legs so that customers experience consistent and easy to use services. There are many examples of leg manipulation, baring, interpreting/changing 'B' party addresses, connecting legs to resources, applying different charges to different legs, changing presentation numbers, for pre-payment services, conference calls, user interaction, messaging, etc.

One major issue for consideration here is whether services are implemented by a UE based user agent instead of the more traditional network based call leg approach. While it seems obvious that many services may be UE based, it is clear that a there is a major problem with this approach when the UE is temporarily out of coverage or switched off. In these scenarios, UE based services are not available. This characteristic of cellular radio based communications (when compared to wired terminals) means that some services at least must be implemented in the network not the UE, e.g. call forwarding when the UE is not reachable, there is no other solution in these cases! UE based services are also prone to fraud.

Charging, fraud prevention and customer care are also critical requirements for network operators. For charging purposes, it is essential that accurate call records are produced. For fraud prevention it is essential that call records cannot be accessed, changed or deleted by unauthorised persons and that the correct person to charge is identified. For customer care, it is essential that information about services and how they operate is known and available to customer care agents.  It seems that the capabilities necessary to meet these requirements are best implemented in the network where the network operator has full control at all times. 

Assuming  that some calls do not require Application Server applications, yet all calls may be chargeable, it seems obvious that the S-CSCF must be the network entity where consolidated charging records are produced. For calls where an Application Server application is used, the application must be able to pass charging information to the S-CSCF.  Controlling Call legs is also essential as described above. Considering all of the requirements already discussed, it seems obvious that a leg-based model should exist at the S-CSCF. For charging, this ensures that correlation between charging information and call legs can be correctly handled internally in one network entity. Furthermore, control of call legs should be exercised at the S-CSCF so that the S-CSCF can apply timers as necessary for  control of failure conditions and for Pre-Pay like services.

Figure 2 illustrates a S-CSCF based call leg approach showing an incoming leg and an outgoing leg for a simple two-party call. In practice, there can be more than one outgoing leg in a multi-leg call (e.g. a conference call), but for simplicity only one outgoing leg is shown here.

Figure 3 illustrates the possibility of a leg based model where incoming and outgoing legs are combined into one model. 

Assuming that a leg-based model is considered essential, how can this model be implemented? An ideal solution would be to use existing modelling and specifications from the IETF SIP world, if they exist, perhaps with small changes (if necessary) to  adapt models and specifications to the IMS architecture.

A trawl through the IETF web-site for rfcs, drafts and memos reveals a small number of documents relevant to call control and two that are especially interesting:

1. Event Notification in SIP [1]

This document describes an extension to SIP that is a generic and extensible framework by which SIP nodes can request notification from remote nodes indicating that certain events have occurred.

A typical flow of message would be:

	
	Subscriber
	Notifier

	
	SUBSCRIBE
	Request state subscription

	
	
200
	
Acknowledge subscription

	
	
NOTIFY
	
Return current state information

	
	
200
	

	
	
NOTIFY
	
Return current state information

	
	
200
	


2. Third Party Call Control in SIP [2] 

This document discusses using SIP for third party call control. Third party call control refers to the ability of one entity to create a call in which communications is actually between other parties. A mechanism is presented that does not require any extensions or changes to SIP. 

This document includes a proposal for a Back to Back User Agent (B2BUA) where a controller takes ownership of a call setup by a different party. The controller can hang up one side, hang up both sides, reconnect the users to media servers, and so on. 

(This can be likened to Figure 3 above, where the 'model' shown in Figure 3 is the controller in B2BUA. The controller acts as a SIP UAS and a UAC as illustrated in Figure 4.)

Proposal

It seems obvious that the controller illustrated in Figure 4 may be implemented in the S-CSCF or an Application Server. A third (perhaps less obvious) possibility is that the B2BUA model is adapted in a way that the controller is split into a combination of the S-CSCF and Application Server, illustrated in Figures 5(a), (b), and (c). In Figure 5(a), incoming and outgoing legs may be independently controlled by applications using independent sessions between the Applications Server and the S-CSCF. In Figure 5(b), control of incoming and outgoing legs may be combined between the Applications Server and the S-CSCF.  In this case, UA* contains both client application and server application.

In Figure 5(a), (b) and (c), the UAS and UAC may maintain incoming leg and outgoing leg call state for the life of a call as described for B2BUA. In Figure 5(a) a UAC* and UAS* are used for controlling call legs. These are shown as UAC* and UAS* (UA* in Figure 5(b)) to differentiate user agents for control from user agents used for call legs (shown as UAC and UAS). It is proposed that the 'controller' (Figure 4) is formed by a combination of the S-CSCF and Application Server where the S-CSCF includes call leg UAS, UAC, and call timers, and outputs call charge information (call records). The UAS and UAC request instructions from the Application Server based on call leg state and allow the Application Server to hang up one side, hang up both sides, reconnect the users to media servers, and so on, as described for B2BUA (above). The Application Server may also initiate new calls. The UAS and UAC may also filter state information as determined by the S-CSCF (based on information received from the HSS or Application Server).

Figure 5(c) illustrates an alternative model where the Application Server UA* in Figure 5(b) is shown as a SIP server. This is arguably more consistent with Core SIP today.  Note: The Service Examples below are based on Figure 5(c).


The proposal then, is that the adaptations of the B2BUA model illustrated in Figures 5(a), (b) and (c) are discussed and one of them is chosen for possible adoption as a working assumption and possible inclusion in 23.228. 

Service Examples

In the following Service Examples, the proposed service control protocol is SIP based and all examples build upon the event notification in SIP extensions proposed in [1]. In addition to the event notification extensions, new extensions may be necessary for UAS and UAC control by the Application Server, including timers, charging and leg control. One possibility is that these extensions may take the form of SIP messages that the UAS and UAC interpret as instructions, for example, to initiate a new call leg or change the context of an already established call leg. This approach is illustrated by service examples in Figures 6 and 7.

Another possibility to consider is applying the event notification extensions to both S-CSCF and Application Server events, i.e. treating service application decisions like events similar to call leg events. This approach is illustrated by service examples in Figures 8 and 9.

	
	UA* (S-CSCF)
	SIP Server (Application Server)
	

	
New incoming leg, UAS invoked, data from HSS indicates Application Server control may be required and Application Server address
	







INVITE     F1
	

	
	
OK     F2
	

	
	
ACK     F3
	

	

	

SUBSCRIBE    F4
	Communication established.

Pre-pay service application invoked, control is required

	Control accepted.
	
OK    F5
	

	
	

FILTER    F6
	Inform UAC of list of call event notifications required (i.e. filtering)

	Filtering accepted and list of call event noted
	
OK    F7
	

	
	

CONTROL    F8
	Inform UAC of call timer(s) required and allow call continue

	Timer info noted
	
OK    F9
	

	
Call event (both way RTP established), and call timer started
	


NOTIFY    F10
	

	
	
OK    F11
	Start of call and media type noted

	Call completed, RTP path closed, send duration info to UAS
	

NOTIFY    F12
	

	
	
OK    F13
	Call duration noted, remaining credit adjusted

	
	
CHARGE    F14
	Send UAS/UAC call charge information for call record

	Charge information accepted
	
OK    F15
	

	
	
BYE    F16
	

	End of control and event reporting for this call
	

OK    F17
	End of control and event reporting for this call


Figure 6: Example Pre-pay Call SIP Based Call Control Message Flows Using Proposed 'Filter', 'Control' and 'Charge' SIP Extensions

Figure 6 illustrates an example call duration based pre-pay call where the user has sufficient credit to complete the call. Call timing is carried out by the UAS/UAC. Only one media type is used for the whole duration of the call. This example uses the event notification extensions, subscribe and notify and new extensions (proposed in this contribution) for, 'Filter', 'Control' and 'Charge'. Event notification extensions are used to inform the Application Server when call leg events occur.

	Flow
	Figure 6 Message Flow Description

	F1
	New incoming leg, UAS invoked, data from HSS indicates Application Server control may be required and Application Server address, UAS suspends handling this call and waits for instructions, S-CSCF UA* invoked, UA* attempts to initiate session with Application Server UA*, INVITE includes calling and called party address info.

	F2
	Application Server UA* invoked, Pre-pay Service Application has identified that control of this call is required and is ready to continue.

	F3
	S-CSCF UA* confirms, communication between S-CSCF UA* and Application Server UA* is established .

	F4
	Prepay Service Application requires control of this call and informs UAS

	F5
	UAS confirms control of this call is accepted.

	F6
	Pre-pay Service Application sends list of notify events and control events for this call to UAS.

	F7
	UAS confirms list has been received and accepted.

	F8
	Pre-pay  Service Application sends call timer info to UAS and instructs UAS to continue with this call.

	F9
	UAS confirms timer info accepted and call processing resumed. UAC is invoked. Call handling is resumed.

	F10
	UAS notifies Pre-pay Service Application that both way RTP has been established (i.e. chargeable call has been established) and media type.

	F11
	Pre-pay Service Application acknowledges start of chargeable call.

	F12
	Call has been completed, UAS passes call duration info to Pre-pay Service Application. Pre-pay Service Application adjusts remaining credit.

	F13
	Pre-pay Service Application confirms receipt of call duration info.

	F14
	Pre-pay Service Application instructs UAS to include Pre-pay service charge info in call record.

	F15
	UAS confirms charge info received and has been appended to call record.

	F16
	Pre-pay Service Application completed, control relationship no longer required, Pre-pay Service Application requests termination of communication.

	F17
	UAS confirms termination of communication.


	
	UA* (S-CSCF)
	SIP Server (Application Server)
	

	
New incoming leg, UAS invoked, data from HSS indicates Application Server control is required and Application Server address
	






INVITE    F1
	



	
	
OK    F2
	Service application invoked

	
	
ACK    F3
	

	
	

SUBSCRIBE    F4
	Event information/control is required

	Control accepted
	
OK    F5
	

	
	
FILTER    F6
	Identify list of event notifications required

	List of events noted
	
OK    F7
	

	
	
CONTROL    F8
	Continue with call

	
	
OK    F9
	

	
Call event, no answer timeout or not reachable detected
	


NOTIFY    F10
	

	
	
OK    F11
	

	
	
CONTROL    F12
	Forward call to mailbox 

	Re-routing handled by UAS/UAC
	
OK    F13
	

	Mailbox answer detected
	
NOTIFY    F14
	

	
	
OK    F15
	Mailbox answer noted

	
	
BYE    F16
	End of monitor/control for this call

	End of monitor/control for this call
	
OK    F17
	


Figure 7: Example No Answer or Not Reachable SIP Based Call Control Message Flows Using Proposed 'Filter', and 'Control' SIP Extensions 

Figure 7 illustrates an example No Answer or Not Reachable call where a S-CSCF based timer has determined no-answer, or not-reachable has been detected. This example uses the event notification extensions, subscribe and notify and new extensions proposed here, filter, and control. Event notification extensions are used to inform the Application Server when call leg events occur.

	Flow
	Figure 7 Message Flow Description

	F1
	New incoming leg, UAS invoked, data from HSS indicates Application Server control may be required and Application Server address, UAS suspends handling this call and waits for instructions, UA* invoked, UA* attempts to initiate a session with the Application Server , INVITE includes calling and called party address info.

	F2
	Application Server invoked, Service Application has identified that control of this call is required and is ready to continue.

	F3
	UA* confirms, communication between UA* and Application Server is established.

	F4
	Service Application requires control of this call and informs UAS

	F5
	UAS confirms control of this call is accepted.

	F6
	Service Application sends list of notify events and control events for this call to UAS.

	F7
	UAS confirms list has been received and accepted.

	F8
	Service Application instructs UAS to continue with this call.

	F9
	UAS confirms call processing resumed. UAC is invoked. Call handling is resumed.

	F10
	UAS notifies Service Application that no answer timeout or not reachable event has been detected.

	F11
	Service Application acknowledges event info.

	F12
	Service Application instruction to UAS/UAC to re-route call (to mailbox).

	F13
	UAS confirms instruction received.

	F14
	UAS reports mailbox has answered event.

	F15
	Service Application confirms answer event info received.

	F16
	Control by Service Application no longer required. Service Application requests termination of control session.

	F17
	UAS accepts termination of control session for this call.


	
	UA* (S-CSCF)
	SIP Server (Application Server)
	

	
New incoming leg, UAS invoked, data from HSS indicates Application Server control may be required and Application Server address
	





INVITE    F1
	

	
	
OK    F2
	

	
	
ACK    F3
	

	Invite control by Application Server
	
SUBSCRIBE    F4
	Communication established

	
	

OK    F5
	Pre-pay service application invoked, control invitation accepted

	
	

SUBSCRIBE    F6
	Invite UAS to report events, and send list of event notifications required

	Event reporting invitation accepted. Filtering requirements noted
	


OK    F7
	

	
	

NOTIFY    F8
	Send UAS details of call timer(s) required and allow call continue.

	Timer info noted, call continuing
	
OK    F9
	

	
Call event (both way RTP established), and call timer started
	


NOTIFY    F10
	

	
	
OK    F11
	Start of call and media type noted

	Call completed, RTP path closed, send call duration info to Application Server
	


NOTIFY    F12
	

	
	
OK    F13
	Call duration noted, remaining credit adjusted

	
	
NOTIFY    F14
	Send call charge information for call record

	Charge information accepted
	
OK    F15
	

	
	BYE    F16
	

	
	
OK    F17
	End of control and event reporting for this call


Figure 8: Example Pre-pay Call SIP Based Call Control Message Flows using the Event Notification Model

Figure 8 illustrates an example call duration based pre-pay call where the user has sufficient credit to complete the call. Call timing is carried out by the S-CSCF. Only one media type is used for the whole duration of the call. This is the same service as in Figure 6, except this example uses event notification extensions for the S-CSCF to inform the Application Server when leg events occur, AND for the Application Server to control call legs. 


	Flow
	Figure 8 Message Flow Description

	F1
	New incoming leg, UAS invoked, data from HSS indicates Application Server control may be required and Application Server address, UAS suspends handling this call and waits for instructions, UA* invoked, UA* attempts to initiate session with Application Server, INVITE includes calling and called party address info.

	F2
	Application Server  invoked.

	F3
	UA* confirms, communication between UA* and Application Server is established.

	F4
	UAS invites Service Application to control this call.

	F5
	Pre-pay Service Application invoked, control invitation accepted.

	F6
	Pre-pay Service Application invites UAS to report call events and sends list of event notifications required

	F7
	UAS confirms event reporting invitation accepted. Filtering requirements noted.

	F8
	Pre-pay Service Application sends UAS details of call timer(s) required, and instructs UAS to allows call to continue.

	F9
	UAC invoked, confirms call continuing.

	F10
	UAS notifies Pre-pay Service Application that both way RTP has been established (i.e. chargeable call has been established) and media type.

	F11
	Pre-pay Service Application acknowledges start of chargeable call.

	F12
	Call has been completed, UAS passes call duration info to Pre-pay Service Application. Pre-pay Service Application adjusts remaining credit.

	F13
	Pre-pay Service Application confirms receipt of call duration info.

	F14
	Pre-pay Service Application instructs UAS to include Pre-pay service charge info in call record.

	F15
	UAS confirms charge info received and has been appended to call record.

	F16
	Pre-pay Service Application completed, control relationship no longer required, Pre-pay Service Application requests termination of communication.

	F17
	UAS confirms termination of communication.


	
	UA* (S-CSCF)
	SIP Server (Application Server)
	

	
New incoming leg, UAS invoked, data from HSS indicates Application Server control is required and Application Server address
	






INVITE    F1
	

	
	
OK    F2
	Service application invoked

	
	
ACK    F3
	

	Invite control by Application Server
	
SUBSCRIBE    F4
	

	
	OK    F5
	Control invited, service application invoked, control invitation accepted

	
	


SUBSCRIBE    F6
	Invite S-CSCF UA* to report events, inform S-CSCF UA* of list of event notifications required

	Event reporting invitation accepted. List of events noted
	OK    F7
	

	Call event , no answer timeout or not reachable detected
	

NOTIFY    F8
	

	
	
OK    F9
	

	
	
NOTIFY    F10
	
Forward call to mailbox 

	Re-routing handled by S-CSCF
	
OK    F11
	

	Mailbox answer detected
	
NOTIFY    F12
	

	
	
OK    F13
	
Mailbox answer noted

	
	
BYE    F14
	End of monitor/control for this call

	End of monitor/control for this call
	
OK    F15
	


Figure 9: Example No Answer or Not Reachable SIP Based Message Flows using the Event Notification Model

Figure 9 illustrates an example No Answer or Not Reachable call where a S-CSCF based timer has determined no-answer, or not-reachable has been detected. This is the same service as in Figure 7, except this example uses event notification extensions for the S-CSCF to inform the Application Server when leg events occur, AND for the Application Server to control call legs.

	Flow
	Figure 9 Message Flow Description

	F1
	New incoming leg, UAS invoked, data from HSS indicates Application Server control may be required and Application Server address, UAS suspends handling this call and waits for instructions, S-CSCF UA* invoked, UA* attempts to initiate session with Application Server, INVITE includes calling and called party address info.

	F2
	Application Server invoked, Service Application has identified that control of this call is required and is ready to continue.

	F3
	UA* confirms communication between UA* and Application Server UA* is established.

	F4
	UAS invites Service Application to control this call.

	F5
	Service Application invoked, control invitation accepted.

	F6
	Service Application invites UAS to report call events and sends list of event notifications required.

	F7
	UAS confirms event reporting invitation accepted. Filtering requirements noted.

	F8
	UAS notifies Service Application that no answer timeout or not reachable event has been detected.

	F9
	Service Application acknowledges event info.

	F10
	Service Application instruction to UAS/UAC to re-route call (to mailbox).

	F11
	UAS confirms instruction received.

	F12
	UAS reports mailbox has answered event.

	F13
	Service Application confirms answer event info received.

	F14
	Control by Service Application no longer required. Service Application requests termination of control session.

	F15
	UAS accepts termination of control session for this call.


Guidelines for SIP Extensions

The draft 'Guidelines for Authors of SIP Extensions' [3] offer guidance on using SIP. In particular, the following extract provides some guidance on using SIP as a control protocol:

'SIP is a poor control protocol. It is not meant to be used for one entity to tell another to pick up or answer a phone, send audio using a particular codec, or change a configuration parameter. Control protocols have different trust relationships than is assumed in SIP, and are more centralised in architecture than SIP, which is a very distributed protocol.'

When considering the possibility of using SIP for the IMS service control protocol it is necessary to identify and address any issues concerning trust relationships and the distributed nature of the protocol.

Conclusion

This contribution has explored some call modelling issues and introduced outline suggestions for possible modelling with supporting example message flows. It is recommended that proposed adaptations of the B2BUA model illustrated in Figures 5(a), (b) and (c) are discussed and one of them is chosen for possible adoption as a working assumption and possible inclusion in 23.228.
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Figure 5(c): S-CSCF B2BUA Model with combined Incoming and Outgoing Leg Control and SIP Server
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Figure 5(a): S-CSCF B2BUA Model with Separate Incoming and Outgoing Leg Control
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Figure 1: Simplified Service Control Architecture





Figure 2: Simple Leg-based S-CSCF Model





Figure 3: Combined Incoming and Outgoing Leg-based S-CSCF Model





Figure 4: Back to Back User Agent Model





Figure 5(b): S-CSCF B2BUA Model with combined Incoming and Outgoing Leg Control
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