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1 Introduction

The requirements on the application side interface to the S-CSCF are being examined. There is a concern that the SIP protocol is not an adequate means to transfer all the necessary data that an application might need to perform its task. This contribution explores the interface from an OSA perspective. 

Background
The OSA Service Capability Server (OSA SCS) connects an application on an application server to network functional elements as shown in Figure 1.
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Figure 1 OSA Architecture In a Centralised Configuration
OSA SCS Provides an Abstraction of Network Services to an Application.

The application side of the OSA SCS interfaces to a client application through the OSA API which provides an abstraction of the network services. The network side of the OSA SCS interfaces to various functional elements in the network. The view that an application has of the network is contained within the Service Capability Features (SCFs) of the OSA SCS; for example, call control, mobility (user location), and charging. The OSA Framework performs authentication at the application level and provides applications access to an SCF. The SCFs that form the SCS functionality perform whatever interworking is required to interface with the functional element thus hiding the network functional elements from the applications. So for example, in the IM domain an OSA application is unaware that an S-CSCF is established in the network.

Figure 4.3 in 23.228 shows a partial view of the interfaces needed to support an OSA SCS. In Figure 2 below some additional lines have been added to the OSA SCS to show what is needed when an OSA SCS is deployed in the IMS. 
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Figure 2  Modified Reference Figure 4.3 from 23.228

2 Call Control Interface

The following references to CN5 contributions are provided as evidence that CN5 has been examining the OSA API to SIP mapping. 

[1] N5-010015 Sip Support in Parlay. Presented at TSGN5 #9 in Helsinki. BTexaCT

[2] N5-010016 Parlay and SIP. Presented at TSGN5 #9 in Helsinki. BTexaCT

[3] N5-010162 SIP Support in Parlay. (Contributed, but deferred at TSGN5 #10 in Antwerp).      BTexaCT

The principle document is reference [2] and the main result from the document is that SIP functionality can be mapped to OSA multi-media call control SCF. There are few issues but these issues can and are being worked within CN5.    

3 Proposal

The proposal is to recognise that the SIP protocol interface from an OSA Service Capability Server is sufficient for call control. Also, recognise that CN5 is working on the mapping from the multi-media call control SCF within the OSA SCS to SIP.
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