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1 Background

In Tdoc S2-010854 Ericsson and AT&T proposed a general restructuring of 23.207. The outline was approved but all rephrased  content should be brought in as separate contributions.

2 proposal

This contribution proposes text to be added to the following chapters that where left empty in the proposal after the restructure drafting. The proposal is an update of  S2-010854 with the comments received during the restructuring discussion. 
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5.2
Capabilities of Functional Elements 

This section provides functional descriptions of capabilities which may be implemented in respective functional element, namely, the GGSN, the UE, and the PCF. 

5.2.1
GGSN

The following provides functional description of the capabilities of the IP BS Manager that may be implemented in the GGSN. They are DiffServ Edge Function, RSVP/IntServ Function, RSVP Sender/Receiver Proxy , Service-based Local Policy Enforcement Point, and Binding Mechanism Handling. (The IP BS manager and how it relate to the UMTS bearer service QoS management functions are shown in Figure 2 above.)

The DiffServ Edge Function shall be compliant to the IETF specifications for Differentiated Services.

The RSVP/IntServ Function shall be compliant to the IETF specifications for RSVP, IntServ, and IntServ/DiffServ interwork.

The RSVP Sender/Receiver Proxy uses information derived from the Go interface and acts as an RSVP endpoint towards the external network, generating and responding to per-flow RSVP messages on behalf of the UE.  In the uplink direction, the RSVP Sender Proxy originates the Path message on behalf of the UE. It must also periodically refresh the Path message and correctly terminate the Resv, ResvTear and PathErr messages for the session.  In the downlink direction, the RSVP Receiver Proxy and generates the Resv message on behalf of the UE.  A Resv Proxy state is installed which act as if the proxy has received a Resv from the true endpoint UE.  This involves reserving resource, if required, sending periodic refreshes of the Resv message and tearing down the reservation if the Path is torn down.  Use of RSVP is intended to enable the external network provider to support traffic engineering, efficient resource management, and call blocking if needed to handle temporary overload conditions.
The Service-based Local Policy Enforcement Point controls the quality of service that is provided to a set of IP packets (or IP “flow”) defined by a packet classifier.   The policy enforcement function includes policy-based admission control that is applied to the UMTS and IP bearers associated with the flow, and configuration of the packet handling and “gating” functionality in the user plane.   Service-based local policy decisions are either “pushed” to or requested by the GGSN via the Go interface.

Policy-based admission control ensures that the resources that can be used by a particular IP flow are within the “authorized resources” specified via the Go interface.  The authorized resources provide an upper bound on the resources that can be reserved or allocated for an IP flow.  The authorized resources may be expressed as an Intserv-style Flowspec.   This information is mapped by the translation/mapping function in the GGSN to give the authorized resources for UMTS bearer admission control.

In the user plane, policy enforcement is defined in terms of a “gate” implemented in the GGSN.   A gate operates on a unidirectional flow of packets, i.e., in either the upstream or downstream direction.  A gate consists of a packet classifier, a traffic metering function, and user plane actions to be taken for the set of packets matching the classifier.    When a gate is enabled, the packets in a flow are subject to the Diffserv edge treatment (policing or marking) as determined by traffic metering and service-based local policy.  When a gate is disabled, all of the packets in the flow are dropped.    

The packet classifier associated with a gate includes the standard 5-tuple: (source IP address, destination IP address, source port, destination port, protocol), identifying a set of packets associated with a unidirectional flow.   Elements of the 5-tuple may be wild-carded.  It is possible for a set of packets to match more than one classifier.   When this happens, the sequence of actions associated with the gates are executed in sequence.    Packets that are marked by a gate may not be (re)marked by a subsequent gate to a Diffserv Code Point corresponding to a better service class.

The Binding Mechanism Handling associates the PDP context bearer to the SIP session to support service-based local policy enforcement and QoS inter-working.  The binding information is used to reference QoS and policy decision information that is provided by the PCF. The binding information is included in PDP Context Activation or Modification messages to associate the PDP context bearer to the SIP session.  The PDP Configuration Options parameter shall be used for this purpose.  The PDP Configuration Options parameter is one of the optional parameters signalled in PDP Context Activation/Modification.  In order to allow QoS and policy information to be "pulled" from the PCF, the binding information shall allow the GGSN to determine the address of the PCF to be used. 

5.2.2
UE

This section provides functional description of the capabilities of the IP BS Manager that may be implemented in the UE.  They are DiffServ Edge Function, RSVP/IntServ Function, Binding Mechanism Handling, and Pre-conditions for SIP QoS Assured Sessions. (The IP BS manager and how it relate to the UMTS bearer service QoS management functions are shown in Figure 2 above.)

The DiffServ Edge Function shall be compliant to the IETF specifications for Differentiated Services.

The RSVP/IntServ Function shall be compliant to the IETF specifications for RSVP, IntServ, and IntServ/DiffServ interwork.

The Binding Mechanism Handling associates the PDP context bearer to the SIP session to support IP policy enforcement and QoS inter-working in the GGSN.  The binding information is included by the UE in PDP Context Activation or Modification messages to associate the PDP context bearer to the SIP session.  The PDP Configuration Options parameter shall be used for this purpose.  The PDP Configuration Options parameter is one of the optional parameters signalled in PDP Context Activation/Modification.  The Authorization Token is generated by the PCF and sent to the UE during the SIP session setup process.  The Authorization Token conforms to the IETF specification on  SIP Extensions for Media Authorization.

The Pre-conditions for SIP QoS Assured Sessions shall be according to the principles for when a UE shall regard the SIP QoS preconditions to be met, as stated in TS23.228.  The functionality shall be compliant to the IETF specification on Integration of Resource Management and SIP.

5.2.3
PCF

This section provides functional description of the capabilities that may be implemented in the PCF.  They are Service-based Local Policy Decision Point, and Binding Mechanism Handling. (The IP BS manager and how it relate to the UMTS bearer service QoS management functions are shown in Figure 2 above.)

The Service-based Local Policy Decision Point makes decisions on access to quality of service for a set of IP packets that match or do not match a packet classifier.  The decisions are based on information obtained internally from the P-CSCF, triggered by events in the SIP session, as described in call flows in TS23.228.  The decision results in the “gate” that is enforced in the GGSN.  

The Binding Mechanism Handling associates the PDP context bearer to the SIP session to support IP policy enforcement and QoS inter-working in the GGSN. The binding information is used to reference QoS and policy decision information that is provided by the PCF.  In order to allow QoS and policy information to be "pulled" from the PCF, the binding information shall allow the GGSN to determine the address of the PCF to be used.   The Authorization Token is generated by the PCF and sent to the UE during the SIP session setup process. The Authorization Token shall be unique across all PDP Contexts associated with an APN.  The Authorization Token conforms to the IETF specification on  SIP Extensions for Media Authorization.

