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1 Introduction

In QoS Scenario 6, the UE does not support RSVP and the GGSN provides RSVP inter-working to/from the external IP network.  This RSVP sender/receiver proxy function is only possible in conjunction with service based local policy control since the PCF provides the information that allows the GGSN to generate RSVP messages towards the remote destination.  These messages are sent as if they were originated by the UE.

When the UE supports RSVP for a particular flow, the GGSN must not act as an RSVP proxy
.   The GGSN and UE should not both send RSVP messages towards the external IP network, and the GGSN should not terminate RSVP messages from the external IP network that are destined for the UE.  

Thus, the GGSN must take into account UE support for RSVP in deciding whether to provide RSVP proxy functionality.  This contribution proposes that the following mechanism be used to determine when the GGSN provides RSVP proxy functionality.

1. UE indicates in the PDP context activation message that the GGSN may provide RSVP proxy functionality for media flows on the PDP context.  

2. Policy information from P-CSCF indicates that the GGSN should provide RSVP proxy functionality if consistent with the information provided by the UE.

3. UE indicates which IP media flow(s) are being activated in the PDP context activation/modification message.

2 Discussion

In the first part of this mechanism, the UE indicates that the GGSN may provide RSVP proxy functionality for flows on a particular PDP context.   The basic idea is that the GGSN only provides RSVP proxy functionality when the UE does not support RSVP.  

In the case of integrated UE, it is left to the UE implementation to determine when to indicate that it does not support RSVP, thus the GGSN may provide RSVP proxy functionality.   Since RSVP proxy functionality is only applicable when service based local policy is used, the UE indication that “RSVP proxy is allowed” only needs to be provided when an authorization token is used.

In the case of non-integrated UE, the situation is more complicated because an external client (e.g., laptop) may support RSVP.  However, when an external client supports RSVP, it is likely that the UE inter-works between RSVP and PDP context activation/modification.   For example, the UE might use RSVP messages from the client or the remote application to trigger a PDP context establishment.   When this occurs, the PDP context establishment message must indicate that “RSVP proxy is not allowed” for media flows on that PDP context.  The selection of “RSVP proxy is allowed” or “RSVP proxy is not allowed” is per PDP context since a complex UE may support native applications as well as gateway functionality for an external client.

In the second part of this mechanism, the GGSN is informed whether it should provide RSVP proxy functionality, consistent with the information provided by the UE.  This decision is based on both operator policy (e.g., whether RSVP is used in the external IP network) as well as application requirements (e.g., which media flows require RSVP signaling).  The P-CSCF in the local network is well suited to make this decision for each media flow.  This contribution proposes that the GGSN is instructed whether to perform RSVP proxy functionality via the policy control interface from the P-CSCF/PCF.

In the third part of this mechanism, the UE must indicate which media flow(s) are being activated.  When there are multiple media in a SIP session, the P-CSCF and GGSN know which media are authorized, but have no way of knowing which media are active: only the UE knows this.  Since RSVP resource reservation should be done only for active media flows, the UE must provide this information in PDP context activation/modification messages.






3 Proposal

This contributions provides the following text be added to 23.207:

x.x.x. GGSN

The GGSN performs RSVP sender/receiver proxy function for IP flows according to the following criteria:   

1. The UE indicates that “RSVP proxy is allowed” for IP media flows on this context via information carried in the PDP context activation/modification request,  

2. The P-CSCF/PCF indicates via the Go interface that the GGSN should provide RSVP proxy functionality for a particular IP media flow, and

3. The binding information in the PDP context activation/modification identifies an IP media flow for which the GGSN is providing RSVP proxy functionality.

x.x.x UE

The UE indicates in the PDP context activation/modification message that “RSVP proxy is allowed” in the GGSN according to the following criteria:

1. The UE includes binding information in the PDP context activation request, and

2. The UE knows that the application does not support RSVP.

x.x.x PCF

The PCF shall indicate via the Go interface when the GGSN should perform RSVP proxy functionality for an IP media flow, based on operator policy and application requirements.   




















































� Another option would be for the GGSN to provide “back-to-back” RSVP proxy functionality, towards both the UE and the external network. However, when the UE supports RSVP, it makes sense to forward RSVP messages to/from the external network rather than terminating them in the GGSN.





