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1.
Introduction

The QoS ad-hoc group has discussed in past meetings (Gothenburg, LA, Japan) both the push and pull model for policy interactions between the PEP in the GGSN and PCF. In general, it was felt the pros and cons of the pull model favoured it over the push model. 

One of the major pros of the push model is that it seemed to provide a lower post-dial delay. But internal Nortel simulations have shown that the difference in post-dial delay between the pull and push model where negligible. On the other hand, the push model is more complex than the pull model since it would require the PCF to have network topology knowledge in order to be able to determine the correct GGSN to push decisions to.

Therefore, this contribution proposes the pull model as the only model for policy interaction.

This contribution brings clarification to the text in 23.207. It also removes the push model reference from the text, the annex and from tdoc S2-010438 (which was a baseline for further work).
2. Recommendations

We propose the following changes to 23.207:

[SKIPPED TEXT]

5.1.1.2.1
Policy Enforcement Point in the GGSN

The following shall be taken as the basis for further work.

This section provides a functional definition of the Policy Enforcement Point (PEP) implemented in the IP bearer service manager in the GGSN in order to meet UMTS architectural requirements.

The Policy Enforcement Point (PEP) controls access to quality of service for a set of IP packets that match a packet classifier. The GGSN shall request a policy  decision from a policy control function in response to a QoS signalling event detected by the GGSN.

Policy enforcement is defined in this section in terms of a “gate” implemented in the GGSN.  A gate is a policy enforcement function for a unidirectional flow of packets, e.g., in either the upstream or downstream direction.  At a high level, a gate consists of a packet classifier, a resource “envelope,” and an action taken when the set of packets matching the classifier exceeds the resource envelope.  

Unidirectional gates are used since the basic unit of IP bearer service resource allocation is for unidirectional flows.   For example, a downstream-only gate would be used when an application on a UE has subscribed in a receive-only mode to an IP multicast session.   A downstream-only flow is also needed to support "remote ringback" in an IP telephony application, where the ringback signal is generated remotely by a PSTN gateway or remote UE.  For this application, to avoid certain theft of service scenarios it is necessary to enable the downstream flow of packets to the session originator, while not enabling the upstream flow of packets until the remote UE picks up.  When access to QoS for a flow of packets in both directions is desired, a pair of gates is used.  

The information that may be associated with a gate is described below.  This information is not necessarily the only information that might be used, but is intended to cover the currently understood applications.  A gate is described by the following information:

· Packet classifier

· Authorized envelope

· Action 

· Resource identifier

· Reserved envelope

The packet classifier associated with a gate is described by one or more of the following:

· Direction

· Source IP address 

· Destination IP address 

· Source port

· Destination port

· Protocol

· DiffServ code point (DSCP)

The direction indicates whether the gate is an upstream or downstream gate.   The source IP address and port identify the source IPv4 or IPv6 address and port, as seen at the GGSN.  The destination IP address and port identify the destination IPv4 or IPv6 address and port, as seen at the GGSN.  The protocol field identifies the IP protocol type of the packet. The DiffServ code point identifies the class of service associated with the packet.   With the exception of the direction, these fields can be wild-carded.  For example, in a SIP session, the source port for the bearer is not exchanged in SIP signaling messages, and therefore cannot be set up when the gate is initialized.

The authorized envelope defines an upper bound or "envelope" of the resources that are authorized for the set of packets defined by the packet classifier.   The authorized envelope can authorize more resources than are actually used.  Since the authorized envelope defines IP bearer resources towards or from the external network, it is appropriate to express it in terms of IP bearer resources such as a peak information rate, mean information rate, and token bucket size to or from the external network.  For example, an Intserv Flowspec is an appropriate representation of IP bearer resources.   The authorized envelope is mapped to (a range of) UMTS bearer resources by the translation function in the GGSN when necessary.   
The action defines the action to be taken when the set of packets defined by the packet classifier exceeds the authorized envelope (or reserved envelope, below).  The action includes marking out-of-profile packets with a particular Diffserv Code Point (DSCP), marking in-profile packets with a particular DSCP, shaping to a token bucket, or packet dropping. 

According to the above definitions, a set of packets may match more than one classifier.  When this happens, the actions associated with the each of the applicable gates are considered to be executed in sequence, in the order in which the gates were configured in the GGSN.    Packets that are marked by a gate may not be (re)marked by a subsequent gate to a DSCP corresponding to a better service class.

The resource identifier identifies a set of resources that can be shared by multiple gates, e.g., for several sessions.   For example, the resource identifier might allow a UE to share a single set of resources for two sessions that do not simultaneously use the resources, such as during call waiting.  The resource identifier would be included in the IP bearer service information element of a PDP context activation/modification request to support this function. 

The reserved envelope defines an upper bound or "envelope" of the resources that are reserved for a bearer.  The reserved envelope is advantageous if it is possible for a UE to  reserve more resources than are actually used.  For example, during call waiting, the UE might maintain a reservation for a high quality codec for a temporarily inactive session, while using a lower quality codec for the active session.  The reserved envelope implies that resource reservation performs admission control, and if successful, sets aside the requested resources in a pre-emptible mode.  Support for this functionality requires the PDP context activation and modification procedures to distinguish between reservation requests and resource use.  

 An authorization token uniquely identifies policy information corresponding to one or more gates  at a GGSN.  The authorization token can be used to correlate resource reservation requests from the UE (e.g., PDP context activation request) with authorization commands from the PCF.  To support this function, the authorization token needs to be included in the PDP context activation request, the policy control interface, and SIP signaling messages between the proxy CSCF and UE. .  

5.1.1.2.2
Policy Control Interface

IP QoS admission control manages allocation of QoS resources based on administrative policy and available resources.  Admission control based on administrative policy is performed using a client/server architecture involving policy enforcement in the IP bearer service manager in the GGSN, and a policy control function (PCF
The Common Open Policy Service (COPS) protocol [3] is used as the client/server protocol between the PEP and the PCF. The COPS client (PEP) shall request a policy decision from the PCF triggered by a QoS signaling  event.  . 
The COPS protocol supports several messages between a client and server.   These messages consist of the following operations that may be performed:

· Client-Open/Client-Accept/Client-Close

· Request

· Decision

· Report State

· Delete Request State

· Keep Alive

· Synchronize State Request/Synchronize State Complete.

There are two standard models of COPS protocol. 

In the configuration or push model [RFC 3084], on initialisation the PEP initiates a request to the policy server specifying its client-type and the context of its request. The policy server provisions the PEP with all of its configuration policies in the form of several decisions. This is a static policy provisioning approach in which the PEP does not require an internal signal or event to initiate a request. In fact, the request can be made for a particular interface, module or functionality that may be specified in a COPS request.
The COPS outsourcing or pull model supports a dynamic policy provisioning approach. In this model, the PEP initiates a COPS request on detection of an QoS signalling event that requires policy decision. An incoming QoS signaling message (e.g RSVP) to PEP is an example of such an event that requires a policy decision on the QoS request. The PEP encapsulates the QoS objects in a COPS request message to the policy server. The policy server makes a decision and sends a decision message back to the PEP. A unique handle, specified in both request and its corresponding decision identifies the request state. The PEP can update a previously installed request state by reissuing a request for the previously installed handle. The policy server now makes new decisions and sends the solicited decisions back to the PEP. Likewise, the policy server may also change a previously issued decision on any currently installed request at any time by sending an unsolicited decision to the PEP. The PEP must enforce the unsolicited decisions and report the status in a “Report” message. 

The pull model shall be used for responding to incoming QoS signalling at the GGSN.  For any events occurring at the policy server in the subsequent phases, an unsolicited decision mode of the COPS protocol should be used to communicate new decisions to the PEP.



Considering the COPS pull model for the policy authorization, the messages sent by the PEP are request, update, report and delete messages, whereas from the PCF side the messages are decision and update.

[SKIPPED TEXT]

 Annex B (Informative): Call Flow: QoS Interaction Procedures

B.1
Authorize QoS Resources
The Authorize QoS Resource functional block is triggered by the P-CSCF receiving a SDP message. The SDP message contains sufficient information about the session, such as the end-points, bandwidth requirements and the characteristics of the media exchange. The P-CSCF initiates a Policy Setup message to the policy control function (PCF) for the session. The PCF shall authorize the required QoS resources for the session and install the IP bearer level policy. In order to ensure that the IP bearer flow correlates to the one approved during the SIP session establishment, the SIP extension of Media-Authorization-Token proposed in [draft-dcsgroup-sip-call-auth-02.txt] may be used.

The Authorization-Token could be generated by the P-CSCF and sent to the UE in the SIP Invite Message. For the origination UE, the Authorization-Token maybe included in the SIP message (183) from P-CSCF to the UE; for the termination UE, the Authorization-Token maybe included in the SIP Invite message from P-CSCF to the UE.

The PCF makes decision using the installed IP policy rules and communicates these decisions to the IP bearer Manager in the GGSN, which is the Policy Enforcement Point (PEP) for IP bearer. The interface between the PCF and PEP is the COPS protocol currently being defined by IETF.

The IP policy shall be implemented with COPS with   the pull model In the pull model, the IP policies are outsourced to the PCF. The PEP shall query PCF for policy decisions.






1. 
2. 
3. 
4. 
The follow is the message flow for the “Authorize QoS Resource” block with the COPS pull model .


[image: image2.wmf]GGSN

P-CSCF/

PCF

(1)SDP

(2)SDP


Figure B.2 Authorize QoS Resource – Pull Model

1. The SIP “SDP” message is received by the P-CSCF. The P-CSCF authorizes the session with the media QoS information in the SDP message carried by SIP and setup the IP level policy for the session in the local PCF.
2. Upon successful authorization of the session, the P-CSCF forwards the SDP message to the UE. For the origination UE, the Authentication-Token will be included in the SIP message carrying the SDP. For termination UE, the Authorization-Token may be sent to UE in the SIP Invite message from P-CSCF to the termination UE.

B.2
Resource Reservation

Currently, six scenarios for supporting end-to-end QoS are identified in 23.207. The procedures for bearer establishment, resource reservation and policy control for the six scenarios need to be worked out (or ruled out).

It is assumed that a signaling PDP Context exists and the setup of the PDP Context is not shown in the following diagrams. Resource reservation in UMTS domain such as RNC and SGSN will follow the UMTS RAB establishment procedures.

B.2.1
Resource Reservation without IP BS Mgr in UE

[This section to be added in future work.]

B.2.2
Resource Reservation with IP BS Mgr in UE and UMTS QoS signaling

[This section to be added in future work.]

B.2.3
Resource Reservation with End-to-End RSVP Carried Transparently

[This section to be added in future work.]

B.2.4
Resource Reservation with End-to-End RSVP

(This corresponds to QoS scenario 4.  It is not implied that QoS scenario 4 is the primary QoS scenario under consideration.)

RSVP discriminates between sessions by providing some sessions with better service at the expense of other sessions. Therefore, mechanisms for controlling and enforcing access and usage policies are necessary. With the extension of POLICY_DATA objects, RSVP fits very nicely with the COPS policy control framework.

The section provides the flows for bearer establishment, resource reservation and policy control with RSVP.]. Following the convention for call flow, the flows are presented separately as Mobile Origination (MO) part and Mobile Termination (MT) part.

[Editorial Note:  diagrams in Subsection B.2.4 depict one possible signalling sequence, however, the alternative signalling sequences below are possible and are for further study: 

-  to trigger the Create PDP Context Request message after the PATH message.

-  to trigger the Create PDP Context Request message after the RESV message.]
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The following is the MO part of the flow with COPS pull model. 
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Figure B.5  MO Resource Reservation with RSVP – Pull Model

1. The UE sends an Activate (Secondary) PDP Context message to the SGSN with the UMTS QoS parameters. The UE may also include the Authorization-Token in the Activate or Modify PDP Context message.
2. The radio access bearer (RAB) setup procedure is performed.

3. The SGSN sends the corresponding Create (Secondary) PDP Context message to the GGSN.

4. The GGSN sends a REQ message to the PCF to authorize the PDP context activation request.

5. The PCF authorizes the PDP context activation request and sends a DEC message back to the GGSN.

6. The GGSN sets up the PDP Context and sends a Create (Secondary) PDP Context Response message back to SGSN.

7. The SGSN sends an Activate (Secondary) PDP Context Accept message to UE.

8. UE sends a RSVP PATH message to GGSN with the SENDER_TSPEC mapped from the media QoS information carried in the SDP message. The UE may also include the Authorization-Token in the POLICY_DATA object.

9. The GGSN authorizes the RSVP PATH message based on the policy information cached in the LDP, and forwards the RSVP PATH message to the next hop.

10.  Upon receiving the RSVP RESV message, the GGSN authorizes it using the local policy information cached in the LDP.

11. The GGSN forwards the RSVP RESV message to the UE.

12. The UE sends a RSVP RESV-CONF message to the far end UE. Due to the unreliable natural of the RESV-CONF message, the use of the RESV-CONF message is optional.

13. The GGSN receives a RSVP PATH message from the far end UE.

14. The GGSN authorizes the incoming RSVP PATH message with the local policy information cached in the LDP and forwards the RSVP PATH message to the UE.

15. The UE may send a Modify PDP Context message to the SGSN with the necessary modification to UMTS QoS parameters according to the received RSVP PATH message. The UE may also include the Authorization-Token in the Modify PDP Context message.
16. The radio access bearer (RAB) modification procedure is performed.

17. The SGSN sends the corresponding Update PDP Context message to the GGSN.

18. The GGSN sends a REQ message to the PCF to authorize the incoming PDP context modification request.

19. The PCF authorizes the PDP Context Modification request and sends a DEC message back to the GGSN.

20. The GGSN modifies the PDP Context and sends a Update PDP Context Response message back to SGSN.

21. The SGSN sends a Modify PDP Context Accept message to UE.

22. The UE sends a RSVP RESV message to the GGSN.

23. The GGSN authorizes the RSVP RESV message based on the policy information cached in the LDP, and forwards the RSVP RESV message to the next hop.

24. The UE receives the RSVP RESV-CONF message from the far end UE. Due to the unreliable natural of the RESV-CONF message, the use of the RESV-CONF message is optional.

Note: It is assumed that the authorization of RSVP PATH and RESV messages is based on the policy information cached in the LDP. Authorization of RSVP PATH and RESV messages via requests to PCF is FFS.

The following flow is for the MT part with COPS pull model. It is a mirror of MO part of the flow, so the step-by-step description is omitted.
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Figure B.6  MT Resource Reservation with RSVP – Pull Model

B.2.5
Resource Reservation with enhanced UMTS QoS signaling and DS inter-working at GGSN
(This corresponds to QoS scenario 5.)

DiffServ discriminates between QoS classes by using the Per-Hop Behaviors (PHB). Because the application of policy implies unequal treatment, adequate authorization for allocations is essential. With the session level (i.e., PDP Context) setup at the DiffServ edge router (i.e., GGSN), per session level policy control and admission control can be implemented during the PDP context setup.

The section provides the flows for bearer establishment, resource reservation and policy control with PDP Context setup and DiffServ inter-working. Following the convention for call flow, the flows are presented separately as Mobile Origination (MO) part and Mobile Termination (MT) part.





1. 
2. 
3. 
4. 
5. 
6. 
The following flow is for both MO and MT part with COPS pull model.
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Figure B.8  Resource Reservation with DiffServ – Pull Model

1. The UE sends an Activate (Secondary) PDP Context message to the SGSN with the UMTS QoS parameters. The UE may also include the Authorization-Token in the Activate or Modify PDP Context message.
2. The radio access bearer (RAB) setup procedure is performed.

3. The SGSN sends the corresponding Create (Secondary) PDP Context message to the GGSN.

4. The GGSN sends a REQ message with the Authorization-Token and Negotiated QoS information to the PCF to authorize the PDP context activation request.

5. The PCF authorizes the PDP context activation request and sends a DEC message back to the GGSN with the addressing 5-tuple and authorized QoS (bandwidth, DSCP, etc.)

6. The GGSN sets up the PDP Context and sends a Create (Secondary) PDP Context Response message back to SGSN.

7. The SGSN sends an Activate (Secondary) PDP Context Accept message to UE.

B.2.6
Resource Reservation with enhanced UMTS QoS signaling and RSVP inter-working at GGSN
(This corresponds to QoS scenario 6.)

DiffServ discriminates between QoS classes by using the Per-Hop Behaviors (PHB). RSVP discriminates between sessions by providing some sessions with better service at the expense of other sessions. Because the application of policy implies unequal treatment, adequate authorization for allocations is essential. With the session level (i.e., PDP Context) setup at the DiffServ edge router (i.e., GGSN), per session level policy control and admission control can be implemented during the PDP context setup. At the GGSN, RSVP will also be used to inter-work with the IP backbone network. Snooping of RSVP messages may be used by DiffServ router, for example, to learn how to classify traffic without actually participating as a RSVP protocol peer. Diffserv routers may reject or admit RSVP reservation requests to provide a means of admission control to Diffserv-based services or they may use these requests to trigger provisioning changes for a flow-aggregation in the Diffserv network.

The section provides the flows for bearer establishment, resource reservation and policy control with PDP Context setup and RSVP inter-working. Following the convention for call flow, the flows are presented separately as Mobile Origination (MO) part and Mobile Termination (MT) part.
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The following flow is for MO part with COPS pull model.
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Figure B.11 Resource Reservation with RSVP Inter-Working (MO) – Pull Model

1. The UE sends an Activate (Secondary) PDP Context message to the SGSN with the UMTS QoS parameters. The UE may also include the Authorization-Token in the Activate (Secondary) PDP Context message.
2. The radio access bearer (RAB) setup procedure is performed.

3. The SGSN sends the corresponding Create (Secondary) PDP Context message to the GGSN.

4. The GGSN sends a REQ message with the Authorization-Token and Negotiated QoS information to the PCF to authorize the PDP context activation request.

5. The PCF authorizes the PDP context activation request and sends a DEC message back to the GGSN with the addressing 5-tuple, authorized QoS (bandwidth, delay, etc.) and the RSVP proxy decision for the session.

6. With the RSVP proxy decision from the PCF, the GGSN invoke a RSVP PATH message on behalf of the UE to the far-end destination. Within the RSVP PATH, the SENDER_TSPEC object is mapped from the UMTS QoS information and the SESSION object is constructed from the 5-tuple session information that is received from the PCF. 

7. Upon receiving the RSVP RESV message, the GGSN authorizes it using the local policy information cached in the LDP.

8. The GGSN sends a RSVP RESV-CONF message to the far end UE. Due to the unreliable natural of the RESV-CONF message, the use of the RESV-CONF message is optional.

9. The GGSN sets up the PDP Context and sends a Create (Secondary) PDP Context Response message back to SGSN.

10. The SGSN sends an Activate (Secondary) PDP Context Accept message to UE.

11. The GGSN receives a RSVP PATH message from the far end UE and authorizes the incoming RSVP PATH message with the local policy information cached in the LDP. Depending on the information in the TSPEC of the RSVP message, the GGSN will decide if PDP Context modification is needed.

12. If the PDP Context Modification is needed, the GGSN send a network-initiated PDP Context Update message to the SGSN with the necessary modification to UMTS QoS parameters according to the received RSVP PATH message. 

13. The SGSN sends the corresponding Modify PDP Context message to the UE.

14. The radio access bearer (RAB) modification procedure is performed.

15. The UE sends a Modify PDP Context Accept message to GGSN.

16. The SGSN sends the PDP Context Update Response message to the GGSN.

17. The GGSN sends a RSVP RESV message to the far-end UE.

18. The GGSN receives the RSVP RESV-CONF message from the far end UE. Due to the unreliable natural of the RESV-CONF message, the use of the RESV-CONF message is optional.

The following flow is for the MT part with COPS pull model. It is a mirror of MO part of the flow, so the step-by-step description is omitted.
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Figure B.12 Resource Reservation with RSVP Inter-Working (MT) – Pull Model

B.3
Approval of QoS Commit

The Approval of QoS Commit functional block is triggered by the P-CSCF receiving a 200 OK message.  
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Figure B.13 Approval of QoS Commit

1. The P-CSCF receives the 200 OK message. P-CSCF approves the QoS Commit in the local PCF.

2. The PCF shall send an unsolicited DEC message to the GGSN to open the ‘gate’.

3. The GGSN receives the DEC message and sends a RPT message back to the PCF.

4. The P-CSCF forwards the 200 OK message to the next hop.

[SKIPPED TEXT]

Modifications proposed to tdoc S2-010438:

Annex C (Informative):
Call Flow: QoS Interaction Procedures

[Editorial Note:  The details of the call flows need further refining.]

[Editorial Note:  The duplication and inconsistencies between the call flows, as well as possible merging need to be revisited.]

This annex describes the QoS interactions involved within the sub-procedure blocks for Authorize QoS Resources, Resource Reservation, and Approval of QoS Commit in Annex D (informative): Interaction between QoS and call signaling of TS23.228.  

At PDP context setup the user shall have access to either GPRS without Service-Based Local Policy or GPRS with Service-Based Local Policy.  It is operator choice whether to offer both or only one of the alternatives for accessing the IM Subsystem.

C.1  GPRS with Service-Based Local Policy

For the GPRS with Service-Based Local Policy case, the bearer is used to support an enhanced application-layer service, such as IM.   In this case,  Service-Based Local Policy decisions (e.g., authorization and gating of the bearer by a proxy CSCF) may be applied to the bearer.

The call flows in this subsection are applicable for the case when Service-Based Local Policy is employed.

C.1.1
Authorize QoS Resources 
The Authorize QoS Resource functional block is triggered by the P-CSCF receiving a SDP message. The SDP message contains sufficient information about the session, such as the end-points, bandwidth requirements and the characteristics of the media exchange. The P-CSCF initiates a Policy Setup message to the policy control function (PCF) for the session. The PCF shall authorize the required QoS resources for the session and install the IP bearer level policy. In order to ensure that the IP bearer flow correlates to the one approved during the SIP session establishment, the SIP extension of Media-Authorization-Token proposed in [draft-dcsgroup-sip-call-auth-02.txt] may be used.

The Authorization-Token could be generated by the P-CSCF and sent to the UE in the SIP Invite Message. For the origination UE, the Authorization-Token maybe included in the SIP message (183) from P-CSCF to the UE; for the termination UE, the Authorization-Token maybe included in the SIP Invite message from P-CSCF to the UE.

The PCF makes decision using the installed IP policy rules and communicates these decisions to the IP bearer Manager in the GGSN, which is the Policy Enforcement Point (PEP) for IP bearer. The interface between the PCF and PEP is the COPS protocol defined by IETF.

The IP policy shall be implemented with COPS in the pull model. In the pull model, the IP policies are outsourced to the PCF. The PEP shall query PCF for policy decisions.






5. 
6. 
7. 
8. 
The follow is the message flow for the “Authorize QoS Resource” block when the COPS pull model is used.
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Figure C.2 Authorize QoS Resource – Pull Model

3. The SIP “SDP” message is received by the P-CSCF. The P-CSCF authorizes the session with the media QoS information in the SDP message carried by SIP and setup the IP level policy for the session in the local PCF.

4. Upon successful authorization of the session, the P-CSCF forwards the SDP message to the UE. For the origination UE, the Authentication-Token will be included in the SIP message carrying the SDP. For termination UE, the Authorization-Token may be sent to UE in the SIP Invite message from P-CSCF to the termination UE.

C.1.2
Resource Reservation

Currently, six scenarios for supporting end-to-end QoS are identified in 23.207. The procedures for bearer establishment, resource reservation and policy control for the six scenarios need to be worked out (or ruled out).

It is assumed that a signaling PDP Context exists and the setup of the PDP Context is not shown in the following diagrams. Resource reservation in UMTS domain such as RNC and SGSN will follow the UMTS RAB establishment procedures.

C.1.2.1
Resource Reservation with enhanced UMTS QoS Signalling Only

This corresponds to Scenarios 1 and 2 of the QoS Conceptual Models in Annex A.  The resource reservation procedures for Scenarios 1 and 2 are the same.

Following the convention for call flow, the flows are presented separately as Mobile Origination (MO) part and Mobile Termination (MT) part.
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The following is the MO part of the flow with COPS pull model. 
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Figure C.5 MO Resource Reservation with enhanced UMTS QoS Signalling Only – Pull Model

25. The UE sends an Activate (Secondary) PDP Context message to the SGSN with the UMTS QoS parameters. The UE includes the Authorization-Token in the Activate or Modify PDP Context message.
26. The radio access bearer (RAB) setup procedure is performed.

27. The SGSN sends the corresponding Create (Secondary) PDP Context message to the GGSN.

28. The GGSN sends a COPS REQ message to the PCF to authorize the PDP context activation request.

29. The PCF authorizes the PDP context activation request and sends a COPS DEC message back to the GGSN.

30. The GGSN sets up the PDP Context and sends a Create (Secondary) PDP Context Response message back to SGSN.

31. The SGSN sends an Activate (Secondary) PDP Context Accept message to UE.

The following flow is for the MT part with COPS pull model. It is a mirror of MO part of the flow, so the step-by-step description is omitted.

[image: image19.wmf]UE

T

PCSCF/

PCF

T

SGSN

T

GGSN

T

1. Activate(Secondary)

PDP Context

6. Create(Secondary)

PDP Response

MT Network

3. Create(Secondary)

PDP Context

7. Activate(Secondary)

PDP Accept

4. Req

5. Dec

2. RAB Setup


Figure C.6 MT Resource Reservation with enhanced UMTS QoS Signalling Only – Pull Model

C.1.2.2
Resource Reservation with End-to-End RSVP Carried Transparently

 This corresponds to Scenario 3 of the QoS Conceptual Models in Annex A.

Following the convention for call flow, the flows are presented separately as Mobile Origination (MO) part and Mobile Termination (MT) part.

 [Editorial Note:  diagrams in Subsection C.1.2.2 depict one possible signalling sequence, however, the alternative signalling sequences below are possible and are for further study: 

-  to trigger the Create PDP Context Request message after the PATH message.

-  to trigger the Create PDP Context Request message after the RESV message.]
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The following is the MO part of the flow with COPS pull model. 
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Figure C.9  MO Resource Reservation with End-to-End RSVP Carried Transparently – Pull Model

1. The UE sends an Activate (Secondary) PDP Context message to the SGSN with the UMTS QoS parameters. The UE includes the Authorization-Token in the Activate (Secondary) PDP Context message.
2. The radio access bearer (RAB) setup procedure is performed.

3. The SGSN sends the corresponding Create (Secondary) PDP Context message to the GGSN.

4. The GGSN sends a COPS REQ message to the PCF to authorize the PDP context activation request.

5. The PCF authorizes the PDP context activation request and sends a COPS DEC message back to the GGSN.

6. The GGSN sets up the PDP Context and sends a Create (Secondary) PDP Context Response message back to SGSN.

7. The SGSN sends an Activate (Secondary) PDP Context Accept message to UE.

8. UE sends an RSVP PATH message to the far end UE, transparently through the GGSN.

9. The UE receives the RSVP RESV message from the far end UE, transparently through the GGSN.

10. The UE sends a RSVP RESV-CONF message to the far end UE.  Due to the unreliable nature of the RESV-CONF message, the use of the RESV-CONF message is optional.

11. The UE receives a RSVP PATH message from the far end UE, transparently through the GGSN.

12. The UE may send a Modify PDP Context message to the SGSN with the necessary modification to UMTS QoS parameters according to the received RSVP PATH message. The UE also includes the Authorization-Token in the Modify PDP Context message.
13. The radio access bearer (RAB) modification procedure is performed.

14. The SGSN sends the corresponding Update PDP Context Request message to the GGSN.

15. The GGSN sends a COPS REQ message to the PCF to authorize the incoming PDP context modification request.

16. The PCF authorizes the PDP Context Modification request and sends a COPS DEC message back to the GGSN.

17. The GGSN modifies the PDP Context and sends a Update PDP Context Response message back to SGSN.

18. The SGSN sends a Modify PDP Context Accept message to UE.

19. UE sends the RSVP RESV message to the far end UE, transparently through the GGSN.

20. The UE receives the RSVP RESV-CONF message from the far end UE. Due to the unreliable natural of the RESV-CONF message, the use of the RESV-CONF message is optional.

The following flow is for the MT part with COPS pull model. It is a mirror of MO part of the flow, so the step-by-step description is omitted.
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Figure C.10  MT Resource Reservation with End-to-End RSVP Carried Transparently – Pull Model

C.1.2.3
Resource Reservation with End-to-End RSVP

 This corresponds to Scenario 4 of the QoS Conceptual Models in Annex A.

RSVP discriminates between sessions by providing some sessions with better service at the expense of other sessions. Therefore, mechanisms for controlling and enforcing access and usage policies are necessary. With the extension of POLICY_DATA objects, RSVP fits very nicely with the COPS policy control framework.

The section provides the flows for bearer establishment, resource reservation and policy control with RSVP. Following the convention for call flow, the flows are presented separately as Mobile Origination (MO) part and Mobile Termination (MT) part.

[Editorial Note:  diagrams in Subsection C.1.2.3 depict one possible signalling sequence, however, the alternative signalling sequences below are possible and are for further study: 

-  to trigger the Create PDP Context Request message after the PATH message.

-  to trigger the Create PDP Context Request message after the RESV message.]
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The following is the MO part of the flow with COPS pull model. 
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Figure C.13  MO Resource Reservation with RSVP – Pull Model

1. The UE sends an Activate (Secondary) PDP Context message to the SGSN with the UMTS QoS parameters. The UE includes the Authorization-Token in the Activate or Modify PDP Context message.
2. The radio access bearer (RAB) setup procedure is performed.

3. The SGSN sends the corresponding Create (Secondary) PDP Context message to the GGSN.

4. The GGSN sends a COPS REQ message to the PCF to authorize the PDP context activation request.

5. The PCF authorizes the PDP context activation request and sends a COPS DEC message back to the GGSN.

6. The GGSN sets up the PDP Context and sends a Create (Secondary) PDP Context Response message back to SGSN.

7. The SGSN sends an Activate (Secondary) PDP Context Accept message to UE.

8. UE sends a RSVP PATH message to GGSN with the SENDER_TSPEC mapped from the media QoS information carried in the SDP message. The UE includes the Authorization-Token in the POLICY_DATA object.

9. The GGSN authorizes the RSVP PATH message based on the policy information cached in the PEP, and forwards the RSVP PATH message to the next hop.

10. Upon receiving the RSVP RESV message, the GGSN authorizes it using the local policy information cached in the PEP.

11. The GGSN forwards the RSVP RESV message to the UE.

12. The UE sends a RSVP RESV-CONF message to the far end UE. Due to the unreliable natural of the RESV-CONF message, the use of the RESV-CONF message is optional.

13. The GGSN receives a RSVP PATH message from the far end UE.

14. The GGSN authorizes the incoming RSVP PATH message with the local policy information cached in the PEP and forwards the RSVP PATH message to the UE.

15. The UE may send a Modify PDP Context message to the SGSN with the necessary modification to UMTS QoS parameters according to the received RSVP PATH message. The UE includes the Authorization-Token in the Modify PDP Context message.
16. The radio access bearer (RAB) modification procedure is performed.

17. The SGSN sends the corresponding Update PDP Context message to the GGSN.

18. The GGSN sends a COPS REQ message to the PCF to authorize the incoming PDP context modification request.

19. The PCF authorizes the PDP Context Modification request and sends a COPS DEC message back to the GGSN.

20. The GGSN modifies the PDP Context and sends a Update PDP Context Response message back to SGSN.

21. The SGSN sends a Modify PDP Context Accept message to UE.

22. The UE sends a RSVP RESV message to the GGSN.

23. The GGSN authorizes the RSVP RESV message based on the policy information cached in the PEP, and forwards the RSVP RESV message to the next hop.

24. The UE receives the RSVP RESV-CONF message from the far end UE. Due to the unreliable natural of the RESV-CONF message, the use of the RESV-CONF message is optional.

Note: It is assumed that the authorization of RSVP PATH and RESV messages is based on the policy information cached in the LDP. Authorization of RSVP PATH and RESV messages via requests to PCF is FFS.

The following flow is for the MT part with COPS pull model. It is a mirror of MO part of the flow, so the step-by-step description is omitted.
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Figure C.14  MT Resource Reservation with RSVP – Pull Model

C.1.2.4
Resource Reservation with enhanced UMTS QoS signaling and DS inter-working at GGSN using the Go interface as source of IP level information
This corresponds to Scenarios 5 of the QoS Conceptual Models in Annex A.

DiffServ discriminates between QoS classes by using the Per-Hop Behaviors (PHB). Because the application of policy implies unequal treatment, adequate authorization for allocations is essential. With the session level (i.e., PDP Context) setup at the DiffServ edge router (i.e., GGSN), per session level policy control and admission control can be implemented during the PDP context setup.

The section provides the flows for bearer establishment, resource reservation and policy control with PDP Context setup and DiffServ inter-working. Following the convention for call flow, the flows are presented separately as Mobile Origination (MO) part and Mobile Termination (MT) part.
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The following flow is for both MO and MT part with COPS pull model.
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Figure C.16  Resource Reservation with DiffServ – Pull Model

1. The UE sends an Activate (Secondary) PDP Context message to the SGSN with the UMTS QoS parameters. The UE includes the Authorization-Token in the Activate or Modify PDP Context message.
2. The radio access bearer (RAB) setup procedure is performed.

3. The SGSN sends the corresponding Create (Secondary) PDP Context message to the GGSN.

4. The GGSN sends a COPS REQ message with the Authorization-Token and Negotiated QoS information to the PCF to authorize the PDP context activation request.

5. The PCF authorizes the PDP context activation request and sends a COPS DEC message back to the GGSN.  The policy information elements included in the COPS DEC message may include the addressing 5-tuple and authorized QoS (bandwidth, DSCP, etc.) for the session.  The policy information elements may be used to support interworking to DiffServ.

6. The GGSN sets up the PDP Context and sends a Create (Secondary) PDP Context Response message back to SGSN.

7. The SGSN sends an Activate (Secondary) PDP Context Accept message to UE.

C.1.2.5
Resource Reservation with enhanced UMTS QoS signaling and RSVP inter-working at GGSN using the Go interface as source of IP level information
This corresponds to Scenario 6 of the QoS Conceptual Models in Annex A.  DiffServ discriminates between QoS classes by using the Per-Hop Behaviors (PHB). RSVP discriminates between sessions by providing some sessions with better service at the expense of other sessions. Because the application of policy implies unequal treatment, adequate authorization for allocations is essential. With the session level (i.e., PDP Context) setup at the DiffServ edge router (i.e., GGSN), per session level policy control and admission control can be implemented during the PDP context setup. At the GGSN, RSVP will also be used to inter-work with the IP backbone network. Snooping of RSVP messages may be used by DiffServ router, for example, to learn how to classify traffic without actually participating as a RSVP protocol peer. Diffserv routers may reject or admit RSVP reservation requests to provide a means of admission control to Diffserv-based services or they may use these requests to trigger provisioning changes for a flow-aggregation in the Diffserv network.

The section provides the flows for bearer establishment, resource reservation and policy control with PDP Context setup and RSVP inter-working. Following the convention for call flow, the flows are presented separately as Mobile Origination (MO) part and Mobile Termination (MT) part.
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The following flow is for MO part with COPS pull model.
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Figure C.19 Resource Reservation with RSVP Inter-Working (MO) – Pull Model

19. The UE sends an Activate (Secondary) PDP Context message to the SGSN with the UMTS QoS parameters. The UE includes the Authorization-Token in the Activate (Secondary) PDP Context message.
20. The radio access bearer (RAB) setup procedure is performed.

21. The SGSN sends the corresponding Create (Secondary) PDP Context message to the GGSN.

22. The GGSN sends a COPS REQ message with the Authorization-Token and Negotiated QoS information to the PCF to authorize the PDP context activation request.

23. The PCF authorizes the PDP context activation request and sends a COPS DEC message back to the GGSN with the addressing 5-tuple, authorized QoS (bandwidth, delay, etc.) and the RSVP proxy decision for the session.

24. With the RSVP proxy decision from the PCF, the GGSN invoke a RSVP PATH message on behalf of the UE to the far-end destination. Within the RSVP PATH, the SENDER_TSPEC object is mapped from the UMTS QoS information and the SESSION object is constructed from the 5-tuple session information that is received from the PCF. 

25. Upon receiving the RSVP RESV message, the GGSN authorizes it using the local policy information cached in the LDP.

26. The GGSN sends a RSVP RESV-CONF message to the far end UE. Due to the unreliable natural of the RESV-CONF message, the use of the RESV-CONF message is optional.

27. The GGSN sets up the PDP Context and sends a Create (Secondary) PDP Context Response message back to SGSN.

28. The SGSN sends an Activate (Secondary) PDP Context Accept message to UE.

29. The GGSN receives a RSVP PATH message from the far end UE and authorizes the incoming RSVP PATH message with the local policy information cached in the LDP. Depending on the information in the TSPEC of the RSVP message, the GGSN will decide if PDP Context modification is needed.

30. If the PDP Context Modification is needed, the GGSN send a network-initiated PDP Context Update message to the SGSN with the necessary modification to UMTS QoS parameters according to the received RSVP PATH message. 

31. The SGSN sends the corresponding Modify PDP Context message to the UE.

32. The radio access bearer (RAB) modification procedure is performed.

33. The UE sends a Modify PDP Context Accept message to GGSN.

34. The SGSN sends the PDP Context Update Response message to the GGSN.

35. The GGSN sends a RSVP RESV message to the far-end UE.

36. The GGSN receives the RSVP RESV-CONF message from the far end UE. Due to the unreliable natural of the RESV-CONF message, the use of the RESV-CONF message is optional.

The following flow is for the MT part with COPS pull model. It is a mirror of MO part of the flow, so the step-by-step description is omitted.
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Figure C.20 Resource Reservation with RSVP Inter-Working (MT) – Pull Model

C.1.3
Approval of QoS Commit

The Approval of QoS Commit functional block is triggered by the P-CSCF receiving a 200 OK message
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Figure C.21 Approval of QoS Commit

5. The P-CSCF receives the 200 OK message. P-CSCF approves the QoS Commit in the local PCF.

6. The PCF shall send an unsollicited COPS DEC message to the GGSN to open the ‘gate’.

7. The GGSN receives the COPS DEC message and sends a COPS RPT message back to the PCF.

8. The P-CSCF forwards the 200 OK message to the next hop.

C.2  GPRS without Service-Based Local Policy

For the GPRS without Service-Based Local Policy case, the  bearer is established according to the user’s subscription, local operator’s IP bearer resource based policy, local operator´s admission control function and GPRS roaming agreements. In this case, IP bearer resource based local policy decisions may be applied to the bearer.

Since the GPRS without Service-Based Local Policy case does not involve the use of service-based local policy, the Authorize QoS Resources and the Approval of QoS Commit blocks do not exist.  Thus only the Resource Reservation block is described below.  

For the case where the GGSN is configured to support only GPRS without Service-Based Local Policy, the GGSN shall ignore any Authorization-Token included by the UE in Activate/Modify PDP context.  Both Scenarios 5 and 6 of the QoS Conceptual Models assume implementation of the Authorization Token in the GGSN and therefore do not exist for this case.  

The call flows in this subsection are applicable for the case when GPRS without Service-Based Local Policy is used.

C.2.1
Resource Reservation

C.2.1.1
Resource Reservation with UMTS QoS Signalling Only 

This corresponds to Scenarios 1 and 2 of the QoS Conceptual Models in Annex A.  The resource reservation procedures for Scenarios 1 and 2 are the same.  

The establishment of the PDP context bearer shall use the PDP context activation procedure specified in TS 23.060.

C.2.1.2
Resource Reservation with End-to-End RSVP Carried Transparently

This corresponds to Scenario 3 of the QoS Conceptual Models in Annex A.  

Following the convention for call flow, the flows are presented separately as Mobile Origination (MO) part and Mobile Termination (MT) part.

[Editorial Note:  diagrams in Subsection C.2.1.2 depict one possible signalling sequence, however, the alternative signalling sequences below are possible and are for further study: 

-  to trigger the Create PDP Context Request message after the PATH message.

-  to trigger the Create PDP Context Request message after the RESV message.]

The following flow is for MO part.
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Figure C.22  MO Resource Reservation with End-to-End RSVP Carried Transparently

1. The UE sends an Activate (Secondary) PDP Context message to the SGSN with the UMTS QoS parameters. 

2. The radio access bearer (RAB) setup procedure is performed.

3. The SGSN sends the corresponding Create (Secondary) PDP Context message to the GGSN.

4. The GGSN authorizes the PDP context activation request according to the the local operator's IP bearer resource based policy, the local operator´s admission control function and the GPRS roaming agreements and sends a Create (Secondary) PDP Context Response message back to the SGSN.

5. The SGSN sends an Activate (Secondary) PDP Context Accept message to UE.

6. UE sends an RSVP PATH message to the far end UE, transparently through the GGSN.

7. The UE receives the RSVP RESV message from the far end UE, transparently through the GGSN.

8. The UE sends a RSVP RESV-CONF message to the far end UE.  Due to the unreliable nature of the RESV-CONF message, the use of the RESV-CONF message is optional.

9. The UE receives a RSVP PATH message from the far end UE, transparently through the GGSN.

10. The UE may send a Modify PDP Context message to the SGSN with the necessary modification to UMTS QoS parameters according to the received RSVP PATH message. 

11. The radio access bearer (RAB) modification procedure is performed.

12. The SGSN sends the corresponding Update PDP Context Request message to the GGSN.

13. The GGSN authorizes the PDP context modification according to the the local operator's IP bearer resource based policy, the local operator´s admission control function and the GPRS roaming agreements and sends an Update PDP Context Response message back to the SGSN.

14. The SGSN sends a Modify PDP Context Accept message to UE.

15. UE sends the RSVP RESV message to the far end UE, transparently through the GGSN.

16. The UE receives the RSVP RESV-CONF message from the far end UE. Due to the unreliable natural of the RESV-CONF message, the use of the RESV-CONF message is optional.

The following flow is for MT. As one might expect, the flow is the mirror of the MO part of the flow. The step-by-step description is omitted.
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Figure C.23  MT Resource Reservation with End-to-End RSVP Carried Transparently

C.2.1.3
Resource Reservation with End-to-End RSVP

This corresponds to Scenario 4 of the QoS Conceptual Models in Annex A.  

Following the convention for call flow, the flows are presented separately as Mobile Origination (MO) part and Mobile Termination (MT) part.

[Editorial Note:  diagrams in Subsection C.2.1.3 depict one possible signalling sequence, however, the alternative signalling sequences below are possible and are for further study: 

-  to trigger the Create PDP Context Request message after the PATH message.

-  to trigger the Create PDP Context Request message after the RESV message.]

The following flow is for MO part.
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Figure C.24  MO Resource Reservation with End-to-End RSVP

1. The UE sends an Activate (Secondary) PDP Context message to the SGSN with the UMTS QoS parameters. 

2. The radio access bearer (RAB) setup procedure is performed.

3. The SGSN sends the corresponding Create (Secondary) PDP Context message to the GGSN.

4. The GGSN authorizes the PDP context activation request according to the the local operator's IP bearer resource based policy, the local operator´s admission control function and the GPRS roaming agreements and sends a Create (Secondary) PDP Context Response message back to the SGSN.

5. The SGSN sends an Activate (Secondary) PDP Context Accept message to UE.

6. UE sends an RSVP PATH message to the GGSN with the SENDER_TSPEC mapped from the media QoS information carried in the SDP message. 

7. The GGSN processes the RSVP PATH message and forwards the RSVP PATH message to the next hop.

8. The GGSN processes the RSVP RESV message upon receiving it.  

9. The GGSN forwards the RSVP RESV message to the UE.

10. The UE sends a RSVP RESV-CONF message to the far end UE.  Due to the unreliable natural of the RESV-CONF message, the use of the RESV-CONF message is optional.

11. The GGSN receives a RSVP PATH message from the far end UE.

12. The GGSN processes the incoming RSVP PATH message and forwards the RSVP PATH message to the UE.

13. The UE may send a Modify PDP Context message to the SGSN with the necessary modification to UMTS QoS parameters according to the received RSVP PATH message. 

14. The radio access bearer (RAB) modification procedure is performed.

15. The SGSN sends the corresponding Update PDP Context Request message to the GGSN.

16. The GGSN authorizes the PDP context modification according to the the local operator's IP bearer resource based policy, the local operator´s admission control function and the GPRS roaming agreements and sends an Update PDP Context Response message back to the SGSN.

17. The SGSN sends a Modify PDP Context Accept message to UE.

18. The UE sends a RSVP RESV message to the GGSN.

19. The GGSN processes the RSVP RESV message and forwards the RSVP RESV message to the next hop.

20. The UE receives the RSVP RESV-CONF message from the far end UE. Due to the unreliable natural of the RESV-CONF message, the use of the RESV-CONF message is optional.

The following flow is for MT. As one might expect, the flow is the mirror of the MO part of the flow. The step-by-step description is omitted.
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Figure C.25  MT Resource Reservation with End-to-End RSVP
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