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1. Introduction

S2 has been studying feasibility of several push service architecture according to the current requirements by S1.S1 requests a new capability of GPRS network to activate PDP context with dynamic PDP address clearly in 3GPP TS 22.060. However other service aspects, e.g. security, charging and so on, are not mentioned anywhere. Therefore S2 issued the LS (S2-002106) to S1 and requested S1 to clarify service requirements so that S2 can complete the feasibility study..

This contribution shows minimal and sufficient service requirements for mobile subscribers so that the standardization work is completed by June 2001.

2. Issues to be clarified

The following are the issues recognized by S2 that should be clarified from the service point of view. The original requirements,  providing push service with IPv4 dynamic PDP address, are not mentioned in this section.

· Service Environment: delivery network capabilities 

· To provide push service with specific QoS requirement, e.g. delivering streaming contents, appropriate GPRS subscription shall be required. Shall the subscriber specify single access point for the push service in order to protect the subscriber from unwilling attack? Otherwise GPRS network may allow application server to request the service from several access points. (QoS and APN subscription)

· Shall GPRS network allow to share single PDP context with several simultaneous push services? This relates to QoS control and charging requirements. Sharing may undermine QoS for each service, then how can the GPRS network modify the PDP context? If not required, then what does the charging look like? (Context Sharing)
· Service Environment: UE capabilities

· It shall be considered that subscribers may change their mobile equipment and its capabilities may differ from the previous one.

· Consequently, it is necessary to prevent charging the subscriber with ME which is not capable of receiving push services. (UE capabilities)

· Relationship between user and GPRS subscriber

· In SIP concept, user and host are separate entity and several users can reside a single host at the same time. This concept allows the user to roam to a different kind of access network, e.g. from  a fixed network to a mobile network. The issue is whether this concept is required or not for push service.
To support this user and (mobile) host separation, application server shall recognize by which host the user ID is served. And it is also required to clarify how to route the push service request to appropriate deliverly network which may utilize different access technology. (user and host separation)

· Handling exceptions in Service Activation and Invocation

· Is user intervention necessary to reject service activation request? (user rejection)

· Shall delivery network be capable of notifying application servers when the subscriber becomes available just after it was not available to accept the service because MS was out of radio coverage or required resources or capabilities of MS was not available? This notification increases the chance of successful re-attempt by the application servers. (presence service)

· Shall delivery network be capable of storing push contents and forwarding them on behalf of an application server after the subscriber become available, when the subscriber could not accept the offer because the subscriber was out of radio coverage or required resources or capabilities of MS was not available?(Store and Forward service)

· Security

· To prevent the subscriber from receiving unwilling attacks, application server shall be authenticated by deliver GPRS network. This implies the subscription for application server shall be required. (Server Authentication)

· Charging aspects

· Two kinds of charging information can be presumed: one is for normal GPRS charging information and the other is for push service. These information enables any billing. If sharing the PDP context by several push services is desired for some reason, then these charging information shall indicate the occurrence of sharing because GPRS network may not be able to maintain previous QoS requirements.(bearer and service charging separation)

The issues shown above are common for all push service architectures although they may alter depending on the type of contents to be pushed and the timing of  transfer from application server to UE vi GPRS network. Accordingly the further investigation will be required for each architecture and solution. This is the reason why these issues shall be clarified.

3. Discussion

The most significant issue in section 2 is context sharing in terms of the impact to each solution contained in TR23.874.

<Context Sharing>

It is proposed that context sharing shall not be allowed because of reasons shown below:

Since provision of  streaming contents is basic service requirements in the 3G environment, it is necessary for GPRS network to guarantee QoS. Sharing context between services without changing QoS characteristics may cause service quality degradation. Context sharing shall not be allowed without a mechanism to change charging characteristics for degraded services due to the context sharing. 

UE shall support multiple PDP contexts to receive services simultaneously in an environment where context sharing is prohibited. Since it is actually not easy for a person to enjoy multiple streaming services at the same time with small 3G mobile equipment which will be available in earlier stage, it is not considered as problem at initial stage to reject multiple service by UE without multiple PDP contexts support. 

Note that it should be possible for contents that are charged based on volume of packets and that are not sensitive to delay of delivery, such as background QoS type contents, to share single PDP context if those contents do not require real time user interface and are  suitable for simultaneous reception.

< QoS and APN subscription>

To protect a subscriber from unwilling attack for which the subscriber may be charged, GPRS subscription which is appropriated for push service shall be arranged before the service is activated. Additionally GPRS network shall allow the service activation only if the request belongs to the subscribed services.

<UE Capabilities >

With accurate knowledge of UE capability, application server can reduce the number of  unsuccessful push requests caused by lack of UE capability. However it seems difficult for application servers to  hold the current capability of UE accurately without any support  by GPRS network even with the assumption that UE capable of receiving push services tries to notify application servers of its capability when UE turns on available. 

Therefore an application server shall interrogate UE for its capability when a push request is generated. On receiving such a query, UE shall check if there is an appropriate application available and if the user of UE really wants to accept the request  before the UE may accept or reject it. UE uses APN and/or other information to decide whether the request shall be accepted or not.

Capability of UE is defined as the availability of application for receiving push services and the QoS available to the UE.

<user rejection>

Assuming that streaming contents can be pushed, a subscriber may want to reject request of such contents when he or she is not able to spare time to watch or listen to them.

A basic way for user rejection is based on a request from a subscriber to application server not to send requests until he permits afterward. Most operators provide similar service for circuit switched domain. 

Another possibility is to grant  permission per request. The subscriber can determine if a request should be rejected if the application server sends the request with information such as  identity of the origin of request, short description of contents and charging condition whether the subscriber is charged or not. 

<user and host separation>

Considering that a mobile phone is usually possessed  by a single user, it seems that there is no strong requirement for several users to share single mobile phone. Therefore it is sufficient that user and host separation is seen as optional requirement.

This option allows user mobility, e.g. user can move to a host in a wireless or fixed network, under the condition that application server or intermediate server which resides between GPRS and application server also supports the capability.

<Presence service, Store and Forward service>

It seems difficult to store the entire streaming contents in network because huge resources for the storage is required. Therefore store and forward service should not be added to service requirements. 

Presence service, on the other hand, should be included in the service requirement because GPRS has already required capability to enable presence service. This capability enables a GPRS network to notify application server when UE comes under radio coverage for the first time after service request failed due to its absence. 

Other reason that causes failed request is lack of resource within UE, e.g. UE is not able to activate additional PDP context. This occurs even the UE is reachable. To recover from such a case, UE itself can poll the server if UE remembers the failure and UE resource becomes available. Therefore the latter case does not require any new GPRS capabilities.

<Server Authentication>
Server authentication shall be treated as mandatory, however the solutions to be adopted are outside the scope of 3GPP specification.

<Bearer and service charging separation>
As mentioned in section 2, two kinds of charging information, for GPRS service and for push service, enables any kind of billing which satisfies demands of providers. 

Requirements for new charging characteristics related to push service is not seen.

4. Service Requirements

This section summarizes service requirements according to the discussion.

General

· Push service over GPRS provides a capability to a subscriber to receive packets from external entities, e.g. application servers, through GPRS PDP context(s).

Service Activation and Invocation

· The application server shall be able to activate PDP context for the designated subscriber within the limitation of the subscription profile by sending a request to  GPRS network.

· The subscriber shall be able to notify application server in advance whether he can accept the request or not. As an option, the subscriber can reject  a request when it  arrives. 

· Failure in processing a request shall be informed to the application server. Examples of the causes are  out of radio coverage,  insufficient resource available in MS, capability not supported by MS, rejected by the user, and running out of network resources.

· As an option, GPRS network may alert the application server that MS becomes available to accept the service after the request fails because the MS is out of coverage.
· Upon completion of  the service, application server or subscriber may request GPRS network to release the PDP context.

· The subscriber shall be able to discontinue the service by releasing the designated PDP context.

Addressing and Routing requirements

· The subscriber shall be identified by User-ID that represents subscription to GPRS network. 

Service Provision and Characteristics

· The subscriber shall be able to subscribe a push service that is provided by the application server which has contract with the GPRS network on using PDP context.

· The push service shall be provided to the subscriber after prior arrangement on GPRS subscription including QoS and APN.

· A push service shall be able to be provided through a PDP context with IPv4 PDP type and dynamic PDP address. GPRS network may assign a private PDP address within GPRS network for the PDP context.

· A push service shall be provided to a subscriber while roaming between networks based on prior service agreement between the different network.

· For service request requiring realtime or streaming QoS class, GPRS network shall be able to establish a new PDP context to accommodate the request.

· For service request with background or interactive QoS class, GPRS network may share PDP context with other service requests with same QoS class. The decision shall be made based on the pre arrangement with the subscriber.
Charging Aspects

· The charging information on the usage of  GPRS network with regards to push service shall be collected by the GPRS network. 

· The charging information on push service itself shall be collected by the service provider. Who shall pay each bill is decided based on the agreement between GPRS network and push service provider.

Security Services

· GPRS network shall refuse requests from the application server without pre arrangement.

5. Proposal

NTT Comware would kindly like to ask S1 to agree on the requirements stated in chapter 3 and send a LS Back before the S2 meeting in February (26th – March 2nd).
