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1. Introduction 

This contribution shows an example of functional architecture for network requested PDP context activation for Push Services. 

The network requested PDP context activation with User-ID shall be available for Push Services because the ability for network to establish IP connectivity to UE is very useful for push services. 


The contribution also studies the following items.

1) Selection mechanism of GGSN/NA from the application server

2) Information Flows of PDP context activation with User-ID for Push Services

2. Discussion 

2.1 Functional Architecture for Push Services

The figure 2-1 shows a functional architecture for network requested  PDP context activation with user-id for Push Services. 
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Figure 2‑1  Reference Architecture of Network Requested PDP Context Activation for Push Services
2.1.1 Address Resolver (AR)

Address Resolver  is a database which provides the following functionality

1. Mapping from User-ID to IMSI
2. Provision of subscription information of a push subscriber  

The information may be used by the application server to determine the handing of a push message. For example, it may discard the message to avoid delivering unwanted messages to the subscriber.

2.1.2 Application Server (AS)

The AS originates push messages to User-ID. It also relays push messages from external networks to User-ID with or without store and forward capability. The AS performs the following functions.
1) Decide how to handle the message based on subscription information of its recipient obtained from the AR.

2) Obtain IMSI associated with User-ID by contacting the AR

3) Trigger PDP context activation by sending Notification Request to GGSN and obtain an IP address for User-ID

4) Cache the record of <User-ID, allocated IP address>

When a push message arrives, the AS performs function 1). If the message can be delivered to the target MS, then it checks if an IP address is already allocated to the User-ID by searching the cache. If allocated, it sends the message to the IP address. If not, the AS performs function 2) and 3). In 3), the AS selects (for instance based on a load sharing policy) a GGSN to which the Notification Request is sent. 

2.1.3 Notification Agent (NA)

The NA in GGSN initiates PDP context activation on reception of the Notification Request from the AS. It also reports the IP address allocated in the PDP context activation process to the AS.

2.2 Notification Request and Reply

When the AS triggers PDP context activation, it selects one GGSN/NA and sends Notification Request. The Notification Request contains the IMSI and APN. When the PDP context activation is completed, GGSN which allocated the IP address, sends Notification Reply to the AS. The Notification Reply contains IMSI, and allocated IP address.

2.3 Selection of GGSNs involved in network requested PDP context activation

With the existing R99 system, an MS activating a PDP context with a dynamic address can be connected to any GGSN supporting the given APN. The GGSN may be selected using a round robin mechanism. Therefore, an MS using dynamic address cannot be linked to a given GGSN. 

Therefore the application server can expect the response to the notification request to come from a GGSN different from the one the notification request was sent to. 

2.4 PDP Context Activation Procedure Examples

In this section, examples of PDP context activation flow are shown. The dotted arrow represents messages which are newly introduced .The first flow represents the case where the network requests PDP context activation to deliver push messages to MS. The second case shows how user initiated PDP context is used to deliver push messages.

2.4.1 Example of Network requested PDP context activation for push services
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Based on the discussion in 2.3, the general flow is shown in Figure 2-4.
Figure 2‑2  Flow Diagram of Network Requested PDP Context Activation for Push Services
1) A push message arrives and the AS contacts the AR to obtain the IMSI and the subscription information associated with the User-ID. If the AS decides to send the message, it checks if an IP address has been allocated to the User-ID by searching the internal cache. In this case, there is no IP address is assigned, the AS, therefore, triggers PDP context activation.

2) The AS chooses one GGSN/NA according to the APN associated with the AS and sends Notification Request to it. The request contains User-ID, IMSI, APN.
In the case where User-ID is MSISDN and the Notification Request does not contain IMSI, the GGSN/NA may contact the AR to obtain IMSI associated with the MSISDN.

3) The GGSN obtains routing information for the MS by issuing Send Routing Information request to the HLR. The HLR returns the address of SGSN to which the MS is currently attached. 

4) The GGGN sends PDU Notification Request to the SGSN identified in procedure 3). The PDP address is set to null.

5) The GGSN receives a successful PDU Notification Response from the SGSN.

6) The SGSN sends Request PDP Context Activation to MS. The PDP Address is set to null.

7) The MS sends PDP Context Activation Request to the SGSN. The MS requests the assignment of a dynamic IP address by setting the PDP Address to null. 

8) The SGSN selects one GGSN associated with the APN, PDP context is created and an IP address is allocated to the MS by the GGSN. 

9) On successful creation of the PDP context, the SGSN sends Activate PDP Context Accept to the MS with the assigned IP address.

10) The GGSN/NA then sends Notification Reply with IMSI and the IP address to the AS and the AS caches the record of <User-ID, IP address>. The GGSN selects the AS according to the APN.

11) The AS uses the IP address to send the message to the MS. 

12) The AS can also use the cached IP address to deliver multiple push messages arrived subsequently for the User-ID.
2.4.2 Example of user requested PDP context used by push services
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Figure 2‑3 Use of user initiated PDP context for Push Services
1) MS initiates the PDP context activation and an IP address is allocated to the MS.

2) The GGSN/NA reports the PDP context activation to the AS by Update message which contains IMSI and the allocated IP address. The AS is determined according to the APN which was specified by the MS.

3) The AS obtains User-ID associated with the IMSI which was carried on the Notification, by contacting the AR. It caches the record of <User-ID, IP address>

4) When a push message arrives, the AS checks if an IP address is allocated to its destination. In this case, the IP address is allocated. The AS sends the message to the IP address.

5) Subsequent messages whose destination is the same as the first message, are routed to the IP address.
By caching IP addresses allocated due to the PDP context initiated by users, the need for the AS to inquire the GGSN/NA if IP address is allocated, is eliminated, resulting in the reduction of GGSN load.

2.5 How to protect HLR from signalling overload

The problem of using Network Requested Context Activation is that the HLR is heavily involved (when finding the SGSN address). 

Therefore every GGSN/NA should have a configurable parameter indicating how many queries per second can be sent to the HLR.

3. Proposal  
Lucent proposed that:

1) Resolution of User-ID to IMSI should be performed by the application server and passed to the GGSN in the Notification Request to eliminate the need for GGSN to access the AR.

2) The Application Server should act as policy enforcement point for a push message based on the subscription information for its recipient, obtained from the AR

3) The Application Server should cache the record of <User-ID, IP address> 
Section 2.1 through 2.5 should be included in the section 7 of the TR23.874 to reflect this.
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Figure 4-2:  Push Service Information Flow when user is unreachable 
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