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1. Introduction

SIP is a relatively simple protocol designed to support a broad set of applications. The basic SIP standard includes registration and location services for mobility and user control of incoming traffic; and it is open to construction of a variety of applications over a SIP session.  Expansion of SIP to include presence services would solve delivery problems (i.e. UE is powered off when push is attempted) and allow for more advanced location-based services in the future.

SIP is a client-server based peer-to-peer session protocol with intermediate network servers that provide naming and location services for initial session establishment.  In the SIP environment, a UE functions as a client/server peer and contains its own SIP client/server protocol processing.

SIP has been chosen as the first session protocol for IM subsystem services. In the IM subsystem, the CSCF is the primary SIP server.  Support for push services shall be a subset of the SIP functionality in the CSCF.  

In a network with no IM subsystem, a SIP Proxy may be used in the PS domain to provide push services to handsets that support SIP push applications.

At this point, the only application implemented in GSM mobile handsets that supports Push is WAP. WAP can use SMS as its Push bearer service when there is no WAP session established.  When a session is active, WAP can use any data bearer (circuit switched or packet switched) for Push transactions.

If the SIP Push service proposed here is used in a future mobile handset, that handset must include SIP server software.

Since the Session Initiated Protocol (SIP) was designed to initiate sessions, it provides all the necessary features for Push Services.  

2 Discussion

SIP Push operates as an application that uses SIP to establish and manage a session between the client (push initiator) and server (UE).  The SIP Invite may be delivered using an active PDP context or the Invite may trigger a network initiated PDP context.  When the UE receives the Invite, it may establish a separate PDP context dedicated for the session’s data path or allow reuse of an existing PDP context for the data path.

Session Description Protocol (SDP) is one possible content type that can be used with certain SIP messages for Push service. In general, a unique content type may be used for session presentation.  However, this document does not specify the content type or the application protocol.

2.1 IM Subsystem Scenario

This scenario applies to an R00 network with an IM Subsystem.  Rather than define the specific CSCF names (e.g. I-CSCF, P-CSCF) and providing detailed interactions between them, the diagram and scenario steps are kept at a more abstract level.  For details on UMTS CSCF registration and various CSCF types, see TS 23.228.


[image: image1.wmf]UE

CSCF

Application

Server

Gm

Gi

Mm

SIP Signaling Path

Data Path

PS Backbone

IM Subsystem


Figure 1: SIP Push via IM Subsystem

The SIP Signaling Path is a standard bearer PDP context used to transfer SIP control messages (e.g. SIP Register, SIP Invite).  The Data Path could use the same PDP context or it could be a separate PDP context established on demand to support the SIP Push data.

In this scenario, the following steps are required:

1. When a UE attaches to the network, it will establish a PDP context to be used for SIP registration and signaling.  The IP address allocated for this PDP context could be assigned as a dynamic or static IP address.  If it is a dynamic address, SIP registration and the expiration time must be managed as described in section 2.6.2.

2. The UE will register with the CSCF using the SIP Signaling PDP context.  The CSCF records the UE’s SIP identity (e.g. user@domain) and IP address (provided with the registration). The SIP registration is the same registration (and identity) that is used to register for other IM services (as identified in TS 23.228). As part of the SIP Register message, the UE identifies that it supports Push Services (via the SIP SUPPORTED extension).  The SIP Register message may include multiple services supported via the same identity (e.g. VoIP and Push).

3. If the UE is not in his SIP home network (network containing UE’s SIP registrar) when it registers, his current contact identity will be registered with his home identity through the via mechanism.

4. When the Application Server is ready to initiate a push to the user, it does so by sending a SIP Invite to the user’s SIP identity.  The SIP identity known to the Application Server will generally be based on the user’s home identity.  The SIP Invite will be redirected or forwarded to the SIP Proxy with the same domain name that is in the current contact identity.  This would be the CSCF identified in step 1 above.

5. When the CSCF receives the SIP Invite for the UE, it checks to see if it has a valid registration for this identity (i.e. if the UE’s registration has not expired).  The CSCF can also filter the Invite and reject it if this application/server is not supported on this UE.  If there is a valid registration, the CSCF relays the Invite to the UE using the IP address associated with the UE’s registration. When the IP packet containing the SIP Invite is received by the GGSN associated with the UE’s IP address, the GGSN sends the packet over the associated GTP tunnel for this IP address.

6. If the UE accepts the Invite, it may reuse the existing PDP context or establish a separate PDP context to be used for Data Path traffic.  The IP address assigned to the UE for the PDP context would be provided to the Application Server as part of the response to the SIP Invite.

7. Since SIP is a session protocol, the Application Server is granted use of the IP address for Data Path traffic as long as the SIP session is active.

2.2
No IM Subsystem Scenario

When the serving network does not include an IM Subsystem, an optional interim SIP solution may be provided. Whether this solution is available or not is dependent on the capabilities of the operator’s network and the UE.  The interim solution relies on maintaining a long-lived PDP context with the SIP Proxy.  This solution may be used in an IP version 4 or version 6 environment.  To an Application Server, there is no difference between this scenario and the IM Scenario.

When there is no IM, the UE can connect to a SIP Proxy via a provisioned APN.  If a long-lived PDP context to the SIP Proxy will be used, the APN could provide access to:

· A private network within this operator’s network (i.e. the SIP Proxy is a locally provided service);

· A private network outside of the operator’s network (e.g. a private third party network); or

· The Internet where users can reach a globally available SIP Proxy service.

In order for the UE to be reachable by the Application Server, the PDP context must be active.  By using the preservation procedures described in TS 23.060, it is possible for the RABs to be released while maintaining an active PDP context.  Since the PDP contexts are not modified in the Core Network, the RABs can then be re-established at a later stage. For the SIP Push Service, as long as the UE is attached to the network, it can activate a PDP context, register with the SIP Server and maintain the active PDP context to receive Push messages from the Application Server.  Therefore it is assumed that the PDP context used for SIP signaling is long-lived.

The figure below shows a SIP Proxy in a generic IP Network.  The IP Network could be within the operator’s network or it could be an external Internet.  This figure shows the simplest case.  It does not include roaming or use of different GGSNs for the SIP and Data paths.    
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Figure 2: SIP Push via Long-lived PDP Context

The SIP Signaling Path is a standard bearer PDP context used to transfer SIP control messages (e.g. SIP Register, SIP Invite).  The Data Path could use the same PDP context or it could be a separate PDP context established on demand to support the SIP Push data.

In this scenario, the steps for SIP service are the same as the previous scenario with the following differences:

· The SIP Proxy takes the role of the CSCF.

· The UE’s SIP registration is sent to the SIP multicast address.  If needed, the UE will also register its mobile contact identity with its primary home contact (i.e. if that home is not in this mobile network).

2.3
Roaming

2.3.1
IM Roaming

Roaming for SIP Push via the IM Subsystem follows the standard being developed for IM.

2.3.2
Roaming with SIP Proxy in Home Network

This case applies when the APN defined in the UE for SIP Push service is available in the home network but not in the visited network.  

In general, the UE is responsible for registering with the SIP Proxy and maintaining an active registration.  The first step for registering is establishing a PDP context for the provisioned APN.

If the subscriber has roamed and the APN takes the subscriber to his home network, the PDP context will be established from the visited SGSN to the home GGSN.  In this case, the IP address assigned to the UE for the SIP path PDP context will be from the home network.  This context could be used only for SIP session management or it could also be used for any Data context created based on a SIP Invite.

The UE could choose to use a separate PDP context provided in the visited network for the Data context.  This is shown in the figure below.


[image: image3.wmf]IP Network

 

 

Internet

 

Inter

-

PLMN

 

Backbone

 

UE

 

Gp

 

Gp

 

Gi

 

IP Addressing domain

 

Traffic tunneled

 

over GPRS

 

BG

 

GGSN

 

Home Network

 

PS Backbone

 

Visited Network

 

PS Backbone

 

BG

 

SGSN

 

GGSN

 

SIP 

Proxy

 

Application 

Server

 

Data path

 

SIP 

signaling 

path

 


Figure 3: Roaming – SIP Proxy via HPLMN

.  

2.3.3
Roaming with SIP Proxy in Visited Network

If the subscriber has roamed and the APN is available in the visited network, the PDP context will be established locally.  Since the UE is only visiting in this network, any PDP context activated in this network is given a dynamic IP address from the visited network.  
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Figure 4: Roaming – SIP Proxy via VPLMN

Again, the PDP context established for the SIP Proxy connection can be reused for the Data Path if the UE chooses to do so.

2.4
Protocol Architecture

In each scenario, the protocol stack architecture is the same.
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 Fig. 5: SIP Session Management Protocols
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Fig. 6: Data Protocols

2.5
Addressing

With the end-to-end SIP approach there are two forms of addressing involved: SIP identity (e.g. user@domain) and IP address.  

2.5.1
SIP Identity

The SIP identity must be known to the UE (i.e. provisioned).  The UE will provide its identity to the SIP Proxy or CSCF when it registers.  

The Application Server may know the specific SIP identity for this UE or it may know the user by a different SIP identity that is relayed or redirected to the UE.  This characteristic of SIP allows a user to SIP register from any location (e.g. mobile phone, or PC on the internet) and receive notifications at his current location independent of the device and network.

The Application Server may receive the user’s SIP identity or the UE SIP identity from multiple sources including from the UE via a previous session initiated by the UE.

2.5.2
IP Address

The Application Server will generally query the DNS using the domain name from the user’s SIP identity to get a public IP address that can be used to deliver the SIP Invite to the SIP Proxy or CSCF.

The Application Server’s IP address will be included in the SIP Invite.  The UE will provide its Data Path IP address to the Application Server as part of the response to the SIP Invite.

The SIP Proxy or CSCF will receive the UE’s IP address with the SIP Register.  The SIP registration will also carry an expiration timeout.  

When the UE is using a dynamically assigned IP address for the SIP Proxy registration, the expiration timeout will be based on the lease time for the dynamic address.  The UE may also “de-register” with the CSCF or SIP Proxy whenever it no longer wishes to receive SIP push service via the IP address provided.  De-registration is accomplished by sending a SIP Register with the expiration time set to 0.

2.6
Subscription, Security, and Charging

Network operators will manage subscription and charging for push services.  When the CSCF is used, charging for push services will be managed through defined mechanisms.  Some tailoring of the charging parameters may be needed to support simple data transfer via this method.

When a non-CSCF SIP Proxy is used that is within the operator’s network, the network operator may enhance the Proxy to include a method for collection of charging information for push services.

SIP is designed to support user managed subscription to services. As SIP is deployed, extensions to SIP related services will become widely available.  Push services would become just another SIP service where users can either manage their subscription directly or allow network operators to establish basic controls (via SIP) on their behalf.

Since the SIP Invite message is delivered to the end user prior to establishing a session capable of transporting large amounts of data, the end user will also have the ability to refuse any large SIP traffic.  (Note: communication of the size of the data to be delivered would be dependent on the application level protocol selected/designed for Push service.)

2.7
Delivery Reliability

If a user is not accessible (e.g. registration has expired) when the SIP Invite is received at the SIP Proxy, the Application Server will be responsible for retrying later.  

There are currently IETF draft proposals (draft-rosenberg-impp-lpidf-00.txt, draft-rosenberg-impp-presence-00.txt, draft-rosenberg-impp-im-00.txt) to include Presence as part of SIP.  SIP Presence would allow the Application Server to request a SIP Notify message from the CSCF or SIP Proxy when the user becomes available.  The next time the UE sends the SIP Register message to the CSCF or SIP Proxy, the Application Server would receive a SIP Notify to let it know that the user is now available to receive the SIP Invite.

2.8
Connectionless Push

As an option, a SIP Notify can be delivered in place of the SIP Invite.  The SIP Notify message can carry peer-to-peer data.  The Application Server could deliver the entire push message inside of a single SIP Notify when the message is small enough to fit in the Notify message body. The Notify message is part of the new Presence IETF drafts (draft-rosenberg-impp-lpidf-00.txt, draft-rosenberg-impp-presence-00.txt, draft-rosenberg-impp-im-00.txt).

2.9
Quality of Service

QoS requirements can be included in the application portion (i.e. message body) of the SIP Invite from the Application Server.  The UE will be responsible for establishing the Data Path PDP context using the supplied QoS.

3 Proposal

The proposed SIP end-to-end solution is:

· Use the IM Subsystem for Push Service when it exists.  In this case, SIP Push Service is simply an additional application using the IM’s CSCF architecture.

· When the network does not include an IM Subsystem, long-lived PDP contexts for registration with a SIP Proxy may be used.  Long-lived PDP contexts between the UE and a SIP Proxy can use dynamic IP addresses.  The SIP Proxy can be located in any network available to the UE (home, visited, external IP network).  

It is proposed that the SIP end-to-end solution, as defined in section 2 above, be incorporated in TR 23.874 as an alternative architecture for Push Service.
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