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Introduction

Suggested adding a requirement on user availability status delivering to an application server. The availability information may be essential for the application server in order to provide a satisfying service. Existing of some kinds of Push services may depend on the timely delivering a user availability status.

Discussion

A solution of just rejecting an application server attempt to “push” information to a user does not seem natural. While in this case we can slightly simplify the control path between an application server and an access network, we will have some overhead in the message exchange due to the possible application server retries to (re)connect.

A few editorial modifications are proposed as well. 

Proposal

It is proposed to change the sections 5 and 6 in TR 23.874 as follows.

5
Requirements

The access network architecture that can provide push services on top of its IP connectivity service shall support following requirements: 

· Push services should be provided whenever networks can reach mobile users. In other words, even though the connection between network and MS is not established, users should be able to enjoy push services.
· When IPv4 connectivity is used, it shall be possibly to dynamically assigned an IP address.
· A protocol for push service shall be free from the type of access networks that the user is located. The initiation procedure of the push service except the user-ID shall be same regardless of access network.

· A access network supporting the push service shall provide restriction and security mechanism to protect user from unwilling access. 
· An access network shall be able to provide subscriber availability status to an application server.
A network may specify a required type of IP connectivity path for a push service at the initiation of push service. E.g. QoS.
Editor Note: the push service may provide multicasting to multi-users.
6 General Description

6.2
Addressing

 An application server initially identifies the user by the user ID defined in an access network. The user ID shall be unique in the global scope. (The user ID may only be unique in the scope of the access network, provided that an application server has other means to identify the access network to which a service is pushed.) For example, Internet E-mail address may serve as a user ID for the UMTS user. An application server uses the user ID for routing the connection request in the “Requesting Connection” phase of figure 2.
An IP address for the user is required so that the server can transfer push contents over IP. The architecture shall allow the access network to share resource, e.g. IP address, among some users. Therefore the server shall request an IP address for the user at the service initiation and shall release it when the service completes. This user IP address is used to route the push contents in the third phase of figure 2.
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Figure 3: User-ID and user IP address

6.3
Protocol Architecture

According to the service scenario in figure 2,it seems that two protocol stacks shall be identified.
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Figure 4:Protocol Stacks for general push service.

In figure 4, AP1 is a protocol for requesting connection and AP2 is one for offering push service. AP1 may be capable of requesting connection and of specifying the transport type and the protocol to offer a push service to a user.

 SIP protocol may be taken for the session management between an access network and an application server (AP1). Figure 5 shows the push service sequence. In the figure, SIP is chosen as AP1. 
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Figure 5:General Sequence of push service with SIP.

An application server sends an INVITE method to an access network that is derived from the user ID. The server may request the property of required IP connection for the service. The access network receiving the INVITE method establishes the required IP connection for the user and the network return the user IP address by OK response. Then the server can initiate the push service. When the service finishes the server sends BYE method to the network. At the moment the user may release the connection if it is not necessary any longer.
In the figure 6 is depicted a scenario with the access network breaking the connection. For example, this may happen when an MS moves to out of coverage area during the service. In this case the access network sends BYE method to the application server. The application server may further ask the access network for notification when the user is available again.
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Figure 6:General Sequence of push service with SIP.
6.5
Security and Charging

An access network shall protect a user from the unwanted attack by application servers. At first the network shall not connect to an unauthorized application server. 

To support various push services a network may use multiple servers. In the case a user may only choose some of services to subscribe. The network and the user may have an offline contract on the selection of  push services in order for the network not to deliver unsubscribed services. Then the network shall deny the IP packets from the un-subscribed application server by checking the source address in their IP header.

The network may charge the fee for the special subscription with the user. This subscription fee is independent of the charge for GPRS service.
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Figure 4: denial of the service by the access network

6.8 User Availability

Whenever a user is not available, an access network shall notify an application server. In this case the application server may want to be alerted when the user becomes available again. Such an alert shall be provided by the access network. A mechanism of the alert is FFS. 
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Figure 5: User availability notification
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Examples of expressions of prevision in 3GPP specifications


To ensure that everybody else understands your proposed chnaged the same way that you do, it is very important to keep to the following rules:
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